JUSTITS

Forslag
til
Lov om a&ndring af PNR-loven
(Andring af reglerne for myndighedernes indsamling og opbevaring af
passagerlisteoplysninger m.v.)

§1

I PNR-loven, lov nr. 1706 af 27. december 2018, som andret ved § 18 i lov
nr. 2601 af 28. december 2021, foretages folgende @ndringer:

1. Efter § 1 indszettes:

»§ 1 a. PNR-oplysninger indsamlet fra luftfartsselskaberne af PNR-enheden
efter stk. 2, 3 og regler fastsat i medfer af stk. 4 og 5 behandles efter reglerne
1 denne lovs kapitel 3-5.

Stk. 2. PNR-enheden indsamler PNR-oplysninger pa alle flyvninger uden
for EU med tilknytning til Danmark.

Stk. 3. PNR-enheden indsamler PNR-oplysninger pa flyvninger inden for
EU med tilknytning til Danmark, nér det er strengt nedvendigt af hensyn til
at forebygge, opdage, efterforske eller retsforfelge terrorhandlinger og grov
kriminalitet, der kan straffes med mindst 3 ars faengsel, jf. dog regler udstedt
1 medfer stk. 5.

Stk. 4. Justitsministeren fastsetter nermere regler for udvelgelsen af flyv-
ninger efter stk. 3.

Stk. 5. Justitsministeren kan fastsatte regler, som péleegger PNR-enheden at
indsamle PNR-oplysninger pé alle flyvninger inden for EU med tilknytning
til Danmark, nér der foreligger tilstrekkeligt konkrete omstaendigheder, der
giver anledning til at antage, at Danmark star over for en terrortrussel, der
ma anses for at vaere reel og aktuel eller forudsigelig. Regler om indsamling
fastsat 1 medfor af 1. pkt. kan fastsettes for en periode pd hojst 1 ar ad gan-
gen.
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§ 1 b. PNR-oplysninger indsamlet fra luftfartsselskaberne af PNR-enheden
efter stk. 2, 3 og regler fast i medfer af stk. 4 og 5 behandles efter reglerne 1
denne lovs kapitel 5 a. Bestemmelserne 1 §§ 6, 8, 9, § 13, stk. 3 og 4, og §
15, stk. 4, finder anvendelse for oplysninger omfattet af 1. pkt.

Stk. 2. PNR-enheden indsamler PNR-oplysninger pa alle flyvninger uden
for EU med tilknytning til Danmark.

Stk. 3. PNR-enheden indsamler PNR-oplysninger pa flyvninger inden for
EU med tilknytning til Danmark, nér det er strengt nedvendigt af hensyn til
den nationale sikkerhed, jf. dog regler udstedt i medfer af stk. 5.

Stk. 4. Justitsministeren fastsetter nermere regler for udvalgelsen af flyv-
ninger efter stk. 3.

Stk. 5. Justitsministeren kan fastsatte regler om, at PNR-enheden kan ind-
samle PNR-oplysninger pa alle flyvninger inden for EU med tilknytning til
Danmark, nar der foreligger tilstreekkeligt konkrete omstandigheder, der gi-
ver anledning til at antage, at Danmark stér overfor en alvorlig trussel mod
den nationale sikkerhed, der mé anses for at vaere reel og aktuel eller forud-
sigelig. Regler om indsamling fastsat 1 medfor af 1. pkt. kan fastsattes for
en periode pa hojst 1 ar ad gangen.

§ 1 c. PNR-enheden opbevarer PNR-oplysninger indsamlet efter § 1 b sepa-
rat fra PNR-oplysninger indsamlet efter § 1 a.«

2.1§ 4, stk. 1, nr. 1, udgér »og«.

3.1§ 4, stk. 1, indsattes efter nr. 1 som nyt nummer:

»2) mellem 4 og 6 timer for den planlagte flyafgang, og«.

Nr. 2 bliver herefter nr. 3.

4.1¢§ 4, stk. 2, @ndres »stk. 1, nr. 2« til: »stk. 1, nr. 2 og 3«.

5.1§ 4, stk. 3, nr. 1, indsattes efter »3 rs fengsel,«: »eller«.

6. § 4, stk. 3, nr. 2 og 3, ophaves, og i stedet indsattes:

»2) Politiets Efterretningstjeneste eller Forsvarets Efterretningstjeneste vur-
derer, at det kan have betydning for varetagelsen af tjenesternes opgaver

vedrgrende den nationale sikkerhed.«

7.1 5 ®ndres »5 ar« til: »6 maneder«, og »slettes.« @ndres til »slettes, jf.
dog stk. 2 og regler fastsat i medfer af stk. 3.«
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8.1¢ 5 indsattes som stk. 2 og 3:

»Stk. 2. Er der grund til at antage, at én eller flere passagerer kan frembyde
en risiko 1 forbindelse med terrorhandlinger eller grov kriminalitet, der kan
straffes med mindst 3 ars faengsel, kan PNR-enheden opbevare PNR-oplys-
ninger om de pagaeldende personer, sd lenge det er nedvendigt. Perioden
for opbevaring af oplysninger efter 1. pkt. kan ikke overstige 5 ar.

Stk. 3. Justitsministeren kan fastsatte regler om, at PNR-oplysninger kan
opbevares i en lengere periode end 6 maneder, jf. stk. 1, nér der foreligger
tilstraekkeligt konkrete omstaendigheder, der giver anledning til at antage, at
Danmark star over for en terrortrussel, der mé anses for at vare reel og ak-
tuel eller forudsigelig. Regler om opbevaringsperioden fastsat i medfor af 1.
pkt. kan fastsettes for en periode pa hejst 1 &r ad gangen. Opbevaringen kan
dog hajest ske 1 5 ar.«

9.1 § 6 ®ndres »PNR-enheden PNR-oplysninger« til: »PNR-enheden, jf. §§
1 a og 1 b, PNR-oplysninger«, og »jf. bilag 1 der« andres til: »jf. bilag 1,

der«.

10. I § 7, stk. 1, ®ndres »6 maneder efter at videregivelsen af PNR-oplys-
ninger, jf. bilag 1, har fundet sted, maskeres folgende oplysninger:« til:
»Folgende PNR-oplysninger, der efter § 5, stk. 2 og 3, ikke er slettet, ma-
skeres 6 méaneder efter, videregivelsen til PNR-enheden har fundet sted:«

11. § 7, stk. 2, affattes séledes:

»Stk. 2. Oplysninger, der er maskeret efter stk. 1, ma ikke afmaskeres, med-
mindre det er nedvendigt for at forebygge, opdage, efterforske eller retsfor-
folge terrorhandlinger og grov kriminalitet, der kan straffes med mindst 3
ars faengsel, og afmaskeringen er godkendt af politiet, chefen for Politiets
Efterretningstjeneste, chefen for Forsvarets Efterretningstjeneste eller per-
soner, som bemyndiges hertil.«

12.1§ 7, stk. 3, 1. pkt., udgar », nr. 1,«.
13.1§ 8, stk. 1, @ndres »nr. 1-4,« til: »nr. 1-3, 0g § 21 b, nr. 1-3,«.

14. § 10, nr. 2 og 3, ophaves, og i stedet indsattes:

»2) for at reagere pa en begrundet anmodning fra en kompetent myndighed,
jf. bilag 3, Politiets Efterretningstjeneste eller Forsvarets Efterretningstjene-
ste om at videregive PNR-oplysninger 1 konkrete sager, nar videregivelsen
kan have betydning for at forebygge, opdage, efterforske eller retsforfolge
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terrorhandlinger eller grov kriminalitet, der kan straffes med mindst 3 ars
feengsel.«
Nr. 4 og 5 bliver herefter nr. 3 og 4.

15. 1§ 10, nr. 4, der bliver nr. 3, udgar »en kompetent myndighed, der er
angivet 1 bilag 3, eller«.

16.1 § 12 indsettes som stk. 2:

»Stk. 2. PNR-oplysninger eller resultatet af behandlingen af sddanne oplys-
ninger, som PNR-enheden modtager fra andre EU-medlemsstaters PNR-en-
heder, ma ikke behandles efter reglerne i kapitel 5 a.«

17.1¢ 13, stk. 1, indsattes efter »De kompetente myndigheder, der er angi-
vet 1 bilag 3,«: »Politiets Efterretningstjeneste og Forsvarets Efterretnings-
tjeneste«, og »resultatet af behandlingen af oplysningerne« endres til: »re-
sultatet af behandlingen af oplysningerne, der er videregivet efter reglerne i
kapitel 5,«.

18. § 15, stk. I og 2, ophaves, og i stedet indsattes:

»PNR-enheden skal snarest muligt videregive PNR-oplysninger, som er
identificeret efter forhdndsvurderingen i § 10, nr. 1, eller resultaterne af be-
handling af disse oplysninger, til kompetente myndigheder eller Politiets
Efterretningstjeneste med henblik pé, at myndigheden eller tjenesten kan
undersgge oplysningerne narmere.

Stk. 2. PNR-enheden skal efter begrundet anmodning videregive PNR-op-
lysninger og resultatet af behandlingen af oplysningerne, til de kompetente
myndigheder, Politiets Efterretningstjeneste eller Forsvarets Efterretnings-
tjeneste, nér videregivelsen kan have betydning for at forebygge, opdage,
efterforske eller retsforfolge terrorhandlinger og grov kriminalitet, der kan
straffes med mindst 3 érs faengsel, jf. dog stk. 4.

Stk. 3. Afmaskerede PNR-oplysninger efter § 7, stk. 2, skal efter begrundet
anmodning videregives til de kompetente myndigheder, Politiets Efterret-
ningstjeneste, Forsvarets Efterretningstjeneste, Europol eller tredjelande og
internationale organisationer, nar der er rimelig grund til at tro, at videregi-
velsen er nedvendig for at forebygge, opdage, efterforske eller retsforfolge
terrorhandlinger og grov kriminalitet, der kan straffes med mindst 3 ars
feengsel, jf. dog stk. 4.«

Stk. 3 bliver herefter stk. 4.

19. § 16, stk. 3, ophaves, og 1 stedet indsattes:
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»Stk. 3. PNR-enheden kan efter begrundet anmodning videregive afmaske-
rede PNR-oplysninger efter § 7, stk. 2, til kompetente myndigheder eller
PNR-enheder i andre EU-medlemsstater, hvis der er rimelig grund til at tro,
at videregivelsen er nedvendig for at forebygge, opdage, efterforske eller
retsforfolge terrorhandlinger eller grov kriminalitet, der kan straffes med
mindst 3 ars feengsel.

Stk. 4. PNR-enheden kan anmode en PNR-enhed i en anden EU-medlems-
stat om at videregive PNR-oplysninger eller resultatet af behandlingen af
oplysningerne, hvis oplysningerne er nedvendige i en konkret sag for at fo-
rebygge, opdage, efterforske eller retsforfolge terrorhandlinger eller grov
kriminalitet, der kan straffes med mindst 3 ars faengsel.«

20. § 18, stk. 2, affattes séledes:

»Stk. 2. PNR-enheden kan anmode en PNR-enhed i en anden EU-medlems-
stat om at indhente og videregive PNR-oplysninger pé ikke fastlagte leve-
ringstidspunkter i overensstemmelse med § 4, stk. 3, nr. 1, hvis det er ned-
vendigt at fa adgang til oplysningerne for at reagere pa en reel og aktuel eller
forudsigelig trussel relateret til terrorhandlinger eller grov kriminalitet, der

kan straffes med mindst 3 ars feengsel.«

21. § 21 affattes saledes:

»§ 21. Afgerelse om videregivelse efter § 15, stk. 2 og 3, § 19 og § 20, stk.
1, og afgerelse om anmodning om videregivelse efter § 16, stk. 4, og § 18,
stk. 2, treeffes efter PNR-enhedens, Politiets Efterretningstjenestes eller po-
litiets begering af retten ved kendelse. Videregivelse af PNR-oplysninger
indsamlet i medfer af regler fastsat efter § 1 a, stk. 5, og af oplysninger op-
bevaret i medfor af regler fastsat efter § 5, stk. 3, kan kun ske, hvis videre-
givelsen angdr forebyggelse, opdagelse, efterforskning eller retsforfelgning
af terrorhandlinger. Det samme galder for oplysninger, som henholdsvis er
indsamlet og opbevaret i medfer af § 1 a, stk. 3, og § 5, stk. 2, for s& vidt at
indsamlingen eller opbevaringen alene er sket af hensyn til at forebygge,
opdage, efterforske eller retsforfolge terrorhandlinger.

Stk. 2. Vil videregivelsen eller anmodningens gjemed forspildes, hvis rets-
kendelse skulle afventes, kan PNR-enheden traeffe beslutning om videregi-
velse eller anmodning efter stk. 1. I sa fald skal PNR-enheden, Politiets ef-
terretningstjeneste eller politiet, snarest muligt og senest inden 24 timer fra
videregivelsen eller anmodningen finder sted, foreleegge sagen for retten,
der ved kendelse afgar, om videregivelsen eller anmodningen kan godken-
des.

Stk. 3. Kendelser efter stk. 1 og stk. 2, 2. pkt., behandles af retten pa skriftligt
grundlag.
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Stk. 4. PNR-enheden kan efterkomme en anmodning efter § 16, stk. 2 og 3,
§ 17, og § 18, stk. 1, nar anmodningen er godkendt i den anmodende stat af
en judiciel myndighed eller en anden national myndighed, der i henhold til
national ret er kompetent til at kontrollere, om betingelserne for videregi-
velse er opfyldt, og hvis den databeskyttelsesansvarlige 1 den anmodende
myndighed er underrettet herom.

Stk. 5. Vil anmodningens gjemed forspildes, hvis godkendelse skulle afven-
tes, kan PNR-enheden efterkomme en begrundet anmodning efter § 16, stk.
20g3,§17,§ 18, stk. 1. I s fald skal PNR-enheden hurtigst muligt sikre,
at den modtagende myndighed herefter indhenter den fornedne godken-
delse.«

22. Efter kapitel 5 indsettes:

»Kapitel 5 a
Efterretningstjenesternes adgang til PNR-oplysninger til brug for opgaver
vedrorende den nationale sikkerhed

§ 21 a. PNR-enheden behandler PNR-oplysninger indsamlet og opbevaret i

medfor af § 1 b 1 overensstemmelse med reglerne i dette kapitel.

§ 21 b. PNR-enheden ma behandle PNR-oplysninger efter reglerne i dette
kapitel

1) for at foretage en forhandsvurdering af passagerer forud for deres plan-
lagte ankomst til eller afrejse fra Danmark for at identificere personer, som
det kraeves, at Politiets Efterretningstjeneste eller Forsvarets Efterretnings-
tjeneste undersoger nermere, idet sdidanne personer kan vare involveret 1
handlinger af betydning for varetagelsen af tjenesternes opgaver vedrerende
den nationale sikkerhed,

2) hvis Politiets Efterretningstjeneste eller Forsvarets Efterretningstjeneste
vurderer, at oplysningerne kan have betydning for tjenesternes varetagelse
af opgaver vedrerende den nationale sikkerhed, eller

3) for at analysere PNR-oplysninger med henblik pa at ajourfore eller fast-
sette nye kriterier, jf. § 21 c, nr. 2, der skal anvendes i1 forbindelse med
forhandsvurderingen, som foretages i medfer af nr. 1, med henblik pa at
identificere personer, som det kreeves, at Politiets Efterretningstjeneste eller
Forsvarets Efterretningstjeneste undersgger nermere, idet séidanne personer
kan vere involveret i handlinger af betydning for varetagelsen af tjenester-
nes opgaver vedrerende den nationale sikkerhed.

21 c. Som led i en forhdndsvurdering, jf. § 21 b, nr. 1, kan PNR-enheden

6
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1) sammenholde PNR-oplysninger, med oplysninger i databaser, der er re-
levante, med henblik pa Politiets Efterretningstjenestes og Forsvarets Efter-
retningstjenestes varetagelse af opgaver vedrorende den nationale sikker-
hed, eller

2) behandle PNR-oplysninger efter forud fastsatte kriterier, der er malret-
tede og star 1 rimeligt forhold til mélet, og som er konkrete.

§ 21 d. PNR-enheden opbevarer PNR-oplysninger i en periode pd 6 maneder
efter videregivelse til PNR-enheden, hvorefter oplysningerne slettes, jf. dog
stk. 2 og regler fastsat i medfer af stk. 3.

Stk. 2. Er der grund til at antage, at én eller flere passagerer kan frembyde
en risiko for den nationale sikkerhed, kan PNR-enheden opbevare PNR-op-
lysninger om de pageldende personer sa lenge, det er nodvendigt af hensyn
til denne risiko, dog hejest i 5 ar.

Stk. 3. Justitsministeren kan fastsatte regler om, at PNR-oplysninger opbe-
vares i en leengere periode end fastsat i stk. 1, nar der foreligger tilstraekke-
ligt konkrete omstendigheder, der giver anledning til at antage, at Danmark
star over for en alvorlig trussel mod den nationale sikkerhed, der mé anses
for at veere reel og aktuel eller forudsigelig. Regler om opbevaringsperioden
fastsat i medfor af 1. pkt. kan fastsettes for en periode pa hejst 1 ar ad gan-
gen. Opbevaringen kan dog hgjest ske 1 5 ar.

§ 21 e. 6 maneder efter videregivelsen af PNR-oplysninger har fundet sted
maskeres folgende oplysninger:

1) Passagerens navn, herunder medpassagerers navne og antal rejsende, der
rejser sammen.

2) Adresse og kontaktoplysninger.

3) Alle former for betalingsoplysninger, herunder faktureringsadresse.

4) Oplysninger om bonusprogrammer.

5) Generelle bemarkninger.

6) Eventuelt indsamlede API-oplysninger, der er omfattet af punkt 18 1 bilag
1.

Stk. 2. Oplysninger, der er maskeret efter stk. 1, ma ikke afmaskeres, med-
mindre

1) de afmaskerede oplysninger md antages at have betydning for Politiets
Efterretningstjenestes varetagelse af opgaver vedrerende den nationale sik-
kerhed, og afmaskeringen er godkendt af chefen for Politiets Efterretnings-
tjeneste eller den, som bemyndiges hertil, eller

2) de afmaskerede oplysninger mé antages at have betydning for Forsvarets
Efterretningstjenestes varetagelse af opgaver vedrerende den nationale
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sikkerhed, jf. dog § 15, stk. 4, og afmaskeringen er godkendt af chefen for
Forsvarets Efterretningstjeneste eller den, som bemyndiges hertil.

§ 21 f. PNR-enheden videregiver snarest muligt PNR-oplysninger, som er
identificeret efter forhandsvurderingen 1 § 21 b, nr. 1, og resultatet af be-
handlingen af disse oplysninger, til Politiets Efterretningstjeneste med hen-
blik p4, at tjenesten kan undersege oplysningerne narmere.

Stk. 2. PNR-enheden videregiver PNR-oplysninger og resultatet af behand-
lingen af sadanne oplysninger til Politiets Efterretningstjeneste, hvis det vur-
deres, at videregivelsen kan have betydning for tjenestens varetagelse af op-
gaver vedrerende den nationale sikkerhed. Afmaskerede PNR-oplysninger
efter § 21 e, stk. 2, nr. 1, skal videregives til Politiets Efterretningstjeneste,
hvis videregivelsen mé antages at have betydning for tjenestens varetagelse
af opgaver vedrerende den nationale sikkerhed.

Stk. 3. PNR-enheden videregiver efter anmodning PNR-oplysninger og re-
sultatet af behandlingen af sddanne oplysninger til Forsvarets Efterretnings-
tjeneste, hvis det vurderes, at videregivelsen kan have betydning for tjene-
stens varetagelse af opgaver vedrerende den nationale sikkerhed, jf. dog §
15, stk. 4. Afmaskerede PNR-oplysninger efter § 21 e, stk. 2, nr. 2, skal efter
anmodning videregives til Forsvarets Efterretningstjeneste, hvis videregi-
velsen ma antages at have betydning for tjenestens varetagelse af opgaver
vedrerende den nationale sikkerhed, jf. dog § 15, stk. 4.

Stk. 4. Afgoarelse om videregivelse efter stk. 2 treeffes af chefen for Politiets
Efterretningstjeneste eller den, som bemyndiges hertil. Afgerelse om vide-
regivelse efter stk. 3 treffes af chefen for Forsvarets Efterretningstjeneste
eller den, som bemyndiges hertil.

§ 21 g. Modtager PNR-enheden PNR-oplysninger eller resultatet af behand-
lingen af sddanne oplysninger fra andre EU-medlemsstaters PNR-enheder,
ma oplysningerne ikke behandles efter reglerne i dette kapitel.«

§2

Stk. 1. Justitsministeren fastsatter tidspunktet for lovens ikrafttreeden. Mi-
nisteren kan fastsette, at de @ndringer, der folger af § 1, kan settes i kraft
pa forskellige tidspunkter.

Stk. 2. PNR-lovens § 1 a, stk. 3, og § 1 b, stk. 3, som affattet ved denne lovs
§ 1, nr. 1, finder ikke anvendelse for PNR-oplysninger indsamlet pa flyv-
ninger inden for EU med tilknytning til Danmark, som ikke er indsamlet,
fordi det har varet nodvendigt af hensyn til at forebygge, opdage, efterfor-
ske eller retsforfolge terrorhandlinger eller grov kriminalitet, der kan

8
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straffes med mindst 3 &rs feengsel samt af hensyn til den nationale sikkerhed.
For sadanne oplysninger vil PNR-enheden skulle foretage en vurdering af,
om oplysningerne alligevel kan opbevares, jf. PNR-lovens § 5, stk. 2, og
regler udstedt i medfor af stk. 3, og § 21 d, stk. 2, og regler udstedt i medfor
af stk. 3, som &ndret og affattet ved denne lovs § 1, nr. 8 og 22.

Stk. 3. PNR-lovens § 5, stk. 1, og § 21 d, stk. 1, som @ndret og affattet ved
denne lovs § 1, nr. 7 og 22, finder ikke anvendelse for PNR-oplysninger,
som pa tidspunktet for lovens ikrafttraeden har veret opbevaret i 6 maneder
eller leengere. For sddanne oplysninger vil PNR-enheden skulle foretage en
vurdering af opbevaringens fortsatte nedvendighed efter henholdsvis PNR-
lovens § 5, stk. 2, 1. pkt., og regler udstedt i medfor af stk. 3, som affattet
ved denne lovs § 1, nr. 8, og § 21 d, stk. 2, og regler udstedt i medfor af stk.
3, som affattet ved denne lovs § 1, nr. 22.

§3

Loven galder ikke for Faergerne og Grenland, men kan ved kongelig anord-
ning helt eller delvis sattes 1 kraft for Fereerne og Gronland med de &n-
dringer, som de henholdsvis fereske og grenlandske forhold tilsiger. Lo-

vens bestemmelser kan settes 1 kraft pa forskellige tidspunkter.
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1. Indledning

12016 vedtog Europa-Parlamentet og Radet direktiv (EU) 2016/681 af 27.
april 2016 om anvendelse af passagerlisteoplysninger (PNR-oplysninger) til
at forebygge, opdage, efterforske og retsforfolge terrorhandlinger og grov
kriminalitet (PNR-direktivet). PNR-direktivet er omfattet af det danske rets-
forbehold og er derfor ikke bindende for eller finder anvendelse i Danmark.
Med PNR-loven blev der imidlertid per 1. januar 2019 etableret en ordning
1 Danmark, der overordnet svarer til den ordning, som de gvrige medlems-
stater har etableret efter PNR-direktivet. Det var ogsd med PNR-loven, at
politiets passagerlisteoplysningsenhed (PNR-enheden), som i dag er ansvar-
lig for at indhente, opbevare og videregive PNR-oplysninger, blev etableret.
Det er saledes PNR-loven, som skaber en samlet retlig ramme for danske
myndigheders indsamling af PNR-oplysninger fra luftfartsselskaberne. De
PNR-oplysninger, som er omfattet af loven, fremgar af lovens bilag 1, og
udgeres af en lang raekke oplysninger, som luftfartsselskabet pa baggrund
af den rejsendes indtastede informationer er i besiddelse af.

EU-Domstolen afsagde den 21. juni 2022 dom 1 sag C-817/19, Ligue des
droits humains, om bl.a. fortolkningen af PNR-direktivet i lyset af EU’s
Charter om Grundleggende Rettigheder (Chartret).

Det er Justitsministeriets vurdering, at dommen har betydning for den dan-
ske PNR-lovs overensstemmelse med EU-retten, herunder Chartret. I Dan-
mark sker indsamlingen af PNR-oplysninger efter nationalt fastsatte regler
i PNR-loven, som svarer til PNR-direktivets regler, men altsa ikke udger en
implementering heraf. PNR-loven bererer imidlertid den frie udveksling af
tjenesteydelser, jf. artikel 56 1 traktaten om Den Europ@iske Unions funkti-
onsmdde (EUF-Traktaten), jf. punkt 9 for yderligere herom. Lovforslaget
har i lyset heraf til formal at bringe reglerne i PNR-loven, som svarer til
PNR-direktivets regler, i overensstemmelse med EU-Domstolens praksis
om fortolkning af PNR-direktivet sammenholdt med Chartret.

Det er afgerende for regeringen at sikre, at myndighederne har de fornedne
redskaber for effektivt og vedvarende at kunne bekempe kriminalitet og
sikre borgernes tryghed. Systematisk adgang til PNR-oplysninger er i den
forbindelse et vigtigt redskab for bdde politiet, efterretningstjenesterne og
Toldstyrelsen. Justitsministeriet foreslar derfor en raekke a@ndringer af reg-
lerne 1 PNR-loven med henblik pa at sikre, at PNR-oplysninger i videst mu-
ligt omfang fortsat kan anvendes af politiet, efterretningstjenesterne og
Toldstyrelsen 1 deres opgavevaretagelse samtidig med, at dette sker 1 over-
ensstemmelse med Danmarks internationale og EU-retlige forpligtelser.
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Det foreslas grundlaeggende at indfere en ordning, hvorefter der i medfer af
PNR-loven vil skulle ske behandling, herunder indsamling, opbevaring og
videregivelse, efter to forskellige ordninger. Efter den ene ordning vil PNR-
oplysninger skulle behandles efter regler i PNR-loven, som svarer til PNR-
direktivets regler som fortolket af EU-Domstolen (PNR-lovens kapitel 3-5),
og som saledes behandles pa samme méade som efter PNR-direktivet. Denne
suppleres af en anden ordning, som serskilt skal regulere efterretningstje-
nesternes indsamling og anvendelse af PNR-oplysninger, og som pa visse
punkter afviger fra reglerne i PNR-direktivet.

Det foreslas for det forste, at indsamling af PNR-oplysninger pé flyvninger
inden for EU med tilknytning til Danmark som udgangspunkt alene vil finde
sted pa udvalgte flyvninger, hvor det er strengt nedvendigt af hensyn til at
forebygge, opdage, efterforske eller retsforfolge terrorhandlinger og grov
kriminalitet, der kan straffes med mindst 3 ars faengsel. Det foreslas endvi-
dere, at PNR-enheden undtagelsesvist vil kunne indsamle PNR-oplysninger
pa alle flyvninger inden for EU med tilknytning til Danmark, nar der fore-
ligger tilstraekkeligt konkrete omstaendigheder til at antage, at Danmark star
over for en terrortrussel. PNR-enheden vil fortsat skulle indsamle PNR-op-
lysninger pa alle flyvninger fra tredjelande med tilknytning til Danmark. Der

henvises til lovforslagets pkt. 3.1 om indsamling af PNR-oplysninger.

Det foreslas for det andet, at PNR-oplysninger som udgangspunkt vil kunne
opbevares i en periode pa 6 maneder, hvorefter oplysningerne skal slettes.
Opbevaringsperioden vil undtagelsesvist kunne forleenges under visse be-
tingelser. Der henvises til lovforslagets pkt. 3.2 om opbevaring af PNR-op-
lysninger.

For det tredje forslés det, at det eksisterende krav i PNR-loven om forudga-
ende kontrol ved PNR-enhedens efterfolgende videregivelse af PNR-oplys-
ninger, som er @ldre end 6 maneder, udvides til ogsa at finde anvendelse
ved videregivelse af PNR-oplysninger, der er mindre end 6 maneder gamle.
Afgorelse om videregivelse af PNR-oplysninger vil i disse tilfeelde fremover
skulle treeffes af retten ved kendelse. Der henvises til lovforslagets pkt. 3.3
om forudgdende kontrol ved videregivelse af PNR-oplysninger.

Det foreslés for det fjerde, at der som en supplerende ordning indferes et nyt
kapitel 5 a 1 PNR-loven, hvori der fastsettes regler om PET’s og FE’s ad-
gang til PNR-oplysninger til brug for varetagelsen af tjenesternes opgaver
vedrerende den nationale sikkerhed. Formalet hermed er at sikre, at efter-
retningstjenesterne ogsa efter EU-dommen vil have mulighed for at tilga

13



UDKAST

PNR-oplysninger, nar det er nedvendigt af hensyn til den nationale sikker-
hed. For at sikre dette foreslds det, at der oprettes to forskellige datasaet med
PNR-oplysninger, der er indbyrdes uathaengige, som behandles efter hen-
holdsvis lovens kapitel 3-5, som er i overensstemmelse med PNR-direktivet,
og kapitel 5 a. Der henvises til lovforslagets pkt. 3.4 om efterretningstjene-
sternes adgang til PNR-oplysninger til brug for opgaver vedrerende den na-
tionale sikkerhed.

Lovforslaget indeholder endvidere enkelte @ndringer, som ikke udger an-
dringer som konsekvens af EU-Domstolens dom. Det drejer sig navnlig om
den foresldede &ndring af PNR-lovens § 4, stk. 1, om et yderligere tidspunkt
for videregivelse af PNR-oplysninger.

2. EU-Domstolens dom af 21. juni 2022 i sag C-817/19, Ligue des droits
humains

EU-Domstolen afsagde den 21. juni 2022 dom i sag C-817/19, Ligue des
droits humains. Sagen blev forelagt for EU-Domstolen af den belgiske for-
fatningsdomstol, som stillede en rekke sporgsmaél til EU-Domstolen om
navnlig gyldigheden af PNR-direktivet og den belgiske PNR-lovs forene-
lighed med EU-retten, herunder Chartret.

EU-Domstolen fastslog, at en EU-retsakt — i dette tilfeelde PNR-direktivet —
1 videst muligt omfang skal fortolkes saledes, at der ikke drages tvivl om, at
direktivet er i overensstemmelse med bl.a. Chartret (preemis 86). Pa denne
baggrund fastlagde EU-Domstolen en ra&kke begraensninger i brugen af
PNR-oplysninger ud fra en fortolkning af PNR-direktivet sammenholdt med
Chartrets artikel 7 (respekt for privatliv og familieliv), artikel 8 (beskyttelse
af personoplysninger) og artikel 52, stk. 1 (begransninger 1 rettighederne
under 1agttagelse af proportionalitetsprincippet). Der er serligt tale om be-
graensninger 1 forhold til indsamling, videregivelse og opbevaring af PNR-
oplysninger.

Det folger for det forste af dommen, at selv om medlemsstaterne efter artikel
2 1 PNR-direktivet har mulighed for at udvide anvendelsesomrédet for reg-
lerne 1 PNR-direktivet til flyvninger inden for EU, er det alene muligt at
indsamle PNR-oplysninger pa samtlige flyvninger inden for EU, hvis det
konstateres, at der foreligger tilstreekkeligt konkrete omstaendigheder til at
antage, at den enkelte medlemsstat star over for en terrortrussel, der ma an-
ses for at vare reel og aktuel eller forudsigelig (preemis 171). Perioden for
indsamling af PNR-oplysninger pa samtlige flyvninger inden for EU skal
vaere tidsmaessigt begranset til det strengt nedvendige, men kan dog
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forleenges i tilfeelde af, at truslen bestar (praemis 172). Hvis der ikke forelig-
ger en sddan terrortrussel mod staten, skal indsamlingen af PNR-oplysnin-
ger begreanses til serligt udvalgte flyvninger inden for EU, hvilket bl.a. kan
vedrere bestemte flyforbindelser, rejseruter eller bestemte lufthavne (pree-
mis 174). Det er op til den enkelte medlemsstat at foretage denne udval-
gelse.

EU-Domstolen fastslog dermed, at Chartrets artikel 7 og 8 og artikel 52, stk.
1, er til hinder for en generel indsamling af PNR-oplysninger pé alle flyv-
ninger inden for EU, idet behandlingen af PNR-oplysninger i sa fald ikke
vil vaere begranset til det strengt nedvendige (premis 163-175). Det bemaer-
kes, at EU-Domstolen i forhold til flyvninger uden for EU (mellem EU-
medlemslande og tredjelande) udtalte, at indsamlingen af PNR-oplysninger
pa samtlige af disse flyvninger ikke gar ud over rammerne for det strengt
nedvendige.

EU-Domstolen tog for det andet stilling til reglerne i PNR-direktivet for op-
bevaring af PNR-oplysninger. EU-Domstolen udtalte hertil, at ifelge PNR-
direktivets artikel 12, stk. 1 og 4, skal den relevante PNR-enhed opbevare
PNR-oplysninger, som luftfartsselskaberne videregiver, i en database i en
periode pa fem ar, hvorefter oplysningerne skal slettes permanent. EU-
Domstolen sondrede i den forbindelse mellem den indledende opbevarings-
periode pa 6 maneder som omhandlet i PNR-direktivets artikel 12, stk. 2, og
den efterfelgende opbevaringsperiode i artikel 12, stk. 3 (preemis 252). Her-
efter udtalte EU-Domstolen, at ved fortolkningen af PNR-direktivets artikel
12, stk. 1, er det nedvendigt pd den ene side at tage hensyn til, at PNR-
oplysninger skal opbevares 1 tilstrekkelig lang tid til, at der kan foretages
en analyse, og at de kan anvendes i forbindelse med efterforskninger, og pa
den anden side at tage hensyn til at undga en uforholdsmessig anvendelse
af disse oplysninger og sikre en hej grad af databeskyttelse (preemis 253).

EU-Domstolen fastslog dernast, at PNR-direktivets artikel 12, stk. 1, om
opbevaring af PNR-oplysninger, sammenholdt med Chartrets artikel 7 (re-
spekt for privatliv og familieliv), artikel 8 (beskyttelse af personoplysnin-
ger) og artikel 52, stk. 1 (begransninger i proportionalitetsprincippet), skal
fortolkes sdledes, at bestemmelsen er til hinder for en generel opbevarings-
periode af PNR-oplysninger pa 5 ar, som finder anvendelse uden forskel pa
alle flypassagerer (premis 262). EU-Domstolen udtalte dog ogsa, at opbe-
varing af PNR-oplysninger 1 den indledende opbevaringsperiode pa 6 ma-
neder for PNR-oplysninger vedrerende samtlige flypassagerer principielt
ikke synes at overskride graenserne for det strengt nedvendige (praemis 255).
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Derudover fremgar det af dommen, at det i konkrete sager vil veere muligt
at opbevare PNR-oplysninger i en leengere periode end 6 maneder, hvis der
foreligger objektive forhold, som ger det muligt at antage, at visse passage-
rer vil kunne frembyde en risiko i forbindelse med terrorhandlinger og grov
kriminalitet (preemis 259).

EU-Domstolen tog for det tredje stilling til kravene til PNR-enhedens be-
handling og videregivelse af PNR-oplysninger i henhold til PNR-direktivets
artikel 6 og sondrede i den forbindelse mellem PNR-enhedens forudgidende
vurdering af PNR-oplysninger (forhdndsvurderingen) efter PNR-direktivets
artikel 6, stk. 2, litra a, og PNR-enhedens efterfolgende videregivelse af
PNR-oplysninger pa baggrund af en behorigt begrundet anmodning efter
PNR-direktivets artikel 6, stk. 2, litra b.

EU-Domstolen konkluderede i forhold til sidstnavnte, at kravet i PNR-di-
rektivets artikel 12, stk. 3, litra b, om forudgéende kontrol for PNR-enhe-
dens efterfolgende videregivelse af afmaskerede PNR-oplysninger, ligele-
des finder anvendelse ved den efterfolgende videregivelse af PNR-oplys-
ninger, der er videregivet fra luftfartsselskaberne til PNR-enheden for min-
dre end 6 maneder siden, og som derfor ikke er blevet maskerede (preemis
224). Ved afmaskerede PNR-oplysninger forstas PNR-oplysninger, der tid-
ligere har veret gjort utilgaengelige for uautoriserede brugere, men som igen
er gjort tilgeengelige for uautoriserede brugere.

Om kravene til den forudgaende kontrol udtalte EU-Domstolen, at den skal
foretages af enten en domstol eller en uathengig administrativ enhed, der
kan kontrollere, om betingelserne for videregivelse er opfyldt (premis 223).
Oplysningerne kan dog videregives uden forudgaende kontrol i beherigt be-
grundede hastende tilfeelde, hvis kontrollen i stedet foretages hurtigst muligt
efter videregivelsen (premis 223). Samlet set vil det sige, at PNR-enhedens
efterfelgende videregivelse af PNR-oplysninger pa baggrund af en behorigt
begrundet anmodning i alle tilfelde er betinget af forudgdende kontrol, dog
med undtagelse af behorigt begrundede hastende tilfelde, hvor kontrollen
skal foretages hurtigst muligt efter videregivelsen.

For det fjerde tog EU-Domstolen stilling til de formal, som PNR-oplysnin-
ger, der er indsamlet 1 overensstemmelse med PNR-direktivet, ma behandles
med henblik pa. EU-Domstolen fandt, at PNR-direktivets artikel 6 om be-
handling af PNR-oplysninger, sammenholdt med Chartrets artikel 7 (respekt
for privatliv og familieliv), artikel 8 (beskyttelse af personoplysninger) og
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artikel 52, stk. 1 (begreensninger i rettighederne under iagttagelse af propor-
tionalitetsprincippet), skal fortolkes séledes, at bestemmelsen er til hinder
for en national lovgivning, der tillader behandling af PNR-oplysninger, som
er indsamlet 1 overensstemmelse med PNR-direktivet, til andre formal end
de formél, der er udtommende oplistet 1 artikel 1, stk. 2 (at forebygge, op-
dage, efterforske og retsforfelge terrorhandlinger og grov kriminalitet)
(premis 229-237). EU-Domstolen fastslog i samme forbindelse, at PNR-
oplysninger ikke ma opbevares i en enkelt database, som kan konsulteres
med henblik pd bade de formal, som felger af artikel 1, stk. 2, og andre
formal, idet det indebarer en risiko for, at PNR-oplysninger indsamlet 1
overensstemmelse med PNR-direktivet anvendes til andre end de i artikel 1,
stk. 2, oplistede formal (preemis 235).

P& baggrund af ovenstdende er det samlet set Justitsministeriets vurdering,
at der er behov for at @ndre den danske PNR-lov med henblik pa at bringe
loven i overensstemmelse med EU-retten som fortolket af EU-Domstolen.

3. Lovforslagets hovedpunkter

3.1. Indsamling af PNR-oplysninger

3.1.1. Geldende ret

Det fremgar af PNR-lovens § 1, nr. 1, at PNR-enheden er ansvarlig for at
indsamle PNR-oplysninger, jf. bilag 1, fra luftfartsselskaber. Indsamlingen
sker i videst muligt omfang ved den sakaldte »push«-metode, hvorefter luft-
fartsselskaber automatisk videregiver de relevante PNR-oplysninger 1
elektronisk form til en database hos PNR-enheden (POLPAX).

I PNR-lovens bilag 1 oplistes de PNR-oplysninger, som luftfartsselska-
berne skal videregive til PNR-enheden. PNR-enheden vil séledes — hvis
oplysningerne findes — kunne modtage oplysninger om bl.a. navn, ken,
fededato, nationalitet, pasnummer, pasudstedelsesland og udlebsdato for
passet, booking- og reservationsnummer, reservations- og udstedelses-
dato, rejsebureau, rejsedato, rejseplan, herunder foregdende og efterfol-
gende flyvninger, tidligere reservationer, eventuelle oplysninger om med-
rejsende, kontaktoplysninger, oplysninger om betaling, pladsnummer, ba-
gage og kreditkort.

Efter PNR-lovens § 3, stk. 1, skal luftfartsselskaber efter anmodning fra
politiet og herefter lebende forud for flyvninger, der har tilknytning til
Danmark, videregive PNR-oplysninger, jf. bilag 1, 1 elektronisk form til
PNR-enheden.
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Det fremgar af bemarkningerne til PNR-lovens § 3, at ordningen i PNR-
loven omfatter alle flyvninger, der har tilknytning til Danmark, hvilket skal
forstds som indenrigs- og udenrigsflyvninger, der har tilknytning til en
lufthavn beliggende i Danmark. Ordningen omfatter alle passagerer pa
disse flyvninger, herunder passagerer i transit, jf. Folketingstidende 2018-
19 (1. samling), tilleg A, L 107 som fremsat, side 26. Dermed er alle flyv-
ninger, der letter eller lander i Danmark, herunder i lufthavne i Danmark,
omfattet af ordningen i PNR-loven, og der skelnes i den forbindelse ikke
mellem indsamling af PNR-oplysninger pa flyvninger inden for EU og flyv-
ninger uden for EU. Loven omfatter siledes rute- og chartertrafik, general
aviation, taxiflyvning og helikoptertrafik, ligesom udbydere af vandflyruter
omfattes.

Det fremgér endvidere af bemarkningerne til PNR-lovens § 3, at indsam-
lingsbegrebet skal fortolkes bredt og sdledes omfatter enhver indsamling
af PNR-oplysninger, uanset om disse matte blive opbevaret og behandlet
uden for luftfartsselskabets bookingsystem eller lignende. Luftfartsselska-
berne anses for at vere i besiddelse af PNR-oplysninger, hvis oplysnin-
gerne findes hos en databehandler mv., der behandler oplysningerne pa
vegne af luftfartsselskabet, jf. Folketingstidende 2018-19 (1. samling), til-
leg A, L 107 som fremsat, side 26.

Luftfartsselskabernes forpligtelse til at videregive PNR-oplysninger til
PNR-enheden finder alene anvendelse i det omfang, luftfartsselskaberne
allerede som led 1 deres virksomhed har indsamlet oplysningerne. Luft-
fartsselskaberne har dermed ikke pligt til at indsamle PNR-oplysninger
alene med henblik pa at videregive disse til PNR-enheden.

Det fremgar af PNR-lovens § 4, stk. 1, at PNR-oplysninger, jf. bilag 1, skal
videregives mellem 24 og 48 timer for den planlagte flyafgang, jf. nr. 1,
og straks efter at luftfartejets dere er lukkede, og det ikke leengere er muligt
for passagerer at gd om bord i luftfartgjet eller forlade det, jf. nr. 2. Ifolge
PNR-lovens § 4, stk. 2, er videregivelse i henhold til § 4, stk. 1, nr. 2,
begranset til ajourforing af de oplysninger, der er n&evnt i nr. 1.

Ifolge bemarkningerne til § 4 er stk. 1 ikke til hinder for, at der mellem
PNR-enheden og det enkelte luftfartsselskab frivilligt kan aftales yderli-
gere leveringstidspunkter eller tidspunkter for ajourfering af PNR -oplys-
ninger end de tidspunkter, der er fastsat i stk. 1, jf. Folketingstidende 2018-
19 (1. samling), tilleg A, L 107 som fremsat, side 28.
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Det fremgar af PNR-lovens § 4, stk. 3, nr. 1, at luftfartsselskaber efter
konkret anmodning fra PNR-enheden skal videregive PNR-oplysninger til
PNR-enheden pé andre tidspunkter end dem, der er naevnt i stk. 1, nar det
er nodvendigt at fa adgang til oplysningerne for at reagere pa en konkret
og reel trussel relateret til terrorhandlinger eller grov kriminalitet, jf. bilag
2, der kan straffes med mindst 3 ars faengsel.

Efter PNR-lovens § 4, stk. 3, nr. 2 og 3, skal luftfartsselskaber endvidere
efter konkret anmodning fra PNR-enheden videregive PNR-oplysninger til
PNR-enheden pa andre tidspunkter end dem, der er nevnt 1 stk. 1, nar PET
vurderer, at det kan have betydning for tjenestens opgaver vedrerende fo-
rebyggelse og efterforskning af overtraedelser af straffelovens kapitel 12
og 13, eller FE vurderer, at det kan have betydning for varetagelsen af
tjienestens virksomhed rettet mod forhold i1 udlandet.

Der findes ikke sarlige regler i PNR-loven om domstolsprevelse af den
indsamling, opbevaring og videregivelse af PNR-oplysninger, som foreta-
ges efter loven, hvorfor indbringelse af sddanne spergsmal for domstolene

vil skulle ske efter grundlovens § 63.

3.1.2. EU-Domstolens praksis

I sin dom af 21. juni 2022 i sag C-817/19, Ligue des droits humains, fandt
EU-Domstolen, at flyvninger inden for EU og flyvninger uden for EU (flyv-
ninger mellem EU og tredjelande) skal vurderes forskelligt. 1 forhold til
flyvninger uden for EU fandt EU-Domstolen, at PNR-direktivet ikke gar ud
over grenserne for det strengt nedvendige alene af den grund, at det palaeg-
ger medlemsstaterne systematisk at videregive og foretage en forudgdende
vurdering af PNR-oplysninger for samtlige passagerer pé sddanne flyvnin-
ger. Dette begrundede EU-Domstolen med, at selve karakteren af de trusler
mod den offentlige sikkerhed, der kan folge af terrorhandlinger og grov kri-
minalitet, som har en — 1 det mindste indirekte — objektiv forbindelse med
luftbefordring af passagerer mellem EU og tredjelande, ikke kan begraenses
til en bestemt kreds af flypassagerer (praemis 162).

I forhold til flyvninger inden for EU udtalte EU-Domstolen, at EU-med-
lemsstaterne efter PNR-direktivets artikel 2 ogsa har mulighed for at an-
vende det system, der er indfert ved direktivet, pa flyvninger inden for EU.
Dog skal behandlingen af PNR-oplysninger pd sddanne flyvninger — 1 lyset
af alvoren af indgrebet 1 de grundleggende rettigheder, der er sikret ved
Chartrets artikel 7 (respekt for privatliv og familieliv) og artikel 8 (beskyt-
telse af personoplysninger) — vaere strengt nedvendig med henblik pé at
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garantere den indre sikkerhed i EU, eller i hvert fald den enkelte medlems-
stats sikkerhed, og sdledes beskytte personers liv og sikkerhed (premis
169).

EU-Domstolen udtalte herefter, at i en situation, hvor en medlemsstat kon-
staterer, at der foreligger tilstraekkeligt konkrete omstandigheder til at an-
tage, at den star over for en terrortrussel, som mé anses for at vere reel og
aktuel eller forudsigelig, forekommer det ikke at overskride graenserne for
det strengt nedvendige at anvende PNR-direktivet pa alle flyvninger inden
for EU fra eller til medlemsstaten i en afgraenset periode. Det er op til den
enkelte medlemsstat at foretage en vurdering af, om en sadan trussel fore-
ligger (preemis 171). Anvendelsesperioden skal vere tidsmassigt begraenset
til det strengt nedvendige, men vil kunne forlenges i tilfelde af, at truslen
bestar (premis 172).

EU-Domstolen fastslog i samme forbindelse, at en afgerelse om at anvende
PNR-direktivet pé alle flyvninger inden for EU i ovenstaende tilfeelde skal
kunne proves ved en domstol eller en uathengig administrativ enhed, der
kan treffe bindende afgerelser, med henblik pé at kontrollere, at der fore-
ligger en reel og aktuel eller forudsigelig terrortrussel, og at de betingelser
og garantier, der skal vare til stede 1 den situation, er overholdt (preemis
172).

Behandlingen af PNR-oplysninger pa samtlige flyvninger inden for EU efter
det system, som er indfert med PNR-direktivet, vil ifelge dommens premis
173 ikke kunne anses for at veere begrenset til det strengt nedvendige, med-
mindre medlemsstaten stér over for en reel og aktuel eller forudsigelig ter-
rortrussel. Anvendelsen af det system, der er indfert med PNR-direktivet,
skal — medmindre der foreligger en sédan trussel — i stedet begranses til
udvalgte flyvninger inden for EU med udgangspunkt i de kriterier, som
fremgar af premis 163-169. Det tilkommer saledes den enkelte medlemsstat
at udveelge de relevante flyvninger inden for EU pa baggrund af bl.a. en
vurdering af, om dette er nedvendigt og forholdsmassigt med henblik pé at
forebygge, opdage, efterforske og retsforfelge terrorhandlinger og grov kri-
minalitet (preemis 168). Udvalgelsen af flyvninger kan bl.a. tage udgangs-
punkt i bestemte flyforbindelser, rejseruter eller bestemte lufthavne. Med-
lemsstaterne skal endvidere regelmaessigt foretage en ny vurdering af de ud-
valgte flyvninger med henblik pé at sikre, at anvendelsen af PNR-direktivet
altid er begraenset til det strengt nadvendige (praemis 174).
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3.1.3. Justitsministeriets overvejelser og den foresldede ordning
P& baggrund af EU-Domstolens dom af 21. juni 2022 i sag C-817/19, Ligue
des droits humains, er det Justitsministeriets vurdering, at EU-retten er til
hinder for en generel og udifferentieret indsamling af PNR-oplysninger pa
samtlige flyvninger med tilknytning til Danmark. Der er derfor behov for at
@ndre PNR-lovens bestemmelser om indsamling af PNR-oplysninger, sale-
des at der fremover stilles krav til, hvilke flyvninger inden for EU der kan
indsamles PNR-oplysninger pa. Det bemerkes, at der med lovforslaget ogsa
foreslas @ndringer i PNR-lovens regler om opbevaring af PNR-oplysninger
indsamlet pa flyvninger uden for EU. Der henvises til pkt. 3.2 nedenfor.

Det foreslas pa den baggrund at indsatte en bestemmelse som § 1 a, stk. 3,
hvorefter PNR-enheden som udgangspunkt alene ma indsamle PNR-oplys-
ninger pa udvalgte flyvninger inden for EU med tilknytning til Danmark,
nar det vurderes strengt nedvendigt af hensyn til at forebygge, opdage, ef-
terforske eller retsforfelge terrorhandlinger og grov kriminalitet, jf. bilag 2,
der kan straffes med mindst 3 ars feengsel. Der vil dermed blive stillet
samme krav til strafferammen, ndr der er tale om grov kriminalitet, som al-
lerede gaelder efter PNR-loven. Det bemarkes, at de foresldede @ndringer
ikke vil pavirke indsamlingen af PNR-oplysninger pd flyvninger mellem
Danmark og tredjelande, hvor PNR-enheden fortsat vil skulle indsamle
PNR-oplysninger pa samtlige flyvninger.

Det vil vere PNR-enheden, der vurderer, hvilke flyvninger inden for EU
med tilknytning til Danmark, som det er strengt nedvendigt at indsamle
PNR-oplysninger pé, og det foreslas i den forbindelse, at justitsministeren
bemyndiges til at fastsa@tte neermere regler for, hvordan udvalgelsen af flyv-
ninger inden for EU med tilknytning til Danmark vil skulle ske. Der henvi-
ses nermere til lovforslagets § 1, nr. 1, og bemarkningerne hertil.

Det foreslas endvidere i § 1 a, stk. 5, at justitsministeren bemyndiges til at
kunne fastsette regler om, at PNR-enheden kan indsamle PNR-oplysninger
pd alle flyvninger inden for EU med tilknytning til Danmark, ndr der fore-
ligger tilstraekkeligt konkrete omstaendigheder til at antage, at Danmark star
over for en terrortrussel, der ma anses for at vaere reel og aktuel eller forud-
sigelig. Nér en sddan terrortrussel foreligger, kan det 1 sig selv godtgere, at
der bestér en forbindelse mellem pé den ene side indsamlingen af PNR-op-
lysninger og pa den anden side beka@mpelse af terrorisme, hvorfor indsam-
lingen af PNR-oplysninger fra alle flyvninger indenfor EU med tilknytning
til Danmark ikke gir ud over grenserne for det strengt nedvendige. Den
foresldede bestemmelse vil indebaere, at der bl.a. vil kunne fastsattes regler
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om langden af indsamlingsperioden, og hvilke elementer som vil kunne
inddrages i1 vurderingen af, om der foreligger en saddan trussel mod Dan-
mark. Det foreslas, at der 1 medfer af den foreslaede bestemmelse vil kunne
blive fastsat regler om indsamling i periode pa hejst 1 &r ad gangen.

Det bemarkes, at det efter grundlovens § 63 vil vere muligt at indbringe
spergsmalet om, hvorvidt lovgivningens betingelser for indsamling af de
omfattede oplysninger er opfyldt, herunder ogsa om dette er i overensstem-
melse med EU-retten, for domstolene.

Det forudsaettes, at de bagvedliggende klassificerede oplysninger, der ligger
til grund for vurderingen af, om der foreligger en terrortrussel mod Dan-
mark, som er reel og aktuel eller forudsigelig, som udgangspunkt ikke vil
kunne kraves udleveret til brug for en retssag, jf. retsplejelovens § 41 d, stk.
5, nr. 2 og 6, og § 169, stk. 2, 3. pkt. Det bemarkes i den forbindelse, at
disse bagvedliggende klassificerede oplysninger i evrigt forudsattes at
kunne undtages fra aktindsigt efter bl.a. offentlighedslovens § 31, idet det
forudsettes, at de vil vaere af vaesentlig betydning for statens sikkerhed eller
rigets forsvar. Det bemaerkes derudover, at de bagvedliggende oplysninger
ma forventes at udgere klassificerede oplysninger, om hvilke efterforsk-
ningshensyn tilsiger, at de ikke kan videregives. Sddanne oplysninger vil
ogsd kunne undtages fra aktindsigt efter bl.a. offentlighedslovens § 33, nr.
1. Det vil pa denne baggrund navnlig vere selve vurderingen af, om Dan-
mark stér over for en terrortrussel, som ma anses for at vere reel og aktuel
eller forudsigelig, og de offentliggjorte produkter, der ligger til grund herfor,
der vil kunne indga i provelsen af, om betingelserne for at indsamle PNR-
oplysninger pd alle flyvninger med tilknytning til Danmark inden for EU er
opfyldt — og sdledes ikke de bagvedliggende klassificerede oplysninger og
analyser. Det vil 1 sidste ende vere retten, som afger, hvilken bevismassig
vaegt de fremlagte oplysninger skal tilleegges 1 den enkelte sag, jf. princippet
om den fri bevisbedemmelse.

Det bemarkes, at det foreslaede indebaerer, at der vil blive indsamlet ét sat
af oplysninger fra luftfartsselskaberne, som herefter vil blive behandlet, her-
under opbevaret, separat. Der henvises til pkt. 3.4 nedenfor og i evrigt til
lovforslagets § 1, nr. 1, og bemarkningerne hertil.

3.2. Opbevaring af PNR-oplysninger
3.2.1. Gzldende ret
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Det fremgér af PNR-lovens § 1, nr. 2, at PNR-enheden er ansvarlig for bl.a.
at opbevare PNR-oplysninger eller resultatet af behandlingen af oplysnin-
gerne.

Ifolge PNR-lovens § 5 opbevares PNR-oplysninger, jf. bilag 1, fra luftfarts-
selskaber i en periode pa 5 ar efter videregivelsen til PNR-enheden, hvoref-
ter oplysningerne slettes.

Det fremgéar af PNR-lovens § 8, stk. 1, at PNR-enheden opbevarer resultatet
af behandlingen af oplysningerne, der har fundet sted i medfer af PNR-lo-
vens § 10, nr. 1-4, sd leenge det er nedvendigt for at underrette de kompe-
tente myndigheder, jf. bilag 3, samt PET og FE eller kompetente myndig-

heder eller PNR-enheder i andre EU-medlemsstater om et hit.

PNR-lovens § 5 regulerer opbevaringsperioden for ra PNR-oplysninger,
hvilket vil sige de ubehandlede PNR-oplysninger, som PNR-enheden mod-
tager fra luftfartsselskaberne, hvorimod opbevaringsperioden for resulta-
terne af behandlingen af PNR-oplysninger (hits) reguleres af PNR-lovens §
8. Der henvises til Folketingstidende 2018-19 (1. samling), tilleg A, L 107

som fremsat, side 29 og 32.

Det fremgér af PNR-lovens § 7, stk. 1, at 6 maneder efter videregivelsen af
PNR-oplysninger, jf. bilag 1, har fundet sted, maskeres (pseudonymiseres)
en rekke 1 bestemmelsen oplistede oplysninger. Det er oplysninger om pas-
sagerens navn, herunder medpassagerers navne og antal rejsende, der rejser
sammen, adresse og kontaktoplysninger, alle former for betalingsoplysnin-
ger, herunder faktureringsadresse, oplysninger om bonusprogrammer, gene-
relle bemarkninger og eventuelt indsamlede API-oplysninger, der er omfat-
tet af punkt 18 i bilag 1. Formalet hermed er at undga en uforholdsmassig
anvendelse af PNR-oplysninger.

3.2.2. EU-Domstolens praksis

I sin dom af 21. juni 2022 1 sag C-817/19, Ligue des droits humains, blev
EU-Domstolen bl.a. forelagt et spergsmél om, hvordan PNR-direktivets ar-
tikel 12, stk. 1, der svarer til PNR-lovens § 5, om opbevaringsperioden for
PNR-oplysninger skal fortolkes sammenholdt med Chartrets artikel 7 (om
respekt for privatlivet), artikel 8 (om beskyttelse af personoplysninger) og
artikel 52, stk. 1 (begraensninger i rettighederne under iagttagelse af propor-
tionalitetsprincippet).
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EU-Domstolen sondrede i den forbindelse mellem den indledende opbeva-
ringsperiode pd 6 maneder, jf. PNR-direktivets artikel 12, stk. 2, og opbe-
varingen af PNR-oplysninger i perioden herefter, jf. artikel 12, stk. 3.

EU-Domstolen fastslog ferst, at opbevaring af PNR-oplysninger i den ind-
ledende periode pa 6 méaneder for samtlige flypassagerer, som er omfattet af
det system, der er indfert med PNR-direktivet, principielt ikke overskrider
grenserne for det strengt nedvendige, selv om der ikke er noget som helst
tegn pa, at de pageldende passagerer skulle vere involveret i terrorhandlin-
ger eller grov kriminalitet (praemis 255).

Opbevaring af PNR-oplysninger for samtlige flypassagerer efter den indle-
dende periode pd 6 maneder er derimod ikke begranset til det strengt nod-
vendige (praemis 258).

EU-Domstolen fandt samlet set, at PNR-direktivets artikel 12, stk. 1, sam-
menholdt med Chartrets artikel 7, 8 og 52, stk. 1, skal fortolkes saledes, at
PNR-direktivets artikel 12, stk. 1, er til hinder for en generel dataopbeva-
ringsperiode for PNR-oplysninger pa 5 ar, der finder anvendelse uden for-

skel pa alle flypassagerer (premis 262).

Opbevaringen af PNR-oplysninger i mere end 6 maneder er dermed ikke
mulig for passagerer, hvor hverken PNR-enhedens forudgdende vurdering
af PNR-oplysninger (forhandsvurderingen) eller nogen anden omstaendig-
hed har afsleret, at der foreligger objektive forhold, som kan godtgere en
risiko 1 forbindelse med terrorhandlinger eller grov kriminalitet, som har en
— 1 det mindste indirekte — objektiv forbindelse med luftbefordring af passa-
gerer (premis 262).

EU-Domstolen udtalte dog ogsa, at medlemsstaterne har mulighed for at
opbevare PNR-oplysninger i en leengere periode end 6 maneder, nar det i
konkrete sager fastslas, at der foreligger objektive forhold, som ger det mu-
ligt at antage, at visse passagerer vil kunne frembryde en risiko i forbindelse
med terrorhandlinger og grov kriminalitet. Sddanne objektive forhold kan
f.eks. vere til stede for PNR-oplysninger, der har udlest et verificeret hit
(preemis 259).

3.2.3. Justitsministeriets overvejelser og den foresldede ordning

P& baggrund af EU-Domstolens afgerelse af 21. juni 2022 i sag C-817/19,
Ligue des droits humains, er det Justitsministeriets vurdering, at der er be-
hov for at @&ndre PNR-lovens bestemmelser om opbevaring af PNR-
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oplysninger, idet der i dag ikke findes regler om differentierede opbeva-
ringsperioder.

Det fremgér af dommens praemis 258 og 262, at det ikke er i overensstem-
melse med EU-retten at opbevare PNR-oplysninger for samtlige flypassa-
gerer 1 en generel og fast opbevaringsperiode pa 5 ar, imens opbevaring af
PNR-oplysninger for samtlige flypassagerer i 6 méneder principielt ikke
overskrider grenserne for det strengt nedvendige. Der fremgér ikke naer-
mere oplysninger i dommen om, hvilke opbevaringsperioder der konkret vil
kunne fastsettes inden for disse rammer. EU-Domstolen understregede dog
hensynet til, at PNR-oplysninger skal kunne opbevares i tilstrekkelig lang
tid til, at der kan foretages en analyse, og at de kan anvendes i forbindelse

med efterforskninger, jf. preemis 253.

Justitsministeriet har i overvejelserne om opbevaringsperiodens laeengde ta-
get hensyn til, at terrorhandlinger og de oplistede typer af grov kriminalitet
i bilag 2 er kriminalitetsformer, som typisk involverer en hgj grad af plan-
leegning, der straekker sig over lengere tid. Systematisk adgang til PNR-
oplysninger er i den forbindelse et vaerdifuldt redskab for sdvel politi, efter-
retningstjenester og toldmyndigheder i forebyggelsen og under efterforsk-
ningen af sddanne forbrydelser. PNR-oplysninger kan f.eks. satte politiet 1
stand til at kortlaegge en persons ind- og udrejser, herunder rejser foretaget
sammen med andre og rejser bestilt af samme person(er). PNR-oplysninger
kan pa den made bidrage til identifikationen af endnu ikke identificerede
gerningspersoner og medgerningspersoner. Vagtige efterforskningsmees-
sige hensyn taler derfor for at kunne opbevare PNR-oplysninger i en sé lang
periode som muligt.

Det foreslas pa den baggrund, at PNR-oplysninger fra luftfartsselskaberne
som udgangspunkt vil blive opbevaret i en periode pa 6 maneder fra videre-
givelsen til PNR-enheden. Oplysningerne vil herefter skulle slettes. PNR-
enheden vil dog kunne opbevare PNR-oplysninger i en leengere periode end
6 maneder, dog hejst 1 5 ar, hvis der konkret er grund til at antage, at en eller
flere passagerer vil kunne frembyde en risiko i1 forbindelse med terrorhand-
linger eller grov kriminalitet, jf. bilag 2, der kan straffes med mindst 3 ars
fengsel. Der vil vare tale om en konkret vurdering 1 det enkelte tilflde.
Det forudsettes, at PNR-oplysninger indsamlet med henblik pa bekaempel-
sen af terrorisme kun vil kunne opbevares i1 leengere tid end 6 méneder 1
medfor af bestemmelsen under henvisning til en konkret risiko for terror-

handlinger.
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Det foreslds derudover, at justitsministeren bemyndiges til at kunne fast-
s&tte regler om, at PNR-oplysninger kan opbevares i en leengere periode end
6 méneder, dog hejst 5 ar, ndr der foreligger konkrete omstendigheder til at
antage, at Danmark star over for en alvorlig terrortrussel, som ma anses for
at veere reel og aktuel eller forudsigelig. Den foresldede bestemmelse vil
indebere, at der vil kunne fastsettes regler om, at PNR-enheden vil kunne
opbevare samtlige PNR-oplysninger, som aktuelt opbevares i PNR-enhe-
dens it-system, i en leengere periode end 6 méneder (dog hejst 5 ar), hvis
terrortruslen mod Danmark nedvendigger det. Regler om opbevaringsperi-
oden vil kunne fastsattes for en periode pa hejst 1 ar ad gangen. Vurderin-
gen af denne trussel vil skulle revurderes hvert ar og vil saledes skulle fast-
settes for en periode pé et ar ad gangen. Lengden af den tilladte opbeva-
ringsperiode vil sdledes skulle spejle det aktuelle trusselsniveau mod Dan-
mark. Udnyttelsen af den foresldede bemyndigelsesbestemmelse vil dog i
alle tilfeelde veere betinget af, at der foreligger konkrete omstandigheder til
at antage, at Danmark star over for en alvorlig terrortrussel, som mé anses
for at vaere reel og aktuel eller forudsigelig, hvor den forlengede opbeva-
ringsperiode er nadvendig for at kunne imedegé en sddan trussel. Vurderin-
gen er sammenfaldende med vurderingen efter den foresldede § 1 a, stk. 5,

hvortil der henvises.

Det er Justitsministeriets vurdering, at henset til karakteren af de trusler mod
den nationale sikkerhed, som terrorhandlinger udger, vil tilstedeverelsen af
en sadan terrortrussel mod Danmark vere tilstraekkelig til at etablere den
fornadne forbindelse mellem risikoen for terrorhandlinger og luftbefordring
af passagerer, idet risikoen herfor ikke kan begrenses til en bestemt kreds
af flypassagerer, hvorfor PNR-oplysninger pa samtlige flypassagerer vil
kunne opbevares i mere end 6 maneder. Det bemarkes, at 1 en sadan situa-
tion, hvor opbevaringen af PNR-oplysninger pa samtlige flypassagerer for-
leenges pa baggrund af en terrortrusselsvurdering, vil disse oplysninger
alene kunne anvendes med henblik pa at bekempe terrorhandlinger, med-
mindre der konkret er grundlag for at anvende PNR-oplysninger, som opbe-
vares ud over perioden pd 6 maneder af andre arsager end terrortrusselsvur-

deringen.

Det bemerkes, at det efter grundlovens § 63 vil vaere muligt at indbringe
spergsmaélet om, hvorvidt lovgivningens betingelser for opbevaring af de
omfattede oplysninger er opfyldt, herunder ogsa om dette er i overensstem-
melse med EU-retten, for domstolene.
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Der henvises i gvrigt til lovforslagets § 1, nr. 7 og 8, og bemerkningerne
hertil.

3.3. Forudgiende kontrol ved videregivelse af PNR-oplysninger

3.3.1. Gzldende ret

3.3.1.1. PNR-enhedens forudgédende vurdering af PNR-oplysninger

Ifolge PNR-lovens § 10, nr. 1, mad PNR-enheden behandle PNR-oplysnin-
ger, jf. bilag 1, for at foretage en forhdndsvurdering af passagerer forud for
deres planlagte ankomst til eller afrejse fra Danmark for at identificere per-
soner, som det kraeves at de kompetente myndigheder, der er angivet 1 bilag
3, eller PET, FE eller Europol undersgger nermere, idet sddanne personer
kan vare involveret i en terrorhandling eller grov kriminalitet, jf. bilag 2,

der kan straffes med mindst 3 ars feengsel.

Denne forhandsvurdering er en forudgéende vurdering af PNR-oplysninger,
som har til formal at identificere personer, der kan vare involveret i en ter-
rorhandling eller grov kriminalitet, og som det derfor kraever, at de kompe-
tente myndigheder, der er angivet 1 bilag 3, PET, FE eller Europol underso-
ger nermere med henblik pd en stillingtagen til, om der skal ivaerksattes
yderligere foranstaltninger som f.eks. anholdelse af en eller flere passagerer.
Forhdndsvurderingen gor det sdledes muligt for de oplistede myndigheder
at vurdere, om der er personer pa vej til eller fra en dansk lufthavn, der kan
udgere en trussel mod sikkerheden, hvilket kan danne grundlag for, at myn-
dighederne ivaerksatter monitorering eller anholdelse, for en forbrydelse er
begéet. Efter bemarkningerne til PNR-lovens § 10 kan behandlingen af op-
lysningerne kan ogsd anvendes af myndighederne til at pigribe de personer,
der har deltager i terrorhandlinger eller begéet grov kriminalitet, jf. Folke-
tingstidende 2018-19 (1. samling), tilleg A, L 107 som fremsat, side 33.

Forhandsvurderingen foretages i to trin. Ferst foretager PNR-enheden en
automatisk behandling af samtlige PNR-oplysninger ved at sammenholde
dem med eksisterende oplysninger 1 databaser som f.eks. Det Centrale Kri-
minalregister (kriminalregisteret), Schengen Information System (SIS) eller
Interpols databaser. PNR-enheden har ogsa mulighed for at behandle PNR-
oplysningerne efter forud fastsatte kriterier, jf. PNR-lovens § 11. Hvis denne
automatiske behandling resulterer i et hit, gennemgéar PNR-enheden dernast
oplysningerne individuelt og manuelt med henblik pa at kontrollere, at der
er tale om et reelt hit (et match) og ikke et falskt positivt resultat. Et falskt
positivt resultat vil f.eks. foreligge, nar flypassageren ikke svarer til den per-
son, som fremgar af den relevante database.
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3.3.1.2. PNR-enhedens behandling af afmaskerede PNR-oplysninger

Efter PNR-loven gaelder der efter 6 maneder fra luftfartsselskabets videre-
givelse af PNR-oplysninger til PNR-enheden serlige regler for behandling
og videregivelse af oplysningerne. Reglerne indeholder skaerpede krav til
den efterfalgende behandling af oplysningerne i1 forhold til, hvad der geelder

de forste 6 méneder fra videregivelsen.

Det fremgér af PNR-lovens § 7, stk. 1, at 6 maneder efter videregivelsen af
PNR-oplysninger, jf. bilag 1, til PNR-enheden har fundet sted, maskeres
(pseudonymiseres) de i bestemmelsen oplistede PNR-oplysninger. Det er
oplysninger om passagerens navn, herunder medpassagerers navne og antal
rejsende, der rejser sammen, adresse og kontaktoplysninger, alle former for
betalingsoplysninger, herunder faktureringsadresse, oplysninger om bonus-
programmer, generelle bemerkninger og eventuelt indsamlede API-oplys-
ninger, der er omfattet af punkt 18 i bilag 1.

Efter bemarkningerne til PNR-lovens § 7 forstis ved »maskering« en tek-
nisk proces, der gor en rekke opregnede oplysninger utilgengelige for vau-
toriserede brugere, og efter maskering er det ikke leengere muligt for de bru-
gere, der har adgang til oplysningerne, direkte at identificere fysiske perso-
ner, jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som fremsat,
side 29.

Efter PNR-lovens § 7, stk. 2, mé oplysninger, der er maskeret efter stk. 1,
ikke afmaskeres, medmindre 1) det er nedvendigt for at forebygge, opdage,
efterforske eller retsforfolge terrorhandlinger og grov kriminalitet, jf. bilag
2, der kan straffes med mindst 3 ars feengsel, og afmaskeringen er godkendt
af politiet eller den, som bemyndiges hertil, 2) de afmaskerede oplysninger
ma antages at have betydning for varetagelsen af PET’s opgaver vedrerende
forebyggelse og efterforskning af overtreedelser af straffelovens kapitel 12
eller 13, og afmaskeringen er godkendt af chefen for PET eller den, som
bemyndiges hertil, eller 3) de afmaskerede PNR-oplysninger ma antages at
have betydning for varetagelsen af FE’s virksomhed rettet mod forhold i
udlandet, jf. dog § 15, stk. 3, og afmaskeringen er godkendt af chefen for
FE eller den, som bemyndiges hertil.

Efter PNR-lovens § 21, stk. 1-3, kan afmaskerede PNR-oplysninger, jf. bi-
lag 1, efter § 7, stk. 2, nr. 1-3, under visse betingelser navnt 1 stk. 1-3 vide-
regives til henholdsvis til de kompetente myndigheder, der er angivet 1 bilag
3, og til kompetente myndigheder eller PNR-enheder i andre EU-medlems-
stater, Europol, tredjeland og internationale organisationer, PET eller FE.
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Ifolge PNR-lovens § 21, stk. 4, treeffes afgerelse om videregivelse efter stk.
1 efter PNR-enhedens eller politiets begaring af retten ved kendelse.

Det fremgar af PNR-lovens § 21, stk. 6, at inden retten treeffer afgerelse om,
hvorvidt videregivelsen kan godkendes, skal luftfartsselskabet, som PNR-
oplysningerne er indsamlet hos, gives adgang til at udtale sig. Det folger af
bemarkningerne til stk. 6, at et luftfartsselskab kan afgive et generelt sam-
tykke til, at afmaskerede PNR-oplysninger fra luftfartsselskabet videregi-
ves. Et sddant generelt samtykke kan gives til PNR-enheden, jf. Folketings-
tidende 2018-19 (1. samling), tilleeg A, L 107 som fremsat, side 42.

Det er alene, hvis der er tale om videregivelse af afmaskerede PNR-oplys-
ninger, at der efter PNR-loven i dag stilles krav om forudgéende kontrol.
Den forudgéende kontrol indeberer efter PNR-lovens § 21, stk. 4, at afgo-
relse om videregivelse af afmaskerede PNR-oplysninger til bl.a. politiet el-
ler Toldstyrelsen skal traeffes af retten ved kendelse. Hvis der er tale om
videregivelse af afmaskerede PNR-oplysninger til PET eller FE, jf. PNR-
lovens § 21, stk. 2 og 3, indebarer den forudgéende kontrol, at videregivelse
kan ske efter forudgdende godkendelse fra henholdsvis chefen for PET eller
FE. Dette er ikke et krav ved videregivelse af PNR-oplysninger, som PNR-
enheden har modtaget fra luftfartsselskaberne for mindre end 6 méneder si-
den, og sddanne oplysninger kan videregives, hvis betingelserne i de enkelte
videregivelsesbestemmelser i PNR-lovens kapitel 5 er opfyldt.

Det fremgar saledes f.eks. af PNR-lovens § 15, stk. 1, at PNR-enheden sna-
rest muligt skal videregive PNR-oplysninger, jf. bilag 1, eller resultatet af
behandlingen af oplysningerne til en relevant kompetent myndighed, der er
angivet i bilag 3, eller PET med henblik pd, at myndigheden kan undersoge
oplysningerne na&rmere. Det bemarkes dog, at Kebenhavns Politi 1 dag fo-
retager en efterfolgende kontrol af PNR-enhedens videregivelse af PNR-op-
lysninger til politiet efter PNR-lovens § 15, stk. 1, hvorefter hver 20. vide-
regivelse udtages tilfeldigt med henblik pé at kontrollere, om betingelserne
for videregivelse var opfyldt, hvilket var forudsat i bemarkningerne til § 15,
jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som fremsat,
side 36.

3.3.2. EU-Domstolens praksis

I'sin dom af 21. juni 2022 i sag C-817/19, Ligue des droits humains, tog EU-
Domstolen bl.a. stilling til et spergsmél om, hvorvidt PNR-direktivets arti-
kel 6 om behandling af PNR-oplysninger er gyldig henset til Chartrets arti-
kel 7 (om respekt for privatlivet), artikel 8 (om beskyttelse af
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personoplysninger) og artikel 52, stk. 1 (begrensninger i rettighederne un-
der iagttagelse af proportionalitetsprincippet).

EU-Domstolen sondrede i sin besvarelse heraf mellem PNR-enhedens for-
udgéende vurdering af PNR-oplysninger ved hjelp af automatisk behand-
ling (forhandsvurderingen), jf. PNR-direktivets artikel 6, stk. 2, litra a, og
PNR-enhedens efterfolgende videregivelse PNR-oplysninger pé baggrund
af en beherigt begrundet anmodning, jf. PNR-direktivets artikel 6, stk. 2,
litra b.

Efterfolgende opstillede EU-Domstolen de materielle og processuelle betin-
gelser for PNR-enhedens efterfolgende videregivelse af PNR-oplysninger
pd baggrund af en behorigt begrundet anmodning.

I forhold til de processuelle betingelser udtalte EU-Domstolen, at det er kor-
rekt, at PNR-direktivets artikel 6, stk. 2, litra b, ikke udtrykkeligt fastsaetter
et krav om forudgdende kontrol (af f.eks. en judiciel myndighed), hvis der
er tale om videregivelse af PNR-oplysninger, inden der er forlebet 6 méane-
der fra det tidspunkt, hvor luftfartsselskaberne videregav oplysningerne til
PNR-enheden. Der stilles efter PNR-direktivets artikel 12, stk. 3, litra b,
alene krav om forudgdende kontrol, hvis der er tale om videregivelse af
PNR-oplysninger, efter der er forlobet mere end 6 maneder fra luftfartssel-
skabernes videregivelse af oplysningerne til PNR-enheden (praemis 222).
EU-Domstolen fastslog dog, at PNR-direktivets artikel 6, stk. 2, litra b, skal
fortolkes saledes, at kravet om forudgédende kontrol i PNR-direktivets artikel
12, stk. 3, litra b, ogsé finder anvendelse, nér der er tale om videregivelse af
PNR-oplysninger, inden der er forlobet 6 maneder fra luftfartsselskabernes
videregivelse til PNR-enheden (premis 224).

Det vil sige, at der stilles krav om forudgaende kontrol forud for enhver
efterfelgende videregivelse af PNR-oplysninger pa baggrund af en behorigt
begrundet anmodning — undtagen i1 beherigt begrundede hastende tilfeelde. |
sadanne tilfeelde skal kontrollen i stedet foretages hurtigst muligt (premis
223-224).

Denne forudgéende kontrol skal foretages af enten en domstol eller en uaf-
hangig administrativ enhed, som kan kontrollere, om betingelserne for vi-

deregivelse er opfyldt (preemis 223).

3.3.3. Justitsministeriets overvejelser og den foresldede ordning
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I lyset af EU-Domstolens afgarelse af 21. juni 2022 i sag C-817/19, Ligue
des droits humains, er det Justitsministeriets vurdering, at betingelserne i
PNR-loven for PNR-enhedens videregivelse af PNR-oplysninger de forste
6 maneder efter modtagelsen fra luftfartsselskaberne ikke er i overensstem-
melse med EU-retten, idet det i dommen fastslas, at PNR-enhedens videre-
givelse af sadanne oplysninger ogsa skal vare underlagt en forudgiende
kontrol ved f.eks. en judiciel myndighed eller anden national myndighed,
der i1 henhold til national ret er kompetent pa omrédet. Der er derfor behov
for at revidere PNR-lovens kapitel 5 om videregivelse og udveksling af
PNR-oplysninger.

Det foreslas pa denne baggrund at nyaffatte § 21 saledes, at der fremover
stilles krav om forudgaende kontrol af retten ved kendelse ved PNR-enhe-
dens efterfelgende videregivelse af PNR-oplysninger pa baggrund af en be-
grundet anmodning — uanset modtagelsestidspunktet for anmodningen og
tidspunktet for modtagelsen af oplysningerne. Denne forudgdende kontrol
vil bestd i, at afgerelse om videregivelse af PNR-oplysninger vil skulle treef-
fes af retten ved kendelse. Det bemarkes, at der med PNR-enhedens efter-
folgende videregivelse af PNR-oplysninger pd baggrund af en begrundet an-
modning menes bdde anmodninger om videregivelse af PNR-oplysninger
bagud i tid, og anmodninger om videregivelse af PNR-oplysninger fremad-
rettet pa baggrund af politiets watchlister mv. Anmodningen til PNR-enhe-
den vil skulle indeholde oplysninger om den konkrete sag og en begrundelse
for, hvorfor betingelserne for videregivelse er opfyldt.

Det foreslds, at retten vil skulle behandle afgerelser om videregivelse af
PNR-oplysninger pa skriftligt grundlag af ressourcemaessige hensyn. Det
forudsaettes 1 den forbindelse derfor ogsd, at det skriftlige materiale 1 sagerne
begraenses, herunder at der som udgangspunkt ikke vil skulle udarbejdes
ekstrakt mv. 1 sagerne. Retten vil skulle treffe afgorelse herom efter PNR-
enhedens, PET’s eller politiets begaring.

PNR-enheden vil kunne videregive PNR-oplysninger uden retskendelse pa
baggrund af en begrundet anmodning, hvis videregivelsens gjemed ville for-
spildes, hvis retskendelse skulle afventes.

Det bemerkes, at det foreslaede ikke @ndrer pd, at politiet ikke kan indhente

PNR-oplysninger fra PNR-enheden efter retsplejelovens regler i kapitel 74
om beslaglaeggelse og edition.
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I tilfaelde, hvor betingelserne for videregivelse efter PNR-loven ikke er op-
fyldt, vil politiet dog som hidtil kunne indhente PNR-oplysninger direkte fra
luftfartsselskaberne efter reglerne i retsplejelovens kapitel 74. 1 praksis vil
det dog forudseette, at luftfartsselskabet fortsat er i besiddelse af de relevante
PNR-oplysninger.

Det bemarkes desuden, at det er Justitsministeriets vurdering, at EU-Dom-
stolen i sin dom af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
ikke udstreekker kravet om forudgdende kontrol til at gelde for videregi-
velse af PNR-oplysninger, der sker som led i PNR-enhedens forudgaende
vurdering af PNR-oplysninger (forhdndsvurderingen), jf. PNR-direktivets
artikel 6, stk. 2, litra a. De foreslaede a@ndringer vedrerer derfor ikke PNR-
enhedens videregivelse af PNR-oplysninger som led i PNR-enhedens for-
handsvurdering efter PNR-lovens § 10, nr. 1. Videregivelse af disse oplys-
ninger kan saledes ske, uden der forinden er indhentet kendelse ved retten.
Der henvises til pkt. 3.3.1.1 for nermere om PNR-enhedens forhdndsvurde-
ring af PNR-oplysninger.

Det bemarkes, at de foresldede videregivelsesbestemmelser efter lovens
ikrafttraeden vil vaere den eneste made, hvorpd PNR-enheden kan videregive

PNR-oplysninger.

Det bemarkes afslutningsvis, at muligheden for luftfartsselskabernes udta-
lelse i den nugaeldende § 21, stk. 6, vil udgd. Andringen henger sammen
med, at det 1 praksis har vist sig, at luftfartsselskaberne ikke har benyttet
deres adgang til at udtale sig, og at der sdledes er tale om et forsinkende
sagsskridt. Der henvises 1 ovrigt til lovforslagets § 1, nr. 18 og 21, og be-
markningerne hertil.

3.4. Efterretningstjenesters adgang til PNR-oplysninger til brug for va-
retagelsen af opgaver vedrerende den nationale sikkerhed

3.4.1. Gzldende ret

3.4.1.1. PNR-enhedens afdelinger og personale

PNR-enheden behandler og videregiver efter PNR-loven i dag PNR-oplys-
ninger til PET og FE. Reglerne herom findes hovedsageligt i PNR-lovens
kapitel 3 (opbevaring og maskering), kapitel 4 (behandling af PNR-oplys-
ninger) og kapitel 5 (videregivelse og udveksling af PNR-oplysninger).

Det fremgar af PNR-lovens § 1, nr. 2, at PNR-enheden er ansvarlig for at
opbevare, behandle og videregive PNR-oplysninger eller resultatet af be-
handlingen af oplysningerne til bl.a. PET og FE.
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Efter PNR-lovens § 2, stk. 1, 1. pkt., kan PNR-enhedens personale veare
udstationeret fra bl.a. PET eller FE. Udstationering af medarbejdere til PNR-
enheden kan foretages som indstationering eller som udstationering som

forbindelsesofficer.

En indstationering indebarer, at medarbejderne formelt og praktisk indgér i
politiets medarbejderstab, men med det formal at lese de opgaver i PNR-
enheden, der relaterer sig til den afgivende myndigheds ressort. Indstatione-
rede medarbejdere vil saledes vaere underlagt de samme krav om tavsheds-

pligt, systemadgang mv., som @vrige medarbejdere 1 Rigspolitiet.

Det folger af bemarkningerne til § 2, stk. 1, 1. pkt., at forbindelsesofficerer
fungerer som lokale repreesentanter fra den afgivende myndighed. De har
saledes ikke samme adgang f.eks. til Rigspolitiets it-systemer som medar-
bejdere fra Rigspolitiet. Forbindelsesofficerer skal i deres opgavevareta-
gelse iagttage PNR-lovens krav, men er herudover underlagt instruks mv.
fra den afgivende myndighed. Forbindelsesofficerer har pd den baggrund
adgang til den afgivende myndigheds it-systemer mv. i det omfang, det er
nedvendigt for forbindelsesofficerernes behandling og vurdering af PNR-
oplysninger, jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som
fremsat, side 23f.

Ifolge PNR-lovens § 2, stk. 1, 2. pkt., kan PNR-enheden have flere afdelin-
ger. Det vil ifolge bemarkningerne til bestemmelse sige, at der kan oprettes
en eller flere afdelinger af PNR-enheden i politiet. Der vil ogsa kunne op-
rettes en s@rlig afdeling hos PET. Det forhold, at en afdeling er placeret
uden for Rigspolitiets fysiske og organisatoriske rammer vil ikke pévirke
det forhold, at afdelingen 1 det hele taget er underlagt reglerne 1 PNR-loven,
jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som fremsat,
side 24.

Der er i dag etableret en afdeling af PNR-enheden hos PET, hvor udstatio-
nerede medarbejdere fra PET sidder. Disse medarbejdere fungerer som lo-
kale reprasentanter for PET, men udger en del af PNR-enheden i PNR-lo-
vens forstand og skal ogsé iagttage reglerne i PNR-loven.

Der blev ikke med PNR-loven lagt op til, at der kunne etableres en afdeling
af PNR-enheden hos FE. Ifelge bemarkningerne til § 2, stk. 1, 2. pkt. skyl-
des det is@r, at afdelingen af PNR-enheden hos FE i1 sé fald ville f4 adgang
til at foretage segninger direkte i Rigspolitiets PNR-database, uden der var
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blevet frafiltreret oplysninger om danske statsborgere, jf. Folketingstidende
2018-19 (1. samling), tilleg A, L 107 som fremsat, side 24. Der er saledes
ikke etableret en lignende afdeling af PNR-enheden hos FE. FE har dog ad-
gang til PNR-oplysninger efter PNR-lovens gvrige regler herom, jf. neden-
for, og FE har ogsd mulighed for at have en medarbejder udstationeret til
PNR-enheden.

3.4.1.2. PNR-enhedens behandling af PNR-oplysninger til PET og FE
Efter PNR-lovens § 10, nr. 2 og 3, md PNR-enheden behandle PNR-oplys-
ninger, hvis PET vurderer, at oplysningerne kan have betydning for vareta-
gelsen af tjenestens opgaver vedrerende forebyggelse og efterforskning af
overtredelser af straffelovens kapitel 12 og 13, eller hvis FE vurderer, at
oplysningerne kan have betydning for varetagelsen af tjenestens virksomhed
rettet mod forhold i udlandet, jf. dog § 15, stk. 3.

Med »kan have betydning« forstas et generelt relevanskriterium, hvorefter
det ikke pa forhdnd kan udelukkes, at oplysningen/oplysningerne har rele-
vans for PET’s eller FE’s varetagelse af de pdgaldende opgaver. Det folger
af bemarkningerne til § 10, nr. 2 og 3, at det er henholdsvis PET og FE —
og ikke PNR-enheden — der vurderer, om PNR-oplysningerne falder ind un-
der det generelle relevanskriterium, jf. Folketingstidende 2018-19 (1. sam-
ling), tilleg A, L 107 som fremsat, side 33 f.

At der skal vaere tale om PET’s »opgaver vedrerende forebyggelse og efter-
forskning af overtreedelser af straffelovens kapitel 12 og 13« indebarer
ifolge bemarkningerne, at oplysningerne skal vere til brug for PET’s fore-
byggelse, herunder gennem overvagning, indsamling, bearbejdning og ana-
lyse af oplysninger, og efterforskning af forbrydelser mod statens selvstaen-
dighed og sikkerhed og forbrydelser mod statsforfatningen og de evrige
statsmyndigheder.

Det folger endvidere af bemarkningerne til § 15, stk. 3, at der med vareta-
gelsen af FE’s »virksomhed rettet mod forhold i udlandet« menes de opga-
ver, der folger af FE-lovens § 1, stk. 1, hvorefter FE har til opgave at tilve-
jebringe det efterretningsmeaessige grundlag for dansk udenrigs-, sikkerheds-
og forsvarspolitik samt medvirke til at forebygge og modvirke trusler mod
Danmark og danske interesser, og i den forbindelse indsamle, indhente, be-
arbejde, analysere og formidle oplysninger om forhold i1 udlandet af betyd-
ning for Danmark og danske interesser, herunder for danske enheder mv. 1
udlandet. Adgangen for FE til at tilvejebringe oplysninger efter PNR-loven
1 dag kan sdledes bruges vedrerende personer og destinationer, som FE
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vurderer kan have betydning i f.eks. en terrormassig sammenhang eller
med henblik pa at udarbejde det efterretningsmaessige grundlag for Dan-
marks udenrigs-, sikkerheds- og forsvarspolitik, jf. Folketingstidende 2018-
19 (1. samling), tilleeg A, L 107 som fremsat, side 37 f.

PNR-enheden har efter PNR-loven i dag mulighed for at videregive PNR-
oplysninger til PET og FE, hvis betingelserne herfor er opfyldt.

Det fremgar af PNR-lovens § 15, stk. 1, at PNR-enheden snarest muligt skal
videregive PNR-oplysninger, jf. bilag 1, eller resultatet af behandlingen af
oplysningerne til bl.a. PET, med henblik pd at myndigheden kan underseoge
oplysningerne narmere. Ifolge bemaerkningerne til bestemmelsen kan PET
modtage PNR-oplysninger eller resultatet af behandlingen af sddanne op-
lysninger efter § 15, stk. 1, nar oplysningerne kan have betydning for vare-
tagelsen af tjenestens opgaver vedrerende forebyggelse og efterforskning af
overtredelser af straffelovens kapitel 12 og 13, jf. Folketingstidende 2018-
19 (1. samling), tilleg A, L 107 som fremsat, side 36.

Det fremgar af PNR-lovens § 15, stk. 2, at PNR-enheden efter anmodning
fra FE snarest muligt skal videregive PNR-oplysninger eller resultatet af be-
handlingen af oplysningerne til tjenesten, hvis tjenesten vurderer, at oplys-
ningerne kan have betydning for varetagelsen af tjenestens virksomhed ret-
tet mod forhold i udlandet, jf. dog stk. 3. Hvis der er tale om PNR-oplysnin-
ger om fysiske personer, der er hjemmehorende 1 Danmark, kan FE alene
anmode PNR-enheden om sadanne oplysninger, hvis oplysningerne angar
bestemte personer, og tjenesten vurderer, at oplysningerne ma antages at
have betydning for varetagelsen af tjenestens virksomhed rettet mod forhold
1 udlandet, jf. PNR-lovens § 15, stk. 3.

3.4.1.3. PNR-enhedens videregivelse af afmaskerede PNR-oplysninger til
PET og FE

PNR-enheden har efter reglerne i PNR-loven ogsa mulighed for at videre-
give afmaskerede PNR-oplysninger til PET og FE, hvis betingelserne herfor
er opfyldt.

Det fremgér af PNR-lovens § 21, stk. 2, at afmaskerede PNR-oplysninger
efter PNR-lovens § 7, stk. 2, nr. 2, kan videregives til PET, hvis videregi-
velsen ma antages at have betydning for varetagelsen af PET’s opgaver om
forebyggelse og efterforskning af overtreedelser af straffelovens kapitel 12
og 13, og efter forudgaende godkendelse af chefen for PET eller den, som
bemyndiges hertil.
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Efter PNR-lovens § 21, stk. 3, kan afmaskerede PNR-oplysninger efter § 7,
stk. 2, nr. 3, videregives til FE, hvis videregivelsen ma antages at have be-
tydning for varetagelsen af FE’s virksomhed rettet mod forhold i udlandet,
jf. dog § 15, stk. 3, og efter forudgaende godkendelse af chefen for FE eller
den, som bemyndiges hertil.

3.4.1.4. Regler i anden lovgivning om PET’s og FE’s adgang til PNR-op-
lysninger

Det folger af PNR-lovens § 13, stk. 3, at lov om Politiets Efterretningstje-
neste (PET) (herefter PET-loven) finder anvendelse for PET’s behandling
af PNR-oplysninger og resultatet af behandlingen af oplysningerne. PET-
loven regulerer generelt PET’s adgang til at indhente oplysninger til brug
for varetagelsen af tjenestens opgaver.

Det vil sige, at PET’s indhentning af PNR-oplysninger fra PNR-enheden
reguleres efter PNR-loven, men at PET’s behandling af PNR-oplysninger

efter modtagelsen fra PNR-enheden reguleres af reglerne i PET-loven.

Efter PNR-lovens § 13, stk. 4, finder lov om Forsvarets Efterretningstjeneste
(FE) (herefter FE-loven) anvendelse for FE’s behandling af PNR-oplysnin-
ger og resultatet af behandlingen af oplysningerne.

Det indebarer ifolge bemarkningerne til PNR-loven, at FE’s indhentning
af PNR-oplysninger fra PNR-enheden reguleres af PNR-loven, men FE’s
behandling af PNR-oplysninger efter modtagelsen fra PNR-enheden regu-
leres af reglerne 1 FE-loven, jf. Folketingstidende 2018-19 (1. samling), til-
leeg A, L 107 som fremsat, side 18 og 36.

Det fremgar af PNR-lovens § 22, stk. 2, at Tilsynet med Efterretningstjene-
sterne (TET) er tilsynsmyndighed for sa vidt angédr PNR-enhedens behand-
ling af personoplysninger for PET og FE.

Det folger af bemarkningerne til bestemmelsen, at TET sédledes kan prove
PNR-enhedens behandling af personoplysninger i forbindelse med vareta-
gelsen af PET’s opgaver vedrerende forebyggelse og efterforskning af over-
treedelser af straffelovens kapitel 12 og 13 samt PNR-enhedens behandling
af personoplysninger om i1 Danmark hjemmeheorende fysiske og juridiske
personer 1 forbindelse med varetagelsen af FE’s virksomhed rettet mod for-
hold i udlandet. Bestemmelsen skal efter bemarkningerne ses i lyset af, at
TET forer tilsyn med FE og PET. Reglerne i PET-lovens kapitel 9 og FE-
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lovens kapitel 7 om TET’s kompetence og opgaver finder derfor anvendelse
i forhold til tilsynet med denne del af PNR-enhedens behandling af person-
oplysninger, jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som
fremsat, side 43.

Det fremgar af PNR-lovens § 23, stk. 1, at PNR-enheden skal opbevare do-
kumentation vedrerende alle behandlingssystemer og procedurer, hvilket
bl.a. omfatter anmodninger indgivet af PET og FE. Efter PNR-lovens § 23,
stk. 2, skal PNR-enheden efter anmodning stille denne dokumentation til
radighed for TET.

Ifolge PNR-lovens § 24, stk. 1, skal PNR-enheden foretage logning af en
rekke behandlingsaktiviteter, herunder videregivelse (af PNR-oplysninger).
Dette skal gore det muligt at fastlegge formalet med samt datoen og tids-
punktet for behandlingsaktiviteterne, jf. PNR-lovens § 24, stk. 2. PNR-en-
heden skal efter anmodning stille logning af oplysninger til radighed for
TET.

3.4.2. EU-Domstolens praksis

I sin dom af 21. juni 2022 1 sag C-817/19, Ligue des droits humains, blev
EU-Domstolen bl.a. forelagt et spergsmél om, hvorvidt PNR-direktivets ar-
tikel 6 om behandling af PNR-oplysninger sammenholdt med Chartrets ar-
tikel 7 (om respekt for privatlivet), artikel 8 (om beskyttelse af personoplys-
ninger) og proportionalitetsprincippet 1 artikel 52, stk. 1, er til hinder for at
anvende PNR-oplysninger, der indsamles i overensstemmelse med PNR-di-
rektivet, med henblik pd efterretnings- og sikkerhedstjenesternes overvag-

ning af aktiviteter.

I sin besvarelse heraf udtalte EU-Domstolen, at det 1 PNR-direktivets artikel
1, stk. 2, udtrykkeligt er fastsat, at PNR-oplysninger, der indsamles 1 over-
ensstemmelse med PNR-direktivet, kun ma behandles »med henblik pa at
forebygge, opdage, efterforske og retsforfoelge terrorhandlinger og grov kri-
minalitet« (premis 232). Opregningen af de formal, der kan forfolges med
behandlingen af PNR-oplysninger i henhold til PNR-direktivet, er séledes
udtemmende (premis 233). Det kan dermed udgere en tilsidesattelse af den
udtemmende karakter af PNR-direktivets forml, hvis de overvagningsakti-
viteter, som efterretnings- og sikkerhedstjenesterne foretager, i sig selv ud-
gor formalet med behandlingen af PNR-oplysninger og derved betragtes
som en del af PNR-direktivets formal (praemis 236).
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Pé den baggrund fandt EU-Domstolen, at PNR-direktivets artikel 6 om be-
handling af PNR-oplysninger sammenholdt med Chartrets artikel 7, 8 og 52,
stk. 1, er til hinder for en national lovgivning, der tillader behandling af
PNR-oplysninger, der er indsamlet i overensstemmelse med PNR-direkti-
vet, til andre formél end dem, der er oplistet i PNR-direktivets artikel 1, stk.
2 (preemis 237).

EU-Domstolen fastslog endvidere, at den udtemmende karakter af de opli-
stede formal i PNR-direktivets artikel 1, stk. 2, medferer, at PNR-oplysnin-
ger ikke ma opbevares i1 en enkelt database, der kan konsulteres med henblik
pa bade disse og andre formal. Dette begrundede EU-Domstolen med, at
opbevaring af PNR-oplysninger indsamlet i overensstemmelse med PNR-
direktivet i en sddan enkelt database vil indebare en risiko for, at oplysnin-
gerne bruges til andre formél end dem, som er oplistet i artikel 1, stk. 2
(preemis 235).

3.4.3. Justitsministeriets overvejelser og den foreslaede ordning

I sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen, at PNR-oplysninger, som er indsamlet i overens-
stemmelse med PNR-direktivet, alene ma behandles med henblik pa at fo-
rebygge, opdage, efterforske og retsforfolge terrorhandlinger eller grov kri-
minalitet, jf. PNR-direktivets artikel 1, stk. 2. Opregningen i PNR-direkti-
vets artikel 1, stk. 2, er udtemmende, og behandling af PNR-oplysninger
med henblik pa efterretningstjenesternes generelle overvigning af aktivite-
ter fremgéar ikke af denne opretning. Det indebaerer, at der ikke i medfer af
PNR-direktivet kan behandles PNR-oplysninger med dette formal.

Det er Justitsministeriets vurdering, at dommen har betydning for de dele af
PNR-loven, som vedrerer PET’s og FE’s adgang til PNR-oplysninger. Det
skyldes, at efterretningstjenesternes generelle monitorerings- og efterret-
ningsindsats ikke nedvendigvis i ethvert tilfeelde vil falde inden for anven-
delsesomradet for de regler i PNR-loven, som svarer til PNR-direktivet. Det
indeberer, at der ved en sddan indsamling heller ikke vil gaelde et krav om,
at indsamlingen kan begrundes under henvisning til den udtemmende op-
regning af formdl, som er angivet i PNR-loven og som svarer til direktivet.

Det er samtidig Justitsministeriets vurdering, at EU-Domstolen i sin dom af
21. juni 2022 1 sag C-817/19, Ligue des droits humains, alene opstiller be-
graensninger for anvendelsen af PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, og at der séledes uden for disse situati-
oner kan fastsattes et serligt regelset, som — bl.a. i respekt for rammerne i
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Chartret — regulerer anvendelse af PNR-oplysninger, der indsamles med
henblik pé f.eks. efterretningstjenesternes varetagelse af opgaver vedro-
rende den nationale sikkerhed.

Det bemerkes, at PET’s forebyggelse, efterforskning og modvirkning af
spionage og terrorisme pa veasentlige punkter adskiller sig fra den straffe-
retlige efterforskning, som det gvrige politi foretager. Formalet med PET’s
efterforskninger er saledes ikke alene at opklare og strafforfelge stratbare
handlinger, men derimod generelt at beskytte Danmark mod sikkerhedstrus-
ler. Dette indebarer, at PET’s efterforskninger har et bredere sigte, hvor
malet er at identificere, forstd og afvaerge trusler mod den nationale sikker-
hed. Selv om PET’s efterforskning og brug af tvangsindgreb — ligesom for
det ovrige politi — sker efter retsplejelovens regler — er karakteren af PET’s
efterforskning séledes ofte anderledes end traditionelle politiefterforsknin-
ger.

Det fremgér af i gvrigt af Vurderingen af Terrortruslen mod Danmark fra
marts 2024, at Center for Terroranalyse under PET samlet set vurderer, at
terrortruslen mod Danmark fortsat er i niveauet alvorlig, hvilket svarer til
niveau fire ud af fem. Endvidere fremgéar det af den seneste Vurdering af
spionagetruslen mod Danmark, Fereerne og Gronland (VSD) fra maj 2023,
at det er PET’s vurdering, at der er en markant, bredspektret og vedvarende
trussel fra fremmede staters efterretningsvirksomhed mod Danmark.

Justitsministeriet har endvidere lagt veegt pa, at PET har vurderet, at adgan-
gen til PNR-oplysninger er afgerende for tjenestens forebyggende og efter-
forskningsmaessige indsats mod bl.a. spionage og terrorisme, idet PET der-
ved kan modtage oplysninger om, at fremmede efterretningsofficerer eller
personer med mulig tilknytning til terrorvirksomhed er pa vej til eller fra
Danmark. For FE er PNR-oplysninger i praksis en meget vasentlig, hyppigt
anvendt og 1 visse henseender uundverlig datatype for centrale dele af tje-
nestens efterretningsmessige virksomhed, og den viden, som disse oplys-
ninger kan give, er i visse tilfelde ikke tilgaengelig pd anden vis. Adgangen
til PNR-oplysninger styrker saledes FE’s muligheder for at lose tjenestens
opgaver med bl.a. at medvirke til at forebygge og modvirke trusler mod
Danmark og danske interesser samt muligheder for at tilvejebringe det ef-
terretningsmassige grundlag for, at Danmark som suveran stat kan fore sin
udenrigs-, sikkerheds- og forsvarspolitik pa grundlag af bl.a. selvstendige

nationale efterretningsmaessige vurderinger.
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Det er pa denne baggrund Justitsministeriets opfattelse, at PET og FE 1 vi-
dest muligt omfang ber sikres adgang til PNR-oplysninger, uanset efterret-
ningstjenesterne som folge af dommen fremover ikke vil kunne have samme

adgang til oplysningerne som i dag.

Som folge af, at behandling af PNR-oplysninger, der er indsamlet i overens-
stemmelse med regler, der svarer til PNR-direktivet, skal kunne begrundes
i de formél, som er oplistet i PNR-direktivets artikel 1, stk. 2, og fordi der
ikke 1 PNR-loven fremgér en tilsvarende begrensning for sa vidt angér
PET’s og FE’s adgang til PNR-oplysninger, er der behov for at @ndre disse
regler. Det foreslas saledes at @ndre PNR-loven, sadan at det vil fremga
tydeligt, at behandlingen af PNR-oplysninger efter PNR-lovens nuvarende
kapitel 3-5 om opbevaring og maskering, behandling og videregivelse og
udveksling af PNR-oplysninger alene vil kunne ske med henblik pa at fore-
bygge, opdage, efterforske og retsforfolge terrorhandlinger eller grov krimi-
nalitet, jf. bilag 2, der kan straffes med mindst 3 rs fengsel. Andringen vil
indebare, at PNR-loven vil indeholde regler om behandlingens formal, hvis
indhold svarer til de formal, som er oplistet i PNR-direktivets artikel 1, stk.
2. Den foresldede @ndring vil indebare, at reglerne i PNR-lovens kapitel 3-
5 efter sit indhold vil svare til PNR-direktivet sammenholdt med Chartret
som fortolket af EU- Domstolen.

Det foresléds endvidere at regulere PET’s og FE’s adgang til PNR-oplysnin-
ger 1 et serskilt kapitel 5 a med sarskilte behandlingsregler, jf. lovforslagets
§ 1, nr. 22. Bestemmelserne heri vil regulere PET’s og FE’s behandling af
PNR-oplysninger til brug for opgaver vedrerende den nationale sikkerhed
og vil sédledes supplere den almindelige behandling af PNR-oplysninger,
som kun vil kunne ske med henblik pa at varetage formél, der svarer til dem,
som er oplistet i PNR-direktivets artikel 1, stk. 2.

De foresldede @ndringer vil medfere, at indsamling og behandling af PNR-
oplysninger til brug for forebyggelse, opdagelsen, efterforskning og retsfor-
folgning af terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan straf-
fes med mindst 3 drs faengsel, vil skulle ske efter den foresldede § 1 a og
kapitel 3-5, hvorimod indsamling og behandling af PNR-oplysninger med
henblik péd PET’s og FE’s varetagelse af opgaver vedrerende den nationale
sikkerhed vil skulle ske efter den foresldede § 1 b og kapitel 5 a. Det vil
dermed vere formélet med indsamlingen og den efterfolgende behandling
af PNR-oplysninger, som vil vare afgerende for, om oplysningerne vil
skulle indsamles og behandles efter kapitel 3-5 eller kapitel 5 a.
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Reglerne i det foreslaede kapitel 5 a vil 1 vidt omfang spejle reglerne i PNR-
lovens kapitel 3-5, dog med enkelte tilpasninger i lyset af de serlige hensyn,
som kendetegner PET’s og FE’s opgavevaretagelse. Som den vasentligste
forskel vil det 1 kapitel 5 a ikke vaere en betingelse for PNR-enhedens vide-
regivelse af PNR-oplysninger til PET og FE, at der forinden er indhentet en
retskendelse. Hensynet bag denne afvigelse er at sikre, at efterretningstjene-
sterne pa alle tider af degnet har en smidig og hurtig adgang til PNR-oplys-
ninger, som giver tjenesterne storre muligheder for at kunne na at reagere
pa dem og dermed handtere eventuelle situationer pa en mere effektiv made.
For at varetage de hensyn, som varetages med kravet om retskendelse og
samtidig tilgodese de sarlige hensyn til tjenesternes arbejde, foreslas det i
stedet, at den forudgdende kontrol ved videregivelse af PNR-oplysninger
efter kapitel 5 a vil besta i, at afgerelse om videregivelse af PNR-oplysnin-
ger til PET eller FE vil skulle traeffes af enten chefen for PET eller chefen
for FE eller personer, som bemyndiges dertil. De foresldede endringer har
saledes til formal i videst muligt omfang at viderefore efterretningstjenester-
nes nuvarende befgjelser, idet der dog indferes visse begransninger, som
ikke gaelder 1 dag.

Det bemarkes, at enkelte bestemmelser i kapitel 3-5 ogsa vil finde anven-
delse for behandling af PNR-oplysninger efter kapitel 5 a, idet disse bestem-
melser varetager en rekke generelle hensyn ved behandlingen af PNR-op-
lysninger. Det drejer sig om § 6 om sletning af oplysninger, der ikke udger
PNR-oplysninger, jf. bilag 1, § 8 om opbevaringsperiode for PNR-enhedens
behandlingsresultat af PNR-oplysninger, § 9 om forbud mod at behandle
serlige kategorier af PNR-oplysninger, § 13, stk. 3 og 4, om PNR-lovens
forhold til PET-loven og FE-loven, og § 15, stk. 4, om FE’s adgang til PNR-
oplysninger om fysiske personer, der er hjemmehorende i Danmark, som
svarer til den nugaeldende § 15, stk. 3. Der henvises til den foreslaede § 1 b,
stk. 1, 2. pkt., jf. lovforslagets § 1, nr. 1, og bemarkningerne hertil.

Det bemarkes endvidere, at PET og FE vil have adgang til PNR-oplysninger
indsamlet efter § 1 a efter reglerne i kapitel 3-5 under samme betingelser,
som de kompetente myndigheder i bilag 3.

Lovforslaget @ndrer ikke pa, at PNR-enheden fortsat vil kunne have flere
afdelinger, herunder en sarlig afdeling hos PET. Lovforslaget @ndrer heller
ikke pa, at PNR-enhedens personale vil kunne bestd af udstationerende med-
arbejdere fra PET eller FE som en indstationering eller som forbindelsesof-
ficer. Der foreslés heller ikke med lovforslaget at gore det muligt at etablere
en afdeling af PNR-enheden hos FE. Det er med lovforslaget forudsat, at
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PET’s adgang til PNR-oplysninger — ligesom i dag — vil ske ved hjlp af
udstationerede medarbejdere fra PET til PNR-enheden. Derudover vil FE —
ligesom 1 dag — ogsa efter behov have mulighed for at have medarbejdere
udstationeret til PNR-enheden. Lovforslaget er ikke til hinder for, at PNR-
enhedens afdeling hos PET efter nermere aftale med Rigspolitiet stiller
PNR-oplysningerne, der er indsamlet efter lovens § 1 b, til radighed i1 en
adskilt lasning hos PET, herunder af hensyn til fortroligheden om segninger
og forhdndskriterier i forbindelse med tjenestens opgaver vedrerende den
nationale sikkerhed.

Det foreslés, at indsamling af PNR-oplysninger til brug for PET’s og FE’s
varetagelse af opgaver vedrerende den nationale sikkerhed vil skulle ske ef-
ter en saerskilt bestemmelse, den foresldede § 1 b i PNR-loven, jf. lovforsla-
gets § 1, nr. 2. PNR-oplysninger indsamlet efter § 1 b vil skulle opbevares
adskilt fra PNR-oplysninger, som er indsamlet efter den foresldede § 1 a
med henblik pé at forebygge, opdage, efterforske og retsforfalge terrorhand-

linger eller grov kriminalitet.

Luftfartsselskaberne vil fortsat kun skulle videregive PNR-oplysninger til
én myndighed — PNR-enheden. Det vil derfor skulle sikres, at de PNR-op-
lysninger, som videresendes fra luftfartsselskaberne til PNR-enheden, kan
handteres pa en made, séledes at PNR-oplysninger indsamlet efter henholds-
vis §§ 1 a og 1 b efterfolgende adskilles og opbevares separat. Den foresla-
ede ordning har dels til formal at sikre, at luftfartsselskaberne ikke palegges
en yderligere byrde 1 forbindelse med videregivelsen af PNR-oplysninger.
Ordningen har endvidere til formal at sikre, at der sker en klar opdeling mel-
lem behandling, herunder opbevaring, af PNR-oplysninger til brug for hen-
holdsvis at forebygge, opdage, efterforske og retsforfolge terrorhandlinger
eller grov kriminalitet og til brug for PET’s og FE’s varetagelse af opgaver
vedrerende den nationale sikkerhed. Der vil pa denne baggrund enten skulle
foretages tilpasninger af Rigspolitiets eksisterende it-system (POLPAX),
som benyttes til behandling af PNR-oplysninger, eller etableres en ny it-
losning hos Rigspolitiet, herunder en afdeling af PNR-enheden hos PET,
med henblik pa at sikre understottelse af lovforslagets krav til behandling
og opbevaring af to forskellige datasat af PNR-oplysninger efter to forskel-
lige regelsat.

Det er med lovforslaget endvidere forudsat, at der 1 praksis vil skulle etab-
leres sarskilte modeller for styring af Rigspolitiets medarbejderes, indstati-
onerede medarbejderes og forbindelsesofficerers brugeradgangsrettigheder
til de to dataset indsamlet efter henholdsvis §§ 1 a og 1 b. Disse
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styringsmodeller vil skulle supplere de nedvendige it-maessige tilpasninger
og vil samlet have til formal at sikre, at PNR-oplysninger ikke anvendes til
andre formal end dem, som de er indsamlet med henblik pa.

Det foreslas i § 21 b, at PNR-enheden vil kunne behandle PNR-oplysninger
med henblik pé at foretage en forudgaende vurdering af PNR-oplysninger
(forhandsvurderingen) af passagerer forud for deres planlagte ankomst til
eller afrejse fra Danmark for at identificere personer, som det kraves, at
PET eller FE undersoger naermere, idet sdidanne personer kan vare involve-
ret 1 handlinger af betydning for tjenesternes opgaver vedrerende den natio-
nale sikkerhed. PNR-enheden vil endvidere kunne behandle PNR-oplysnin-
ger, hvis PET eller FE vurderer, at oplysningerne kan have betydning for

tjenesternes varetagelse af opgaver vedrerende den nationale sikkerhed.

Det er Justitsministeriets opfattelse, at ovenstaende ikke vil adskille sig vae-
sentligt fra PNR-enhedens eksisterende mulighed for efter PNR-lovens §
10, nr. 1-3, at henholdsvis at behandle PNR-oplysninger til brug for PET’s
og FE’s forhandsvurdering, PET’s varetagelse opgaver vedrerende forebyg-
gelse og efterforskning af overtreedelser af straffelovens kapitel 12 og 13 og
FE’s virksomhed rettet mod forhold i udlandet.

I forhold til opbevaring af PNR-oplysninger i kapitel 5 a foreslds det med
den nye bestemmelse i § 21 d, at PNR-enheden som udgangspunkt vil op-
bevare PNR-oplysninger i en periode pa 6 maneder, hvorefter oplysningerne
vil skulle slettes. PNR-oplysninger vil dog undtagelsesvist kunne opbevares
1 en leengere periode end 6 maneder, nér der er grund til at antage, at en eller
flere passagerer konkret kan frembyde en risiko 1 forhold til den nationale
sikkerhed, dog hgjst i 5 ar. Derudover foreslas det, at justitsministeren be-
myndiges til at kunne fastsatte regler om, at PNR-oplysninger kan opbeva-
res i en lengere periode end 6 maneder, dog hejst 5 ar, hvis der foreligger
tilstraekkeligt konkrete omsteendigheder til at antage, at Danmark star over
for en trussel, der ma anses for at vere reel og aktuel eller forudsigelig. Det
forudseettes, at der 1 medfer af den foreslaede bestemmelse vil kunne fast-
s&ttes regler, som vil gelde 1 hojst et ar ad gangen.

Det foreslés, at den nuvarende forpligtelse til at maskere (pseudonymisere)
visse PNR-oplysninger 6 maneder efter indsamlingen fra luftfartsselska-
berne viderefores i kapitel 5 a, jf. den foresldede § 21 e. Efter en maskering
er det ikke leengere muligt for de brugere, der har adgang til at tilgd oplys-
ningerne, direkte at identificere fysiske personer. Maskerede PNR-
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oplysninger mé alene videregives i fuldsteendig (afmaskeret) form efter neer-
mere fastsatte skerpede betingelser.

I forhold til regler om videregivelse af PNR-oplysninger foreslas deti § 21
f, at PNR-enheden snarest muligt vil skulle videregive PNR-oplysninger til
PET, som er identificeret som led i PNR-enhedens forudgaende vurdering
af PNR-oplysninger (forhandsvurderingen) med henblik pa, at PET kan un-
dersagge oplysningerne naermere.

PNR-enheden vil endvidere skulle videregive PNR-oplysninger til PET, og
efter anmodning til FE, hvis det vurderes, at videregivelsen kan have betyd-
ning for tjenesternes varetagelse af opgaver vedrerende den nationale sik-
kerhed. Hvis der er tale om afmaskerede PNR-oplysninger, vil PNR-enhe-
den skulle videregive PNR-oplysninger til PET eller efter anmodning til FE,
hvis videregivelsen ma antages at have betydning for tjenesternes vareta-
gelse af opgaver vedrerende den nationale sikkerhed. Det foreslés, at der i
disse tilfelde indferes regler om forudgaende kontrol ved videregivelse af
PNR-oplysninger til PET eller FE, hvorefter chefen for henholdsvis PET
eller FE eller personer, som bemyndiges hertil, vil skulle treffe afgerelse

om, hvorvidt de efterspurgte PNR-oplysninger kan videregives.

Det vil fortsat vaeere TET, som er tilsynsmyndighed for PNR-enhedens be-
handling af personoplysninger for PET og FE, herunder hvis der er tale om
behandling af personoplysninger for PET og FE efter reglerne i det foresla-
ede kapitel 5 a.

Der henvises 1 ovrigt til lovforslagets § 1, nr. 22, og bemarkningerne hertil.

4. Okonomiske konsekvenser og implementeringskonsekvenser for det
offentlige

Lovforslaget forventes at medfere merudgifter for myndighederne pa
Justitsministeriets omrade til bl.a. @get sagsbehandling og til implemente-
ring af en it-lesning, der skal sikre understottelse af lovforslagets krav om
separat opbevaring og behandling af to forskellige s@t af PNR-oplysninger
efter to forskellige regelset.

I politiet kan merudgifterne henfores til udvikling og implementering af en
it-lesning. Herudover er der merudgifter til eget sagsbehandling i politi og
anklagemyndighed som folge af henholdsvis en forventet stigning i indhent-
ningen af retskendelser, udvealgelse af flyvninger, hvor PNR-oplysninger
skal indsamles og vurdering af PNR-oplysninger, hvor opbevaring skal
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forlenges. Der er pa nuvarende tidspunkt ikke endelig klarhed over de for-
ventede merudgifter forbundet hermed, der dog konsolideres frem mod
ikrafttraedelse af lovforslaget. Merudgifterne handteres inden for rammerne
af flerdrsaftalen for politiets og anklagemyndighedens gkonomi 2026-2030.

Herudover er der merudgifter i domstolene til oget sagsbehandling som
folge af en forventet stigning i indhentningen af retskendelser, der konsoli-
deres frem mod fremsattelsen af lovforslaget. Merudgifterne handteres in-

den for domstolenes gkonomiske rammer.

Digitaliseringsstyrelsen er i den forbindelse blevet hort om forslagets over-
ensstemmelse med de 7 principper for digitaliseringsklar lovgivning. Det
vurderes, at lovforslaget i den forbindelse efterlever disse. Det bemarkes
serligt 1 forhold til princip 7 om forebyggelse af snyd og fejl, at risiciene
ved at PNR-oplysninger efter lovforslaget skal indsamles, opbevares og be-
handles efter to forskellige regelsat er sogt mindsket ved at udarbejde sa
enkle og klare regler som muligt og ved, at der i praksis etableres serskilte
modeller for styring af sdvel Rigspolitiets medarbejderes, indstationerede
medarbejderes og forbindelsesofficerers brugeradgangsrettigheder til de re-

levante it-systemer mv.

Lovforslaget indebaerer ingen ekonomiske eller implementeringsmaessige

konsekvenser for kommuner og regioner.

5. Okonomiske og administrative konsekvenser for erhvervslivet mv.
Lovforslaget @ndrer ikke pé luftfartsselskabernes eksisterende forpligtelse
til at videregive PNR-oplysninger til PNR-enheden efter PNR-lovens §§ 3
og 4. Det foreslés dog, at luftfartsselskaberne fremover ogsa vil skulle vide-
regive PNR-oplysninger til PNR-enheden mellem 4 og 6 timer for den plan-
lagte flyafgang. Luftfartsselskaberne videregiver i1 forvejen PNR-oplysnin-
ger til PNR-enheden mellem 24 og 48 timer for den planlagte flyafgang,
hvilket foregar automatisk. Erhvervsstyrelsen er blevet heort over de admi-
nistrative konsekvenser for erhvervslivet i den forbindelse, og det er Er-
hvervsstyrelsens vurdering, at lovforslaget ikke medferer administrative
konsekvenser for over 4 mio. kr. arligt. Derudover vurderes de ovrige efter-
levelseskonsekvenser for erhvervslivet ikke at overstige 10 mio. kr. i hver-
ken omstillingsomkostninger eller lobende omkostninger.

6. Administrative konsekvenser for borgerne
Lovforslaget har ingen administrative konsekvenser for borgerne.
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7. Klimameaessige konsekvenser
Lovforslaget har ingen klimamassige konsekvenser.

8. Milje- og naturmeessige konsekvenser

Lovforslaget har ingen milje- og naturmassige konsekvenser.

9. Forholdet til EU-retten

PNR-direktivet er omfattet af det danske retsforbehold og er derfor ikke bin-
dende for eller finder anvendelse 1 Danmark, jf. ogsa pkt. 1. Der blev dog
med PNR-loven 1 2019 etableret en ordning for indsamling, anvendelse og
opbevaring af PNR-oplysninger, som overordnet set svarer til den ordning,
som de ovrige EU-medlemsstater har etableret efter PNR-direktivet. De

danske regler svarer sdledes efter deres indhold til PNR-direktivets regler.

Den 21. juni 2022 afsagde EU-Domstolen dom i sag C-817/19, Ligue des
droits humains, som er nermere beskrevet under pkt. 2. Det er Justitsmini-
steriets vurdering, at dommen har betydning for PNR-lovens overensstem-
melse med Chartret. Det skyldes, at PNR-loven falder inden for EU-rettens
saglige anvendelsesomrade, idet PNR-loven regulerer luftfartsselskaberne
og dermed berorer den fri udveksling af tjenesteydelser, jf. artikel 56 1
TEUF. Dertil kommer, at myndighedernes behandling af PNR-oplysninger
kan falde inden for anvendelsesomradet af bdde Europa-Parlamentets og
Rédets direktiv (EU) nr. 2016/680 af 27. april 2026 om beskyttelse af fysi-
ske personer i1 forbindelse med kompetente myndigheders behandling af
personoplysninger med henblik pa at forebygge, efterforske, afslore eller
retsforfolge strafbare handlinger eller fuldbyrde strafferetlige sanktioner og
om fri udveksling af sddanne oplysninger og ophavelse af Radets ramme-
afgerelse 2008/977/RIA med senere @ndringer (retshandhavelsesdirekti-
vet) og databeskyttelsesforordningen.

Der er med lovforslaget foresldet en reekke @ndringer i PNR-loven, som har
til formal at bringe loven i overensstemmelse med EU-retten, herunder
Chartret, som fortolket af EU-Domstolen 1 dom af 21. juni 2022 i sag C-
817/19, Ligue des droits humains. Der henvises til pkt. 3.1.3,3.2.3,3.3.3 og
3.4.3 for nermere om overvejelserne bag de konkrete @ndringsforslag i ly-

set af dommen.

Som ogsé oplyst 1 Justitsministeriets notat af 30. juni 2023 til Folketingets
Europaudvalg og Folketingets Retsudvalg om EU-Domstolens dom 1 sag C-
817/19, Ligue des droit humains (Europaudvalget 2022-23 (2. samling),
EUU Alm. del — bilag 604), hviler myndighedernes indsamling af PNR-
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oplysninger i dag pa PNR-loven, hvilket fortsat er tilfeldet. Der tages sale-
des ikke i dag hejde for de @ndringer, som er nedvendige at foretage pa
baggrund af EU-Domstolens fortolkning af PNR-direktivet i lyset af
Chartret. Dette er ogsa tilfeldet 1 en raekke andre EU-medlemsstater. Dette
hanger bl.a. sammen med, at dommens betydning for de danske PNR-regler
1 den mellemliggende periode har skullet underseges nermere og at Europa-
Kommissionen forst i efteraret 2025 har ivaerksat en evaluering af medlems-
staternes implementering af PNR-direktivet.

10. Horte myndigheder og organisationer m.v.
Et udkast til lovforslag har i perioden fra den 5. januar 2026 til den 2. februar
2026 (28 dage) veret sendt 1 hering hos felgende myndigheder og organi-

sationer mv:

Advokatradet, alle byretter, Amnesty International, AOPA Danmark, Ar-
bejdsbevagelsens Erhvervsrad, Billund Lufthavn, Brancheforeningen Tele-
industrien, CEPOS, Copenhagen Business School (Juridisk Institut), Dan-
ske Advokater, Dansk Erhverv, Dansk Industri, Dansk IT, Dansk Journalist-
forbund, Dansk Luftfart, Dansk Magisterforening, Dansk Told- og Skatte-
forbund, Danske Rederier, Danske Regioner, Datatilsynet, Den Danske
Dommerforening, Det Kriminalpraeventive Rad, DI Digital, DI Transport,
Digitalt Ansvar, Dommerfuldmagtigforening, Domstolsstyrelsen, Forbru-
gerradet Taenk, Foreningen af Offentlige Anklagere, Foreningen af Statsad-
vokater, Fergernes Landsstyre, Hojesteret, IDA IT, Institut for Menneske-
rettigheder, IT-Politisk Forening, Justitia, KL, KMD, Kraka, Kebenhavns
Lufthavn A/S, Kebenhavns Universitet (Det Juridiske Fakultet), Landsfor-
eningen af Forsvarsadvokater, Landsskatteretten, Naalakkersuisut, Politidi-
rekterforeningen, Politiforbundet i Danmark, REJS — Travel Industry Den-
mark, Retspolitisk Forening, Rigsombudsmanden i Grenland, Rigsombuds-
manden pa Fargerne, PROSA, Radet for Digital Sikkerhed, SAMDATA,
Skatteankestyrelsen, Skatterevisorforeningen, Syddansk Universitet (Juri-
disk Instituttet), Se- og Handelsretten, Tilsynet med Efterretningstjene-
sterne, Vestre Landsret, Ostre Landsret, Aalborg Universitet (Juridisk Insti-
tut), Aarhus Universitet (Juridisk Institut).

11. Sammenfattende skema

Positive konsekvenser/mindreud-
gifter (hvis ja, angiv omfang/hvis nej,

anfor »Ingen«)

Negative konsekvenser/merudgif-
ter (hvis ja, angiv omfang/hvis nej,
anfor »Ingen«)
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(konomiske
konsekvenser for
stat, kommuner,

og regioner

[Afventer endelig afklaring]

[Afventer endelig afklaring]

Implemente-
ringskonsekven-
ser for stat, kom-

muner og regio-

[Afventer endelig afklaring]

[Afventer endelig afklaring]

ner

Okonomiske Under 10 mio. kr. arligt. for bade
konsekvenser omstillingsomkostninger og labende
for erhvervslivet omkostninger.

m.v.

Administrative Under 4 mio. kr. arligt.
konsekvenser

for erhvervslivet

m.v.

Administrative
konsekvenser

for borgerne

Ingen.

Klimamassige

konsekvenser

Ingen.

Milje- og natur-
massige konse-

kvenser

Ingen.

Forholdet til
EU-retten

Der henvises til lovforslagets punkt 9 om forholdet til EU-retten.

Er 1 strid med de
fem principper
for implemente-
ring af erhvervs-
rettet EU-regule-
ring (der i rele-
vant omfang
ogsé gaelder ved
implementering
af ikke-erhvervs-
rettet EU-regule-

Ja

ring) (set X)

Nej
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Bemcerkninger til lovforslagets enkelte bestemmelser
Til§ 1
Tilnr. 1
(Til § 1 a)

I medfer af PNR-lovens § 1, nr. 1, har Rigspolitiet etableret en PNR-enhed,
der er ansvarlig for at indsamle PNR-oplysninger, jf. bilag 1, fra luftfarts-
selskaber. I forbindelse med etableringen af PNR-enheden i Rigspolitiet
blev der lavet et nyt it-system (POLPAX) til brug for politiets indsamling af
og arbejde med flypassagerdata.

Ifolge PNR-lovens § 3, stk. 1, skal luftfartsselskaber efter anmodning fra
politiet og herefter labende forud for flyvninger, der har tilknytning til Dan-
mark, videregive PNR-oplysninger, jf. bilag 1, 1 elektronisk form til PNR-
enheden.

Der findes ikke yderligere regler i PNR-loven i dag, som regulerer, hvilke
flyvninger som er omfattet af PNR-enhedens ansvar for at indsamle PNR-
oplysninger, og PNR-enheden har sdledes 1 dag mulighed for at indsamle
PNR-oplysninger pa alle flyvninger med tilknytning til Danmark. Det har
dermed ikke betydning for indsamlingen af PNR-oplysninger, om der f.eks.
er tale om en flyvning mellem Danmark og et EU-land eller mellem Dan-
mark og et tredjeland, eller om der i @vrigt er politifaglige arsager til at ind-
samle oplysningerne pa den pagaldende flyvning.

EU-Domstolen tog 1 sin dom af 21. juni 2022 i sag C-817/19, Ligue des
droits humains, bl.a. stilling til indsamlingen af PNR-oplysninger pa flyv-
ninger inden for EU efter PNR-direktivet. EU-Domstolen udtalte i den for-
bindelse, at behandlingen af PNR-oplysninger pa samtlige flyvninger inden
for EU kraever, at dette er strengt nedvendigt (preemis 169). Indsamlingen
af PNR-oplysninger pa samtlige flyvninger inden for EU skal saledes som
udgangspunkt begranses til udvalgte flyvninger, hvor det er nedvendigt og
forholdsmaessigt for at forebygge, opdage, efterforske og retsforfolge terror-
handlinger og grov kriminalitet. Kravet om streng nedvendighed kan derud-
over vare opfyldt, hvis der foreligger tilstrakkeligt konkrete omstaendighe-
der til at antage, at en medlemsstat star over for en terrortrussel, som ma
anses for at vare reel og aktuel eller forudsigelig (premis 171). I tilfelde
hvor medlemsstaten ikke star over for en sddan trussel, skal indsamlingen
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af PNR-oplysninger efter PNR-direktivet begraenses til udvalgte flyvninger
inden for EU (premis 173-174). Udvealgelsen af flyvninger kan f.eks. tage
udgangspunkt i bestemte flyforbindelser, rejseruter eller bestemte lufthavne
og skal vare baseret pa en risikovurdering (premis 174). Der henvises til
pkt. 3.1.2 i lovforslagets almindelige bemarkninger for yderligere herom.

Efter PNR-loven er det sledes muligt at indsamle PNR-oplysninger pa alle
flyvninger med tilknytning til Danmark uden hensyntagen til behovet her-
for, hvilket er uforeneligt med EU-Domstolens dom.

Det foreslas derfor at indsatte en ny bestemmelse som § / a.

Det foreslés i stk. I, at PNR-oplysninger indsamlet fra luftfartsselskaber af
PNR-enheden efter stk. 2, 3 og regler fastsat i medfor af stk. 4 og 5 behand-
les efter reglerne i denne lovs kapitel 3-5.

Den foreslédede bestemmelse vil indebaere, at PNR-oplysninger, der indsam-
les 1 medfor af stk. 2 og 3 og regler fastsat i medfer af stk. 4 og 5, vil skulle
behandles efter reglerne i PNR-lovens kapitel 3-5. Oplysninger indsamlet
med nér det er strengt nedvendigt af hensyn til at forebygge, opdage, efter-
forske og retsforfalge terrorhandlinger og grov kriminalitet, jf. bilag 2, der
kan straffes med mindst 3 rs faengsel vil sdledes ogsa kun kunne underka-
stes efterfolgende behandling med henblik pé disse formal. Med »PNR-op-
lysninger« forstds PNR-oplysninger som navnt i lovens bilag 1.

Den foreslaede bestemmelse skal ses i sammenhaeng med den foreslédede §
1 b, som vil regulere indsamlingen af PNR-oplysninger af hensyn til efter-
retningstjenesternes varetagelse af opgaver af hensyn til den nationale sik-
kerhed, og som foreslas reguleret i det nye kapitel 5 a. Der henvises herom
til bemaerkningerne til den foreslaede § 1 b.

Det foresldede vil endvidere indebare, at safremt indsamlingen omfattes af
§ 1 a, stk. 1, vil der vere tale om indsamling og efterfolgende behandling af
PNR-oplysninger efter regler, som svarer til indholdet af reglerne i PNR-
direktivet som fortolket af EU-Domstolen i sin dom af 21. juni 2022 i sag
C-817/19, Ligue des droits Humains.

Det foreslés 1 stk. 2, at PNR-enheden indsamler PNR-oplysninger pa alle
flyvninger uden for EU med tilknytning til Danmark.
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Ved »flyvninger uden for EU med tilknytning til Danmark« forstas enhver
ruteflyvning eller ikke-ruteflyvning, der foretages af et luftfartsselskab, som
flyver fra et tredjeland og med planlagt landing 1 Danmark, eller som flyver
fra Danmark med planlagt landing i et tredjeland. I begge tilfelde omfattes
ogsa flyvninger med mellemlandinger i EU-medlemslande eller tredjelande.

Ved tredjelande forstas lande, der ikke er medlem af EU, herunder Grenland
og Fereerne. Ved tredjelande forstas ogséd lande som f.eks. Norge, der del-
tager i Schengensamarbejdet.

Det foreslas i stk. 3, at PNR-enheden alene kan indsamle PNR-oplysninger
pa flyvninger inden for EU med tilknytning til Danmark, nér det er strengt
nedvendigt af hensyn til at forebygge, opdage, efterforske eller retsforfolge
terrorhandlinger og grov kriminalitet, der kan straffes med mindst 3 ars
feengsel, jf. dog regler udstedt i medfer af stk. 5.

Ved »grov kriminalitet« forstds de kriminalitetstyper, som omfattes af lo-
vens bilag 2.

Med »flyvninger inden for EU med tilknytning til Danmark« forstas enhver
ruteflyvning eller ikkeruteflyvning, som foretages af et luftfartsselskab, som
flyver fra Danmark og med planlagt landing i en eller flere EU-medlemssta-
ter og uden mellemlandinger i et tredjeland, eller fra en EU-medlemsstat til
Danmark uden mellemlandinger i et tredjeland.

Det foresldede stk. 3 vil medfere, at PNR-enheden som udgangspunkt ikke
vil kunne indsamle PNR-oplysninger pa alle flyvninger med tilknytning til
Danmark inden for EU. Indsamlingen af PNR-oplysninger pa sadanne flyv-
ninger vil i stedet vere betinget af, at det er strengt nedvendigt af hensyn til
at forebygge, opdage, efterforske eller retsforfelge terrorhandlinger og grov
kriminalitet, der kan straffes med mindst 3 ars fangsel.

Det vil vaere PNR-enheden, der foretager vurderingen af, hvilke PNR-op-
lysninger pé flyvninger, som det er nedvendigt at indsamle med henblik péd
at forebygge, opdage, efterforske og retsforfelge terrorhandlinger og grov
kriminalitet, jf. bilag 2, der kan straffes med mindst 3 érs faeengsel. Det be-
markes 1 den forbindelse, at oplysninger indsamlet med henblik pé at fore-
bygge, opdage, efterforske og retsforfelge terrorhandlinger kun vil kunne
anvendes 1 relation til sdidanne handlinger og séledes ikke kan anvendes i
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relation til grov kriminalitet, jf. bilag 2. Oplysninger indsamlet i relation til

grov kriminalitet vil omvendt godt kunne anvendes i relation til terrorisme.

Afgraensningen vil kunne tage udgangspunkt i en rekke forskellige udval-
gelseskriterier, herunder bestemte lufthavne, destinations- eller afgangs-
lande eller -byer eller rejsemenstre. Afgreensningen vil ogséd kunne tage ud-
gangspunkt i de passagerer, som PNR-enheden vurderer, at det er strengt
nedvendigt at indsamle PNR-oplysninger om. Det vil skulle sikres, at ud-
vaelgelsen af passagerer sker pa baggrund af en politifaglig vurdering, og at
denne er 1 overensstemmelse med artikel 21 1 Chartret om ikke-forskelsbe-
handling. Det vil ogsa skulle sikres, at PNR-enheden ikke efter den foresla-
ede bestemmelse indsamler PNR-oplysninger om de passagerer, som ikke

er udvalgt.

PNR-enheden vil regelmaessigt skulle vurdere, om der fortsat er behov for
at indsamle PNR-oplysninger pa de udvalgte flyvninger.

Udvealgelsen vil 1 gvrigt knytte sig op ad de administrative regler, som vil
blive fastsat 1 henhold til det foresldede stk. 4. Det bemerkes, at der i alle
tilfeelde vil skulle ske en udvelgelse af flyvninger efter stk. 3, uanset om der
foreligger en terrortrussel omfattet af det foresldede stk. 5, idet oplysninger
indsamlet under henvisning til nedvendigheden heraf pa grund af en terror-
trussel kun vil kunne anvendes med henblik pa bekempelse af terrorisme.

Det foreslas i stk. 4, at justitsministeren fastsatter nermere regler for ud-
vaelgelsen af flyvninger efter stk. 3.

Justitsministeren forventes med hjemmel i denne bemyndigelse ved be-
kendtgerelse at fastsaette nermere regler om bl.a., hvilke faktorer som PNR-
enheden vil kunne leegge vagt pa ved udvelgelsen af flyvninger efter stk.
3, og hvilke faktorer der ikke vil kunne leegges vagt pa. Der vil ogsa kunne
blive fastsat regler om, hvor ofte PNR-enheden vil have mulighed for at re-
vurdere de udvalgte flyvninger, herunder regler om at sikre dokumentation
af de udvalgte flyvninger. Der vil f.eks. kunne fastsattes regler om, at Rigs-
politiets databeskyttelsesradgiver vil skulle orienteres om PNR-enhedens
@ndringer 1 udvalgte flyvninger efter stk. 3. Reglerne vil skulle sikre, at det
vil vaere muligt at identificere, hvorndr en eller flere konkrete flyvninger
blev tilfgjet eller fjernet fra listen over udvalgte flyvninger.
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Det bemarkes i den forbindelse, at PNR-enheden alene vil have mulighed
for at @ndre i de udvalgte flyvninger fremadrettet. Det indebaerer, at hvis
PNR-enheden f.eks. modtager en begrundet anmodning om at videregive
PNR-oplysninger fra en flyvning, som ikke er udvalgt efter stk. 3, til brug
for en sag om grov kriminalitet, jf. bilag 2, vil denne anmodning (eller en
ny tilsvarende) hverken pad anmodningstidspunktet eller sidenhen kunne
imadekommes som folge af, at den pageldende flyvning efterfolgende er
blevet udvalgt. Det forudsattes siledes at der vil blive fastsat regler om, at
PNR-oplysninger alene vil kunne videregives fra en flyvning i det omfang,
oplysningerne blev indsamlet pa et tidspunkt, hvor flyvningen var udvalgt
efter stk. 3.

Det foreslés i stk. 5, at justitsministeren kan fastsatte regler, som pélegger
PNR-enheden at indsamle PNR-oplysninger pa alle flyvninger inden for EU
med tilknytning til Danmark, nar der foreligger tilstraekkeligt konkrete om-
steendigheder, der giver anledning til at antage, at Danmark star over for en
terrortrussel, der mé anses for at vere reel og aktuel eller forudsigelig. Reg-
ler om indsamling fastsat i medfer af 1. pkt. kan fastsettes for en periode pé

hejst 1 &r ad gangen.

Justitsministeren vil med hjemmel i denne bemyndigelse kunne fastsette
regler om, at PNR-enheden skal indsamle PNR-oplysninger, jf. bilag 1, pa
alle flyvninger inden for EU med tilknytning til Danmark, herunder alle
flyvninger inden for EU, hvis terrortruslen mod Danmark nedvendigger det.

Det forudsattes, at justitsministeren vil skulle foretage en vurdering af, om
der foreligger tilstreekkeligt konkrete omstendigheder til at antage, at Dan-
mark star over for en terrortrussel, der ma anses for at vare reel og aktuel
eller forudsigelig. Nar en sadan terrortrussel foreligger kan det i sig selv
godtgere, at der bestar en forbindelse mellem pa den ene side indsamlingen
af PNR-oplysninger og pa den anden side bekaempelse af terrorisme, der
ikke gar ud over graenserne for det strengt nedvendige. Vurderingen vil
skulle ske under inddragelse af flere forskellige elementer, som skal af-
spejle, at truslen mod Danmark specifikt skal vedrere terror, hvilket adskil-
ler sig fra vurderingen af, om der foreligger en trussel mod den nationale
sikkerhed, jf. det foreslaede § 1 b, stk. 5. Forskellen bestar navnlig i, at det
kun vil vere terrortrusler, som omfattes af det forslaede § 1 a, stk. 5, det vil
sige en trussel om handling omfattet af straffelovens §§ 114-114 j, hvorimod
trusler mod den nationale sikkerhed, jf. det foresldede § 1 b, stk. 5, vil om-
fatte en bredere vifte af forbrydelser omfattet af straffelovens kapitel 12 og
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13. Det vil dog i begge tilfelde vare et krav, at truslen vurderes at vere reel
og aktuel eller forudsigelig.

Som et vaesentligt element vil Vurderingen af Terrortruslen mod Danmark
kunne indgé, som éarligt udarbejdes af Center for Terroranalyse (CTA). I
denne vurdering fastsetter CTA det nationale terrortrusselsniveau og be-
skriver terrortruslen mod Danmark og danske interesser i udlandet.

Der er tale om en samlet vurdering af terrortruslen mod Danmark og vurde-
ringer af truslen fra specifikke kategorier som f.eks. militant islamisme, hgj-
reekstremisme og venstreekstremisme. Som led heri vurderes det bl.a., om
det er sandsynligt, at en eller flere aktorer har kapacitet til eller intention om
at bega et terrorangreb, og om planlegning af et terrorangreb i det kom-
mende ar er sandsynlig.

Oplysninger fra en reekke uklassificerede analyseprodukter udgivet af f.eks.
PET, FE eller Styrelsen for Samfundssikkerhed vil ogsa kunne indga som
elementer i justitsministerens vurdering af, om truslen er pa et niveau, som
nedvendigger indsamling af PNR-oplysninger pa alle flyruter efter den fo-
reslaede bestemmelse.

Derudover kan oplysninger om antallet og karakteren af verserende eller af-
gjorte straffesager om overtraedelse af straffelovens kapitel 13 indga i vur-
deringen. Det vil séledes kunne indga som et moment ved vurderingen, om
der er foretaget sigtelser, sket varetegtsfengsling eller rejst tiltale for for-
hold omfattet af straffelovens kapitel 13, ligesom domfaldelser, hvorved
der er domt for overtraedelse af de bestemmelser, der harer under straffelo-
vens kapitel 13, vil kunne tillegges betydelig vegt ved vurderingen.

Det bemarkes, at ovenstadende ikke er en udtemmende opregning af mo-
menter, som vil kunne indga i vurderingen, og at der i alle tilfelde er tale
om et sikkerhedsfagligt sken, hvor justitsministeren forudsattes at inddrage
de relevante myndigheder, herunder Forsvarsministeriet og efterretningstje-

nesterne.

Det foreslas endvidere, at er betingelserne for at indsamle PNR-oplysninger
pa alle flyvninger inden for EU med tilknytning til Danmark efter den fore-
sldede bestemmelse til stede, vil regler om indsamling af PNR-oplysninger
pa sddanne flyvninger kunne fastsattes for en periode pa hejst 1 ar ad gan-
gen. Lengden af indsamlingsperioden vil dog skulle begrenses til det
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strengt nedvendige og vil derfor skulle fastsattes til mindre end 1 ar, hvis
det vurderes at vere tilstraekkeligt.

Indsamlingsperioden vil herefter kunne forlaenges i tilfzelde af, at betingel-
serne for at indsamle PNR-oplysninger pa alle flyvninger inden for EU med
tilknytning til Danmark fortsat er til stede.

PNR-oplysninger, som PNR-enheden har modtaget efter den foresladede be-
stemmelse, vil fortsat kunne opbevares og videregives efter reglerne i PNR-
lovens kapitel 3-5, selvom betingelserne for at indsamle PNR-oplysninger
pa alle flyvninger inden for EU med tilknytning til Danmark ikke leengere
er opfyldt. Dette skal ses i lyset af, at PNR-oplysninger, der er indsamlet og
opbevaret som folge af en gaeldende pligt til indsamling pa alle flyvninger
inden for EU med tilknytning til Danmark, vil vaere sket pa lovligt grundlag,
og at sddanne oplysninger derfor som udgangspunkt vil kunne opbevares 6
maneder efter indsamlingen, jf. den foresldede @ndring af PNR-lovens § 5,
jf. lovforslagets § 1, nr. 7.

Det bemarkes, at oplysninger indsamlet efter regler fastsat i medfer af det
foresléede stk. 5 alene vil kunne anvendes til at forebygge, opdage, efterfor-
ske eller retsforfolge terrorhandlinger eller forseg herpd. Det vil sdledes ikke
vaere muligt at benytte de padgaeldende oplysninger til at forebygge, opdage,
efterforske eller retsforfolge grov kriminalitet, jf. bilag 2, eller almindelig
kriminalitet. Der henvises til den foresldede nyaffattelse af PNR-lovens §
21, jf. lovforslagets § 1, nr. 21, og bemarkningerne hertil.

Reglerne om at indsamle PNR-oplysninger fastsat i medfer af det foresldede
stk. 5 vil kunne proves ved domstolene, jf. grundlovens § 63.

Der henvises til afsnit 3.1 1 lovforslagets almindelige bemarkninger.

(Til § 1 b)

I medfor af PNR-lovens § 1, nr. 1, har Rigspolitiet etableret en PNR-enhed,
der er ansvarlig for at indsamle PNR-oplysninger, jf. bilag 1, fra luftfarts-
selskaber. I medfer af PNR-lovens § 3, stk. 1, skal luftfartsselskaber efter
anmodning fra politiet og herefter labende forud for flyvninger, der har til-
knytning til Danmark, videregive PNR-oplysninger, jf. bilag 1, 1 elektronisk
form til PNR-enheden. Der findes ikke yderligere regler i PNR-loven i dag,
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der regulerer, hvilke flyvninger som er omfattet af PNR-enhedens ansvar
for at indsamle PNR-oplysninger.

I sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen, at PNR-oplysninger, som er indsamlet i overens-
stemmelse med PNR-direktivet, alene ma behandles med henblik pa at fo-
rebygge, opdage, efterforske og retsforfalge terrorhandlinger eller grov kri-
minalitet, jf. PNR-direktivets artikel 1, stk. 2. PNR-oplysninger kan saledes
ikke behandles 1 overensstemmelse med direktivet, hvis formalet med den
pageldende behandling er efterretningstjenesternes overvagning af aktivi-
teter, idet dette formal ikke kan rummes af de udtemmende opregnede for-
mal 1 PNR-direktivet. For neermere om dommen henvises til pkt. 2 og 3.4.2

1 de almindelige bemarkninger.
Det foreslas at indsatte en ny bestemmelse, § 7 b.

Det foreslas i stk. 1, 1. pkt., at PNR- oplysninger indsamlet fra luftfartssel-
skaberne af PNR-enheden efter stk. 2, 3 og regler fast i medfer af stk. 4 og
5 behandles efter reglerne i denne lovs kapitel 5 a.

Den foreslaede bestemmelse vil indebare, at PNR-oplysninger, der indsam-
les 1 medfor af de navnte stykker og regler udstedt i medfer heraf i den
foreslédede § 1 b alene vil kunne behandles efter reglerne i PNR-lovens ka-
pitel 5 a og dermed med henblik pé varetagelsen af PET og FE’s opgaver
vedrerende den nationale sikkerhed.

Bestemmelsen skal ses i sammenhaeng med den foreslédede § 1 a, stk. 1, og
det foreslaede § 1 c. PNR-oplysninger, der indsamles efter § 1 a, vil skulle
behandles efter reglerne 1 kapitel 3-5, hvorimod PNR-oplysninger, der ind-
samles efter § 1 b, vil skulle behandles efter reglerne 1 kapitel 5 a. Det fore-
slaede indebarer, at PNR-oplysninger, der behandles med henblik pé vare-
tagelsen af de formal, der er oplistet i § 1 a, som svarer til PNR-direktivets
artikel 1, stk. 2, dvs. at forebygge, opdage, efterforske og retsforfolge ter-
rorhandlinger og grov kriminalitet, der kan straffes med mindst 3 &rs faeng-
sel, ikke anvendes til andre formal end disse.

Det foreslas 1 stk. 1, 2. pkt., at bestemmelserne 1 §§ 6, 8,9, § 13, stk. 3 og 4,
og § 15, stk. 4, finder tilsvarende anvendelse for oplysninger omfattet af 1.
pkt.

Det foreslaede vil indebere, at enkelte bestemmelser i kapitlerne 3-5 ogsa
vil finde anvendelse for behandlingen af PNR-oplysninger efter kapitel 5 a,
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idet disse bestemmelser varetager en raekke generelle hensyn ved behand-
lingen af PNR-oplysninger. Det drejer sig om § 6 om sletning af oplysnin-
ger, der ikke udger PNR-oplysninger, jf. bilag 1, § 8 om opbevaringsperiode
for PNR-enhedens behandlingsresultat af PNR-oplysninger, § 9 om forbud
mod at behandle sarlige kategorier af PNR-oplysninger, § 13, stk. 3 og 4,
om PNR-lovens forhold til PET-loven og FE-loven, og § 15, stk. 4, om FE’s
adgang til PNR-oplysninger om fysiske personer, der er hjemmeheorende i
Danmark, som svarer til den nugaeldende § 15, stk. 3.

Det foreslés i stk. 2, at PNR-enheden skal indsamle PNR-oplysninger, jf.
bilag 1, pa alle flyvninger uden for EU med tilknytning til Danmark.

Ved »flyvninger uden for EU med tilknytning til Danmark« forstas enhver
ruteflyvning eller ikkeruteflyvning, der foretages af et luftfartsselskab, som
flyver fra et tredjeland og med planlagt landing 1 Danmark, eller som flyver
fra Danmark med planlagt landing i et tredjeland. I begge tilfelde omfattes
ogsé flyvninger med mellemlandinger i EU-medlemslande eller tredjelande.
Ved tredjelande forstds lande, der ikke er medlem af EU. Ved tredjelande
forstés ogsa lande som f.eks. Norge, der deltager i Schengensamarbejdet.

Det foreslas i stk. 3, at PNR-enheden alene vil kunne indsamle PNR-oplys-
ninger pé flyvninger inden for EU med tilknytning til Danmark, som det er
strengt nedvendigt af hensyn til den nationale sikkerhed, jf. dog regler ud-
stedt 1 medfer af stk. 5.

Det forudsettes, at det vil vere PET og FE, der foretager vurderingen af,
hvilke flyvninger, hvor det er strengt nedvendigt at indsamle PNR-oplys-
ninger af hensyn til den nationale sikkerhed. Afgransningen kan f.eks. tage
udgangspunkt 1 bestemte lufthavne, ankomst- eller afgangsdestinationer el-
ler rejsemonstre. Udvealgelsen vil i evrigt knytte sig op til de regler, som vil
blive fastsat administrativt 1 henhold til det foreslaede stk. 4.

Med »flyvninger inden for EU med tilknytning til Danmark« forstas enhver
ruteflyvning eller ikkeruteflyvning, der foretages af et luftfartsselskab, som
flyver fra Danmark og med planlagt landing i en eller flere EU-medlemssta-
ter og uden mellemlandinger 1 et tredjeland, eller fra en EU-medlemsstat til
Danmark uden mellemlandinger 1 et tredjeland.

Det foreslés i stk. 4, at justitsministeren vil fastsatte nermere regler for ud-
vaelgelsen af flyvninger efter stk. 3.
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Justitsministeren forventes med hjemmel i denne bemyndigelse ved be-
kendtgerelse at fastsatte nermere regler om bl.a., hvilke faktorer som PNR-
enheden vil kunne legge vaegt pad ved udvalgelsen af flyvninger efter stk.
3, og hvilke faktorer der ikke vil kunne laegges vaegt pa. Der vil ogsd kunne
blive fastsat regler om, hvor ofte PNR-enheden vil have mulighed for at re-
vurdere de udvalgte flyvninger, herunder regler om at sikre dokumentation
af de udvalgte flyvninger. Reglerne vil skulle sikre, at det vil veere muligt at
identificere, hvornar en eller flere konkrete flyvninger blev tilfojet eller fjer-
net fra listen over udvalgte flyvninger. Det forudsattes i den forbindelse, at
de fastsatte regler vil skulle udarbejdes under inddragelse af PET og FE pa
baggrund af en risikoanalyse, herunder under inddragelse af andre myndig-

heder 1 relevant omfang.

Derudover forudsattes det, at der vil blive fastsat regler om, at PNR-enhe-
den regelmassigt vil skulle vurdere, om der fortsat er behov for at indsamle
PNR-oplysninger pa de udvalgte flyvninger. Det vil i den forbindelse bl.a.
kunne inddrages, om der er sket en udvikling i de omstaendigheder, som
tidligere begrundede udvelgelsen af en given flyrute.

Vurderingen vil som udgangspunkt skulle foretages fast en gang om é&ret,
men PNR-enheden vil altid kunne tilfoje eller fjerne ruter fra listen af flyv-
ninger, der indsamles oplysninger pé, hvis det findes hensigtsmaessigt af po-

litifaglige grunde.

Det bemarkes 1 den forbindelse, at PNR-enheden alene vil have mulighed
for at @ndre 1 de udvalgte flyvninger fremadrettet. Det indeberer, at hvis
PNR-enheden f.eks. modtager en begrundet anmodning om at videregive
PNR-oplysninger fra en flyvning, som ikke er udvalgt efter stk. 3, til brug
for en sag om den nationale sikkerhed vil denne anmodning (eller en ny
tilsvarende) hverken pad anmodningstidspunktet eller sidenhen kunne imeo-
dekommes som folge af, at den padgaldende flyvning efterfolgende er blevet
udvalgt. Det forudsattes siledes, at der vil blive fastsat regler om, at PNR-
oplysninger alene vil kunne videregives fra en flyvning i det omfang, oplys-
ningerne blev indsamlet pé et tidspunkt, hvor flyvningen var udvalgt efter
stk. 3.

Det forudsattes endvidere, at der vil blive fastsat regler om, at PNR-enhe-
den til enhver tid skal opbevare en kopi af de udvalgte flyvninger, der er
stemplet med dato og en @ndringslog, der gor det muligt at identificere,
hvorndr en given flyvning er tilfojet eller fjernet fra listen. Dette skal gore
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det muligt senere at efterprave, om PNR-enheden havde hjemmel til at ind-
samle PNR-oplysninger om en given flyvning.

Det foreslas 1 stk. 5, at justitsministeren kan fastsette regler om, at PNR-
enheden kan indsamle PNR-oplysninger pa alle flyvninger inden for EU
med tilknytning til Danmark, nar der foreligger tilstraekkeligt konkrete om-
stendigheder, der giver anledning til at antage, at Danmark stér overfor en
alvorlig trussel mod den nationale sikkerhed, der mé anses for at vare reel
og aktuel eller forudsigelig. Regler om indsamling fastsat i medfer af 1. pkt.
kan fastsettes for en periode pa hejst 1 ar ad gangen.

Den foresldede bestemmelse vil indebare, at justitsministeren ved bekendt-
gorelse vil kunne fastsatte regler om, at PNR-enheden kan indsamle
PNR-oplysninger pé alle flyvninger med tilknytning til Danmark, herunder
alle flyvninger inden for EU, hvis trusselsniveauet mod den nationale sik-
kerhed nedvendigger det. PNR-oplysninger indsamlet i medfer af det fore-
slaede stk. 5, vil kun kunne anvendes til varetagelse af opgaver af hensyn til
den nationale sikkerhed og séledes ikke vil kunne anvendes til bekempelse

af grov kriminalitet.

Det forudsattes, at justitsministeren vil skulle foretage vurderingen af, om
der foreligger tilstreekkeligt konkrete omstaendigheder til at antage, at Dan-
mark star over for en trussel mod den nationale sikkerhed, der ma anses for
at veere reel og aktuel eller forudsigelig, under inddragelse af flere forskel-
lige elementer. Vurderingen vil skulle ske under inddragelse af forskellige
elementer, og forudsattes at ske under inddragelse af en bredere maengde af
hensyn end tilfeldet er ved den foreslaede § 1 a, stk. 5, idet vurderingen
angdr spergsmalet om, hvorvidt der foreligger en trussel mod den nationale
sikkerhed og ikke kun det sn@vrere spergsmal om, hvorvidt der foreligger
en terrortrussel. Det vil dog 1 begge tilfelde vare et krav, at truslen vurderes
at veere reel og aktuel eller forudsigelig.

Som et vaesentligt element vil Vurderingen af Terrortruslen mod Danmark,
som arligt udarbejdes af Center for Terroranalyse (CTA), dog ogsa her
kunne indgé. I vurdering fastsatter CTA det nationale terrortrusselsniveau
og beskriver terrortruslen mod Danmark og danske interesser i udlandet.

Vurderingen af Terrortruslen mod Danmark indeholder en samlet vurdering
af terrortruslen mod Danmark og vurderinger af truslen fra specifikke kate-
gorier som f.eks. militant islamisme, hegjreekstremisme og venstreekstre-
misme. Som led heri vurderes det bl.a., om det er sandsynligt, at en eller
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flere akterer har kapacitet til og/eller intention om at begé et terrorangreb,
og om planlegning af et terrorangreb i det kommende &r er sandsynlig. End-
videre vil Justitsministeriet kunne inddrage PET’s vurdering af spionage-

truslen mod Danmark i sin vurdering.

Oplysninger fra en reekke uklassificerede analyseprodukter udgivet af f.eks.
PET, FE eller Styrelsen for Samfundssikkerhed vil ogsa kunne indgé i vur-
deringen af, om truslen er pd et niveau, som nedvendigger indsamling af

PNR-oplysninger pa alle flyruter efter det foreslaede stk. 5.

Derudover kan oplysninger om antallet og karakteren af verserende eller af-
gjorte straffesager om overtradelse af straffelovens kapitel 12 og 13 indga i
vurderingen. Det vil sdledes kunne indgd som et moment ved vurderingen,
om der er foretaget sigtelser, sket varetegtsfengsling eller rejst tiltale for
forhold omfattet af straffelovens kapitel 13, ligesom domfaldelser, hvorved
der er demt for overtraedelse af de bestemmelser, der harer under straffelo-
vens kapitel 13, vil kunne tilleegges betydelig veegt ved vurderingen.

Hvis betingelserne for at indsamle PNR-oplysninger pé alle flyvninger in-
den for EU med tilknytning til Danmark efter denne bestemmelse er til
stede, vil regler om indsamling af PNR-oplysninger pa sddanne flyvninger
kunne fastsattes for en periode pd hejest 1 dr ad gangen. Lengden af ind-
samlingsperioden vil dog skulle begranses til det strengt nedvendige og vil
derfor skulle fastsattes til mindre end 1 ar, hvis det vurderes at vere til-
streekkeligt. Det forudsettes endvidere, at ministeren 1 lebet af perioden lo-
bende vurderer behovet for regler fastsat i medfer af bestemmelsen.

Indsamlingsperioden vil herefter kunne forlenges i tilfelde af, at betingel-
serne for at indsamle PNR-oplysninger pa alle flyvninger inden for EU med
tilknytning til Danmark fortsat er til stede.

Hvis betingelserne for at indsamle PNR-oplysninger pé alle flyvninger in-
den for EU med tilknytning til Danmark efter bestemmelsen ikke leengere
er opfyldt, vil PNR-enheden i stedet skulle indsamle PNR-oplysninger pa
flyvninger inden for EU med tilknytning til Danmark efter det foreslaede
stk. 3.

PNR-oplysninger, som PNR-enheden har modtaget efter det foreslaede stk.
5, vil fortsat kunne behandles og opbevares efter reglerne i PNR-lovens ka-
pitel 5 a, selvom trusselsniveauet i det foresldede stk. 5 ikke leengere beret-
tiger en indsamling af PNR-oplysninger p4 alle flyvninger inden for EU med
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tilknytning til Danmark. Det skal ses i lyset af, at PNR-oplysninger, der er
indsamlet og opbevaret som folge af en geeldende pligt til indsamling pé alle
flyvninger inden for EU med tilknytning til Danmark, vil vare sket pa lov-
ligt grundlag, og at sddanne oplysninger derfor som udgangspunkt vil kunne
opbevares 6 méaneder efter indsamlingen, jf. den foresldede bestemmelse i
PNR-lovens § 21 d, hvortil der henvises.

Det forudsattes endvidere, at justitsministeren inddrager forsvarsministeren
forud for udstedelsen af bekendtgerelser i situationer, som er relevante for
myndigheder underlagt forsvarsministeren, herunder FE.

Det bemarkes, at det efter grundlovens § 63 vil vere muligt at indbringe
spergsmalet om, hvorvidt lovgivningens betingelser for indsamling af de
omfattede oplysninger er opfyldt, herunder ogsa om dette er i overensstem-

melse med EU-retten, for domstolene.

(Til § 1 ¢)

Som det fremgéar af pkt. 3.4.2 i lovforslagets almindelige bemerkninger, ud-
talte EU-Domstolen i sin dom af 21. juni 2022 i sag C-817/19, Ligue des
droits humains, at PNR-oplysninger ikke ma opbevares i en enkelt database,
der kan konsulteres med henblik pa bade de i PNR-direktivets artikel 1, stk.
2, oplistede formél (at forebygge, opdage, efterforske eller retsforfolge ter-
rorhandlinger eller grov kriminalitet) og andre formal, idet opbevaring i en
samlet database indebarer en risiko for en sammenblanding af de formal,
som oplysningerne anvendes med henblik pa.

PNR-loven indeholder ikke forskellige regler om indsamlingen af PNR-op-
lysninger eller opbevaringen pa baggrund heraf.

Det foreslasi§ / ¢, at PNR-enheden opbevarer PNR-oplysninger indsamlet
efter § 1 b separat fra PNR-oplysninger indsamlet efter § 1 a.

Det foreslaede vil medfere, at PNR-enheden vil blive ansvarlig for at sikre,
at PNR-oplysninger, jf. bilag 1, som indsamles efter den foreslédede § 1 b,
dvs. PNR-oplysninger indsamlet med henblik pa PET’s og FE’s varetagelse
af opgaver vedrerende den nationale sikkerhed, skal opbevares separat fra
PNR-oplysninger, der indsamles efter den foreslaede hovedregeli § 1 a, dvs.
PNR-oplysninger indsamlet med henblik pa at forebygge, opdage, efterfor-
ske eller retsforfolge terrorhandlinger eller grov kriminalitet.
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Det forudsattes, at PNR-enheden alene vil indsamle ét saet af PNR-oplys-
ninger fra luftfartsselskaberne. Det vil derfor skulle sikres, at de PNR-op-
lysninger, som videresendes fra luftfartsselskaberne til PNR-enheden, it-
teknisk handteres pa en made, saledes at PNR-oplysninger indsamlet efter
henholdsvis §§ 1 a og 1 b efterfolgende kan adskilles til to datasaet og opbe-

vares separat fra hinanden.

Efter det foreslaede vil der hos PNR-enheden blive etableret to adskilte ord-
ninger for opbevaring af PNR-oplysninger, som PNR-enheden modtager fra
luftfartsselskaberne. PNR-enheden vil sdledes vere ansvarlig for at indrette
og behandle de to dataset uathaengigt af hinanden og serskilt. Der vil vare
situationer, hvor PNR-oplysninger vil kunne indsamles efter bade det fore-
sldede § 1 a og det foresldede § 1 b. Det forudsattes i den forbindelse, at der
indhentes ét samlet dataset fra luftfartsselskaberne, som herefter kopieres
og opdeles til to forskellige datasat, der behandles som indsamlet efter hhv.
den foresldede § 1 a og den foresldede § 1 b.

Dette vil f.eks. vare tilfeeldet for flyvningerne ind og ud af EU, hvor de
pageldende oplysninger vil vaere indsamlet med henblik pa at forebygge,
opdage, efterforske eller retsforfelge terrorhandlinger og grov kriminalitet,
og vil veere indsamlet til brug for PET’s og FE’s varetagelse af opgaver ved-
rorende den nationale sikkerhed. I en sddan situation vil oplysningerne
skulle indga i begge datasat, der opbevares separat fra hinanden, og som
behandles efter hhv. reglernei§ 1 aog § 1 b.

Det bemarkes endvidere, at PNR-oplysninger, som videregives til PNR-en-
heden fra luftfartsselskaberne pa andre tidspunkter, end dem der er naevnt i
§ 4, stk. 1, nar PET eller FE vurderer, at det kan have betydning for vareta-
gelsen af tjenesternes opgaver vedrerende den nationale sikkerhed, jf. lov-
forslagets § 1, nr. 7, ogsa vil skulle opbevares efter det foreslaede § 1 c.

Til nr. 2

PNR-lovens § 4 indeholder de tidsintervaller, som luftfartsselskaberne er
forpligtede til at levere PNR-oplysninger til PNR-enheden i.

I medfer af PNR-lovens § 4, stk. 1, nr. 1 og 2, skal PNR-oplysninger, jf.
bilag 1, videregives mellem 24 og 48 timer for den planlagte flyafgang, og
straks efter at luftfartejets dere er lukkede, og det ikke leengere er muligt for
passagerer at gd om bord 1 luftfartejet eller forlade det.

Det foreslas 1§ 4, stk. I, nr. 1, at »og« udgar.
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Der vil vere tale om en konsekvensrettelse som folge af den foresldede @n-
dring i § 1, nr. 4, som ikke vil indebere @&ndringer i geeldende ret efter PNR-
lovens § 4, stk. 1, nr. 1.

Tilnr. 3

PNR-lovens § 4 indeholder de tidsintervaller, som luftfartsselskaberne er
forpligtede til at levere PNR-oplysninger til PNR-enheden 1.

Efter § 4, stk. 1, nr. 1 og 2, skal PNR-oplysninger, jf. bilag 1, videregives
mellem 24 og 48 timer for den planlagte flyafgang, og straks efter at luftfar-
tajets dare er lukkede, og det ikke leengere er muligt for passagerer at gd om
bord i eller forlade luftfartejet. Luftfartsselskaberne er sdledes ikke forplig-
tede til at videregive PNR-oplysninger til PNR-enheden i perioden mellem
24 timer for den planlagte flyafgang og indtil luftfartejets dere er lukkede,
og det ikke leengere er muligt for passagerer at gd om bord i luftfartejet eller
forlade det.

Det foreslas, at der indsattes et nyt § 4, stk. I, nr. 2, hvorefter PNR-oplys-
ninger, jf. bilag 1, skal videregives mellem 4 og 6 timer for den planlagte
flyafgang.

Den foresldede @ndring vil medfere, at luftfartsselskaberne vil skulle vide-
regive PNR-oplysninger til PNR-enheden én yderligere gang. PNR-oplys-
ninger vil dermed skulle videregives til PNR-enheden pé samlet set tre tids-
punkter, jf. dog lovforslagets § 1, nr. 5.

Til nr. 4

I medfor af PNR-lovens § 4, stk. 2, er videregivelse af PNR-oplysninger 1
henhold til § 4, stk. 1, nr. 2, begranset til ajourfering af de oplysninger, der
ernevnti § 4, stk. 1, nr. 1.

Det foresléas i § 4, stk. 2 at @ndre »i henhold til stk. 1, nr. 2« til »i henhold
til stk. 1, nr. 2 og 3«.

Det foresldede skal ses i ssmmenhang med den foresldede @ndring i § 1, nr.
3, hvorefter der foreslas et yderligere tidspunkt for luftfartsselskabernes vi-
deregivelse af PNR-oplysninger til PNR-enheden.

Den foresldede @ndring vil medfore, at luftfartsselskabernes forpligtelse til
at videregive PNR-oplysninger til PNR-enheden mellem 4 og 6 timer for
den planlagte flyafgang, jf. lovforslagets § 1, nr. 4, vil begranses til at vaere
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en ajourforing af de oplysninger, som luftfartsselskaberne allerede har afgi-
vet mellem 24 og 48 timer for den planlagte flyafgang efter PNR-lovens
nuverende § 4, stk. 1, nr. 1. Luftfartsselskabernes videregivelse af PNR-
oplysninger mellem 4 og 6 timer for den planlagte flyafgang vil saledes
skulle foregd pa samme made, som videregivelse af PNR-oplysninger i dag
foregar pa efter PNR-lovens nuvaerende § 4, stk. 1, nr. 2.

Til nr. 5

Ifolge PNR-lovens § 4, stk. 3, nr. 1, skal luftfartsselskaber efter konkret an-
modning fra PNR-enheden videregive PNR-oplysninger til PNR-enheden
pa andre tidspunkter end dem, der er n@vnt i § 4, stk. 1, nar det er nedvendigt
at f4 adgang til oplysningerne for at reagere pa en konkret og reel trussel
relateret til terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan straf-

fes med mindst 3 ars fengsel.

Det foreslas, at § 4, stk. 3, nr. 1, @ndres, saledes at der efter »3 ars fangsel, «
indsattes »eller«.

Der vil vare tale om en konsekvensaendring som folge af ophavelsen af §
4, stk. 3, nr. 3, jf. lovforslagets § 1, nr. 6. Andringen vil ikke have nogen
indholdsmassig betydning.

Til nr. 6

Efter PNR-lovens § 4, stk. 3, nr. 2, skal luftfartsselskaber efter konkret an-
modning fra PNR-enheden videregive PNR-oplysninger til PNR-enheden
pa andre tidspunkter end dem, der er nevnt i § 4, stk. 1, nar PET vurderer,
at det kan have betydning for tjenestens opgaver vedrerende forebyggelse
og efterforskning af overtraedelser af straffelovens kapitel 12 og 13. Efter §
4, stk. 3, nr. 3, skal luftfartsselskaber efter konkret anmodning fra PNR-en-
heden videregive PNR-oplysninger til PNR-enheden pa andre tidspunkter
end dem, der er nevnt i § 4, stk. 1, nir FE vurderer, at det kan have betyd-
ning for varetagelsen af tjenestens virksomhed rettet mod forhold i udlandet.

I sin afgerelse af 21. juni 2022 1 sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene ma behandles med henblik pé at
varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfolge terrorhandlinger eller grov
kriminalitet). En tilsvarende begrensning fremgér ikke af PNR-loven for sa
vidt angdr PET’s og FE’s adgang til PNR-oplysninger.
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Det foreslés, at § 4, stk. 3, nr. 2 og 3, ophaves, og at der 1 stedet indsattes
et nyt nr. 2, hvorefter luftfartsselskaber efter konkret anmodning fra PNR-
enheden vil skulle videregive PNR-oplysninger til PNR-enheden pa andre
tidspunkter end dem, der er naevnt 1 § 4, stk. 1, nér Politiets Efterretnings-
tjeneste eller Forsvarets Efterretningstjeneste vurderer, at det kan have be-

tydning for varetagelsen af tjenesternes opgaver vedrerende den nationale
sikkerhed, jf. kapitel 5 a.

Den foreslaede @ndring vil indebere, at luftfartsselskaberne efter konkret
anmodning fra PNR-enheden vil vere forpligtede til at videregive PNR-op-
lysninger til PNR-enheden pa andre tidspunkter end dem, der er nevnt i §
4, stk. 1, nér PET eller FE vurderer, at det kan have betydning for varetagel-
sen af tjenestes opgaver vedrerende den nationale sikkerhed, jf. det foresla-
ede kapitel 5 a. Indsamlingen af PNR-oplysninger efter bestemmelsen vil
ske med henblik pd PET’s og FE’s varetagelse af opgaver vedrerende den
nationale sikkerhed, hvorfor oplysningerne vil skulle opbevares i overens-
stemmelse med den foreslaede § 1 b, stk. 6.

Det vil vaere PNR-enheden, der fastlaegger, hvornar videregivelsen efter be-
stemmelsen konkret skal finde sted. Det vil sdledes kunne fastleegges, at vi-
deregivelse skal finde sted gjeblikkeligt eller pd et nermere fastsat tids-
punkt.

Ved »kan have betydning« menes, at oplysningerne vil kunne indhentes,
hvis det ikke pa forhdnd kan udelukkes, at oplysningerne vil kunne have
relevans for PET’s og FE’s opgaver vedrerende den nationale sikkerhed.
Der vil dermed vare tale om en generel relevansbetingelse, der skal forstés
1 overensstemmelse med § 3 1 PET-loven og § 3, stk. 1, 1 FE-loven.

Ved »opgaver vedrerende den nationale sikkerhed« forstas bl.a. PET’s op-
gaver 1 forbindelse med at forebygge, efterforske og modvirke forbrydelser
mod statens selvstendighed og sikkerhed samt forbrydelser mod statsforfat-
ningen og de everste statsmyndigheder mv., jf. straffelovens kapitel 12 og
13, og tilvejebringelsen af det efterretningsmassige grundlag for varetagel-
sen af tjenestens opgaver 1 forbindelse hermed, jf. PET-lovens § 1, stk. 1, og
for dansk sikkerhedspolitik.

Der forstés endvidere FE’s opgaver i forbindelse med tjenestens virksomhed
rettet mod forhold i1 udlandet, jf. FE-lovens § 1, stk. 1, hvorefter FE har til
opgave at tilvejebringe det efterretningsmassige grundlag for dansk uden-
rigs-, sikkerheds- og forsvarspolitik samt medvirke til at forebygge og
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modvirke trusler mod Danmark og danske interesser, og i den forbindelse
indsamle, indhente, bearbejde, analysere og formidle oplysninger om for-
hold i udlandet af betydning for Danmark og danske interesser, herunder for
danske enheder mv. i udlandet.

Den foreslaede ophavelse af nr. 3 vil indebare, at luftfartsselskaber frem-
over ikke vil vare forpligtede til at videregive PNR-oplysninger til PNR-
enheden pa andre tidspunkter, fordi FE har vurdereret, at det kan have be-
tydning for varetagelsen af tjenestens virksomhed rettet mod forhold i ud-
landet. En séddan videregivelse vil fremover vere omfattet af det foresldede
nr. 2

Til nr. 7

Det fremgér af PNR-lovens § 5, at PNR-oplysninger, jf. bilag 1, fra luft-
fartsselskaber opbevares i1 en periode pé 5 r efter videregivelsen til PNR-
enheden, hvorefter oplysningerne slettes.

Det er PNR-enheden, der modtager PNR-oplysningerne fra luftfartsselska-
berne, og som er ansvarlig for at opbevare og slette dem.

PNR-lovens § 5 regulerer alene opbevaringen af ubehandlede PNR-oplys-
ninger, som PNR-enheden modtager fra luftfartsselskaberne, hvorimod re-
sultatet af behandlingen af PNR-oplysninger efter PNR-lovens § 10, nr. 1-
4, reguleres af PNR-lovens § 8.

Néar PNR-enheden modtager PNR-oplysninger fra PNR-enheder i andre EU-
medlemsstater, finder regler om slettefrister mv. i lov om retshdndhavende
myndigheders behandling af personoplysninger (retshdndhavelsesloven)
anvendelse, jf. PNR-lovens § 2, stk. 2.

EU-Domstolen fastslog i sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue
des droits humains, at PNR-direktivets artikel 12, stk. 1, om regler for op-
bevaring af PNR-oplysninger sammenholdt med Chartret er til hinder for en
generel opbevaringsperiode pd 5 ar for PNR-oplysninger, der finder anven-
delse uden forskel pa alle flypassagerer (preemis 262), idet en sddan opbe-
varing ikke er begranset til det strengt nedvendige. Dog udtalte EU-Dom-
stolen ogs4, at det er muligt inden for rammerne af PNR-direktivet at opbe-
vare PNR-oplysninger om samtlige flypassagerer i en fast periode pa 6 ma-
neder, uden at der er noget som helst tegn p4, at de skulle vare involveret 1
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terrorhandlinger eller grov kriminalitet (preemis 255). Der henvises til pkt.
3.2.2 i lovforslagets almindelige bemarkninger for yderligere herom.

Det foreslas i § 5, at »5 ar« @ndres til »6 maneder«, og at »slettes.« @ndres
til »slettes, jf. dog stk. 2 og 3.«

Andringen vil medfere, at PNR-oplysninger fra luftfartsselskaber som ud-
gangspunkt opbevares i en periode pa 6 maneder efter videregivelsen til
PNR-enheden, hvorefter oplysningerne slettes. Der vil dog vere mulighed
for at opbevare PNR-oplysninger i en leengere periode, hvis betingelserne 1
de foresldede stk. 2 og regler fastsat i medfer 3 er opfyldt, jf. lovforslagets
§ 1, nr. 8, og bemarkningerne hertil.

Til nr. 8

I medfer af PNR-lovens § 5 opbevares PNR-oplysninger, jf. bilag 1, fra luft-
fartsselskaber i en periode pd 5 ar efter videregivelsen til PNR-enheden,

hvorefter oplysningerne slettes.

PNR-lovens § 5 regulerer alene opbevaringen af ubehandlede PNR-oplys-
ninger, som PNR-enheden modtager fra luftfartsselskaberne, hvorimod re-
sultatet af behandlingen af PNR-oplysninger efter PNR-lovens § 10, nr. 1-
4, reguleres af PNR-lovens § 8.

EU-Domstolen fastslog i sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue
des droits humains, at PNR-direktivets artikel 12, stk. 1, om opbevaring af
PNR-oplysninger sammenholdt med Chartret skal fortolkes séledes, at be-
stemmelsen er til hinder for en generel opbevaringsperiode pa 5 &r for PNR-
oplysninger, der finder anvendelse uden forskel pé alle flypassagerer (pree-
mis 262), idet en sddan opbevaring ikke er begraenset til det strengt nedven-
dige. EU-Domstolen udtalte dog, at en fast opbevaringsperiode pa 6 méne-
der for PNR-oplysninger om samtlige passagerer, ville kunne rummes inden
for rammerne af PNR-direktivet (premis 255), og at PNR-oplysninger vil
kunne opbevares 1 mere end 6 maneder, hvis der foreligger objektive for-
hold, som ger det muligt at antage, at visse passagerer ville kunne frembyde
en risiko 1 forbindelse med terrorhandlinger og grov kriminalitet (preemis
259). Der henvises 1 gvrigt til pkt. 3.2.2 1 de almindelige bemarkninger for

nermere om dommen.
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PNR-loven indeholder ikke bestemmelser, som svarer til de begransninger
ireglerne om opbevaring, som EU-Domstolen har fastlagt i relation til PNR-
direktivet.

Det foreslas 1 § 5 at indsatte et nyt stk. 2 og 3.

Det foreslés i stk. 2, 1. pkt., at er der grund til at antage, at en eller flere
passagerer kan frembyde en risiko i forbindelse med terrorhandlinger eller
grov kriminalitet, der kan straffes med mindst 3 &rs faengsel, vil PNR-enhe-
den kunne opbevare PNR-oplysninger, om de pagaldende personer sa
leenge, det er nedvendigt.

Med »grov kriminalitet« forstas kriminalitetstyperne opregnet i lovens bilag
2. Med »PNR-oplysninger« forstis oplysningerne opregnet i lovens bilag 1.

Der vil med den foresldede bestemmelse sammenholdt med det foreslaede
stk. 3, jf. straks nedenfor, indferes mulighed for differentierede opbeva-
ringsperioder, hvorefter det 1 visse situationer vil vare muligt at opbevare

PNR-oplysninger i mere end 6 méneder.

Opbevaringen af PNR-oplysninger efter bestemmelsen vil kreve, at der er
grund til at antage, at konkrete passagerer vil kunne frembyde en risiko i
forbindelse med terrorhandlinger eller grov kriminalitet, der har en — i det
mindste indirekte — objektiv forbindelse med disse passagerers flyrejse. Der
vil veere tale om en konkret vurdering 1 det enkelte tilfeelde. Det forudsattes,
at kravet om nedvendighed for opbevaring i leengere tid end 6 méineder for
PNR-oplysninger indsamlet med henblik pé at forebygge, opdage, efterfor-
ske eller retsforfolge terrorhandlinger kun vil vaere opfyldt ved henvisning
til en konkret risiko for terrorhandlinger.

Dette vil 1 almindelighed vere tilfeldet for passagerer, som har udlest et
verificeret hit som led i PNR-enhedens forudgaende vurdering af PNR-op-
lysninger (forhdndsvurderingen), eller for passagerer, som PNR-enheden
har videregivet PNR-oplysninger om péd baggrund af en begrundet anmod-
ning, herunder i form af en watchliste, fra politiet eller efterretningstjene-
sterne. Det bemaerkes i den forbindelse, at det navnlig er i sddanne tilfeelde,
at politiet i dag ved bekeempelsen af terrorisme og grov kriminalitet anven-
der sddanne oplysninger, men at det ikke kan udelukkes, at der 1 andre til-
feelde vil vaere grund til at antage, at én eller flere passagerer frembyder en
risiko omfattet af bestemmelsen.
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Det vil veere PNR-enheden, som vurderer, om betingelserne efter det fore-
sldede stk. 2, 1. pkt., er opfyldt.

Hvis PNR-enheden vurderer, at det vil veere muligt at opbevare PNR-oplys-
ninger om en eller flere konkrete passagerer efter bestemmelsen, vil det
veere de 1 bilag 1 oplistede PNR-oplysninger om disse passagerer, som det
vil vaere muligt at opbevare efter bestemmelsen (modsat alene behandlings-
resultatet).

Det foreslas 1 stk. 2, 2. pkt., at perioden for opbevaring af oplysninger efter
1. pkt. ikke kan overstige 5 ar.

Den foresldede bestemmelse indebarer, at opbevaring efter den foresldede
bestemmelse ikke vil kunne ske leengere end 5 ar. Omvendt forudsattes det,
at oplysningerne som det klare udgangspunkt opbevares i kortere tid og kun
sa leenge, at det er nedvendigt.

Det foreslds 1 stk. 3, 1. pkt., at justitsministeren kan fastsette regler om, at
PNR-oplysninger kan opbevares i en l&ngere periode end fastsat i § 5, stk.
1, nar der foreligger tilstraekkeligt konkrete omstaendigheder, der giver an-
ledning til at antage, at Danmark stér over for en terrortrussel, der ma anses
for at veere reel og aktuel eller forudsigelig.

Det foreslas i stk. 3, 2. pkt., at regler om opbevaringsperioden fastsat i med-
for af 1. pkt. kan fastsettes for en periode pa hojst et ar ad gangen.

Den foresldede bestemmelse vil indebzre, at justitsministeren ved bekendt-
gorelse vil kunne fastsatte regler om, at PNR-enheden vil kunne opbevare
samtlige PNR-oplysninger, som aktuelt opbevares 1 PNR-enhedens it-sy-
stem, i en laengere periode end 6 maneder, hvis terrortruslen mod Danmark
nedvendigger det. Dette indeberer, at oplysninger, der er indsamlet pa et
tidspunkt, hvor der ikke er fastsat regler efter stk. 3, vil blive omfattet af de
regler om opbevaring, som vil blive fastsat i medfer af den foresladede be-
stemmelse, uathangigt af, hvilken opbevaringsperiode, som gjaldt for.

Det forudsattes, at justitsministeren vil skulle foretage vurderingen af, om
der foreligger tilstreekkeligt konkrete omstandigheder til at antage, at Dan-
mark stdr over for trussel, der m4 anses for at vare reel og aktuel eller for-
udsigelig, under inddragelse af flere forskellige elementer. Vurderingen af

Side 69/127



UDKAST

denne trussel vil skulle revurderes hvert ar og vil sdledes skulle fastsattes
for en periode pa et ar ad gangen. Lengden af den tilladte opbevaringsperi-
ode vil saledes skulle spejle det aktuelle trusselsniveau mod Danmark. Ud-
nyttelsen af den foresldede bemyndigelsesbestemmelse vil dog i alle tilfeelde
vare betinget af, at der foreligger konkrete omstaendigheder til at antage, at
Danmark star over for en alvorlig terrortrussel, som ma anses for at vare
reel og aktuel eller forudsigelig, hvor den forlengede opbevaringsperiode
er neadvendig for at kunne imedega en sadan trussel.

Som et vaesentligt element vil Vurderingen af Terrortruslen mod Danmark
kunne indgé, som éarligt udarbejdes af Center for Terroranalyse (CTA). I
denne vurdering fastsetter CTA det nationale terrortrusselsniveau og be-

skriver terrortruslen mod Danmark og danske interesser i udlandet.

Der er tale om en samlet vurdering af terrortruslen mod Danmark og vurde-
ringer af truslen fra specifikke kategorier som f.eks. militant islamisme, hgj-
reekstremisme og venstreekstremisme. Som led heri vurderes det bl.a., om
det er sandsynligt, at en eller flere aktorer har kapacitet til eller intention om
at bega et terrorangreb, og om planlegning af et terrorangreb i det kom-

mende 4r er sandsynlig.

Oplysninger fra en reekke uklassificerede analyseprodukter udgivet af f.eks.
PET, FE eller Styrelsen for Samfundssikkerhed vil ogsa kunne indga som
elementer 1 justitsministerens vurdering af, om truslen er pa et niveau, som
nedvendigger indsamling af PNR-oplysninger pa alle flyruter efter den fo-
resldede bestemmelse.

Derudover kan oplysninger om antallet og karakteren af verserende eller af-
gjorte straffesager om overtradelse af straffelovens kapitel 13 indga i vur-
deringen. Det vil séledes kunne indga som et moment ved vurderingen, om
der er foretaget sigtelser, sket varetegtsfengsling eller rejst tiltale for for-
hold omfattet af straffelovens kapitel 13, ligesom domfaldelser, hvorved
der er domt for overtraedelse af de bestemmelser, der harer under straffelo-
vens kapitel 13, vil kunne tillegges betydelig vegt ved vurderingen.

Det bemarkes, at ovenstdende ikke er en udtemmende opregning af mo-
menter, som vil kunne indga i1 vurderingen, og at der i alle tilfelde er tale
om et sikkerhedsfagligt sken, hvor justitsministeren forudsattes at inddrage
de relevante myndigheder, herunder Forsvarsministeriet og efterretningstje-

nesterne.
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Det bemarkes, at oplysninger opbevaret efter regler fastsat i medfer af den
foreslaede bestemmelse alene vil kunne anvendes til at forebygge, opdage,
efterforske, retsforfolge eller 1 gvrigt bekaeempe terrorhandlinger eller andre
terrorrelaterede forbrydelser. Det vil navnlig indebere overtradelse af straf-
felovens §§ 114-114 j samt ved mistanke herom. Det indebarer, at oplys-
ninger indsamlet bl.a. med henblik pa at forebygge, opdage, efterforske eller
retsforfolge terrorhandlinger vil kunne omfattes af regler fastsat i medfor af
den foreslaede bestemmelse, hvorimod oplysninger indsamlet alene med
henblik pé at forebygge, opdage, efterforske eller retsforfelge grov krimina-
litet ikke vil kunne opbevares efter regler fastsat i medfer af den foreslaede
bestemmelse.

Det bemerkes, at PNR-oplysninger som opbevares i mere end 6 maneder
efter stk. 2 eller stk. 3, vil skulle maskeres efter PNR-lovens § 7, stk. 1.

Det foreslés i stk. 3, 3. pkt., at opbevaringen hojst kan ske i 5 ar.

Det foresldede vil indebare, at der ikke vil kunne fastsattes regler om op-

bevaring af oplysninger som navnt i 1. pkt. i en leengere periode end 5 ar.

Til nr. 9

Det fremgar af PNR-lovens § 6, at modtager PNR-enheden PNR-oplysnin-
ger, jf. bilag 1, der indeholder andre oplysninger end navnt i bilag 1, slettes
oplysningerne straks.

Det foreslds at @ndre PNR-lovens § 6, sdledes at »PNR-enheden PNR-op-
lysninger« @ndres til »PNR-enheden, jf. §§ 1 a og 1 b, PNR-oplysninger,
og at »jf. bilag 1 der« @&ndres til »jf. bilag 1, der«.

Det foreslaede skal ses i sammenhang med den foresladede indsettelse af §§
1 a og 1 b, hvorefter PNR-enheden vil skulle indsamle PNR-oplysninger
efter to bestemmelser, er der behov for at justere forpligtelsen 1 PNR-lovens

§ 6.

Efter det foresldede vil PNR-enheden fortsat ved modtagelse PNR-oplys-
ninger, der indeholder andre oplysninger end oplistet 1 bilag 1, skulle slette
disse, uanset om oplysningerne er indsamlet efter den foreslaede § 1 a eller
den foresldede § 1 b. PNR-lovens § 6 vil sdledes ogsa finde anvendelse for
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PNR-oplysninger, der behandles efter kapitel 5 a. Der er ved &ndringen ikke
1 ovrigt tilsigtet &ndringer af geeldende ret.

Til nr. 10

Det folger af PNR-lovens § 7, stk. 1, at 6 maneder efter videregivelsen af
PNR-oplysninger, jf. bilag 1, har fundet sted, maskeres oplysninger om pas-
sagerens navn, herunder medpassagerers navne og antal rejsende, der rejser
sammen, adresse og kontaktoplysninger, alle former for betalingsoplysnin-
ger, herunder faktureringsadresse, oplysninger om bonusprogrammer, gene-
relle bemarkninger og eventuelt indsamlede API-oplysninger, der er omfat-
tet af punkt 18 i PNR-lovens bilag 1.

Ved »maskering« forstds en teknisk proces, der gor opregnede oplysninger
utilgeengelige for uautoriserede brugere. Efter en maskering er det ikke len-
gere muligt for de brugere, der har adgang til at tilga oplysningerne, direkte
at identificere fysiske personer, jf. ogsa Folketingstidende 2018-19 (1. sam-
ling), tilleg A, L 107 som fremsat, side 29.

Det foreslas i § 7, stk. 1, at »6 méaneder efter at videregivelsen af PNR-op-
lysninger, jf. bilag 1, har fundet sted, maskeres folgende oplysninger:« &n-
dres til »Folgende PNR-oplysninger, jf. bilag 1, der ikke er slettet, jf. § 5,
stk. 2 og 3, maskeres 6 maneder efter, videregivelsen til PNR-enheden har
fundet sted:«

Det foreslaede skal ses pa baggrund af de foreslaede @ndringer af § 5 om
opbevaring af PNR-oplysninger, jf. lovforslagets § 1, nr. 7 og 8, behov for
at justere ordlyden 1 PNR-lovens § 7.

Den foreslaede a&ndring af § 7, stk. 1, skyldes, at det efter @ndringen af § 5,
jf. lovforslagets § 1, nr. 7, vil vere udgangspunktet, at PNR-oplysninger
opbevares i en periode pa 6 maneder efter videregivelsen til PNR-enheden,
hvorefter oplysningerne skal slettes. Da PNR-oplysninger efter PNR-loven
§ 7, stk. 1, forst skal maskeres 6 méneder efter videregivelsen til PNR-en-
heden, vil PNR-lovens regler om maskering fremover alene vere relevant
for PNR-oplysninger, som opbevares i mere end 6 méaneder efter enten det
foreslaede § 5, stk. 2 eller regler udstedt i medfer af stk. 3, jf. lovforslagets
§ 1, nr. 8. Hvis PNR-oplysninger sdledes opbevares i mere end 6 méneder
efter én af disse bestemmelser, vil de oplistede PNR-oplysninger i § 7, stk.
1, skulle maskeres. Der er ikke tilsigtet en indholdsmassig @ndring af be-

stemmelsen.
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Tilnr. 11

Det fremgér af PNR-lovens § 7, stk. 2, nr. 1, at oplysninger, der er maskeret
efter § 7, stk. 1, ikke ma afmaskeres, medmindre det er nedvendigt for at
forebygge, opdage, efterforske eller retsforfalge terrorhandlinger og grov
kriminalitet, jf. bilag 2, der kan straffes med mindst 3 ars feengsel, og afma-
skeringen er godkendt af politiet eller den, som bemyndiges hertil. Ifolge
PNR-lovens § 7, stk. 2, nr. 2 og 3, ma oplysninger, der er maskeret efter §
7, stk. 1, ikke afmaskeres, medmindre de afmaskerede oplysninger mé an-
tages at have betydning for varetagelsen af PET’s opgaver vedrerende fore-
byggelse og efterforskning af overtraedelser af straffelovens kapitel 12 og
13, og afmaskeringen er godkendt af chefen for PET eller den, som bemyn-
diges hertil, eller de afmaskerede oplysninger mé antages at have betydning
for varetagelse af FE’s virksomhed rettet mod forhold i udlandet, jf. dog §
15, stk. 3, og afmaskeringen er godkendt af chefen for FE eller den, som
bemyndiges hertil.

I sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene ma behandles med henblik pé at
varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfelge terrorhandlinger eller grov
kriminalitet). En tilsvarende begraensning fremgér ikke af PNR-lovens reg-
ler om PET’s og FE’s adgang til PNR-oplysninger. Der henvises til punkt 2
1 lovforslagets almindelige bemarkninger for yderligere herom.

Det foreslas, at § 7, stk. 2, nyaffattes, saledes at oplysninger, der er maskeret
efter stk. 1, ikke méd afmaskeres, medmindre det er nedvendigt for at fore-
bygge, opdage, efterforske eller retsforfolge terrorhandlinger og grov krimi-
nalitet, der kan straffes med mindst 3 érs fengsel, og afmaskeringen er god-
kendt af politiet, chefen for Politiets Efterretningstjeneste, chefen for For-
svarets Efterretningstjeneste eller personer, som bemyndiges hertil.

Den foreslaede endring vil medfere, at mulighederne for at afmaskere PNR-
oplysninger, jf. bilag 1, efter PNR-lovens nuvarende § 7, stk. 2, nr. 2 og 3,
som vedrerer PET og FE, opherer. PET og FE vil fortsat have adgang til at
afmaskere oplysninger efter den foresldede nyaffattede § 7, stk. 2, hvis be-
tingelserne heri er opfyldt, hvilket navnlig vil sige, at afmaskeringen er ned-
vendig med henblik pa at forebygge, opdage, efterforske eller retsforfolge
terrorhandlinger og grov kriminalitet, der kan straffes med mindst 3 ars
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feengsel. Med »grov kriminalitet« forstds de kriminalitetstyper, der fremgar
af lovens bilag 2.

Beslutninger om afmaskering af PNR-oplysninger efter det nyaffattede § 7,
stk. 2, til brug for PET eller FE vil skulle treeffes af enten chefen for PET
eller FE eller personer, som bemyndiges hertil. Det er med lovforslaget for-
udsat, at dette vil svare til den proces, som i dag galder for godkendelse af
beslutninger om afmaskering efter PNR-lovens § 7, stk. 2, nr. 2 og 3. Be-
slutninger om afmaskering til brug for de kompetente myndigheder, jf. bilag
3, vil fortsat skulle treeffes af politiet eller den, som bemyndiges dertil. Efter
den foreslaede bestemmelse vil de kompetente personer endvidere kunne

bemyndige andre til at treeffe afgerelse om afmaskering pa deres vegne.

Det bemerkes, at hvis der 1 forvejen er indhentet en kendelse efter den fo-
resldede nyaffattede § 21, jf. lovforslagets § 1, nr. 21, om videregivelse af
PNR-oplysninger, herunder PNR-oplysninger, der er mere end 6 maneder
gamle, og som dermed er maskerede, vil der ikke ogsé vere behov for at
opfylde betingelserne for afmaskering af de omfattede PNR-oplysninger ef-
ter det foresldede nyaffattede § 7, stk. 2.

Til or. 12

I medfer af PNR-lovens § 7, stk. 3, underrettes Rigspolitiets databeskyttel-
sesradgiver, jf. PNR-lovens § 25, stk. 1, om afmaskering efter § 7, stk. 2, nr.
1, og foretager en efterfolgende kontrol af, om betingelserne for afmaske-
ring er opfyldt. Databeskyttelsesradgiveren underretter PNR-enheden og,
hvis det er relevant, de bererte myndigheder, hvis betingelserne for afma-
skering ikke er opfyldt.

Det folger af bemarkningerne til stk. 3, at PET’s og FE’s beslutninger om
afmaskering efter § 7, stk. 2, nr. 1, ikke er underlagt databeskyttelsesradgi-
verens efterfolgende kontrol, jf. Folketingstidende 2018-19 (1. samling), til-
leeg A, L 107 som fremsat, side 31. Det folger ogsa, at PET’s behandling af
afmaskerede PNR-oplysninger er underlagt TET’s kontrol, og at FE’s be-
handling af afmaskerede PNR-oplysninger om danske og udenlandske stats-
borgere, der er omfattet af begrebet »1 Danmark hjemmehorende fysiske
personer«, er underlagt TET’s kontrol.

Det foreslasi§ 7, stk. 3, 1. pkt., at », nr. 1,« udgér.

Der er tale om en konsekvensrettelse som folge af nyaffattelsen af § 7, stk.
2, jf. lovforslagets § 1, nr. 11, og der er séledes ikke tilsigtet nogen
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@ndringer af geldende ret. Det bemaerkes i den forbindelse, at PET’s og
FE’s beslutninger om afmaskering efter den foreslédede § 7, stk. 2, fortsat
ikke vil vaere underlagt Rigspolitiets databeskyttelsesradgivers efterfol-
gende kontrol.

Til nr. 13

Det fremgar af PNR-lovens § 8, stk. 1, at PNR-enheden opbevarer resultatet
af behandlingen af oplysningerne, der har fundet sted i medfer af § 10, nr.
1-4, sa leenge det er nedvendigt for at underrette de kompetente myndighe-
der, der er angivet i bilag 3, samt PET og FE eller kompetente myndigheder
eller PNR-enheder 1 andre EU-medlemsstater om et hit.

Det er 1 hvert tilfelde PNR-enheden, som skal foretage en konkret vurdering
af, hvor lenge det er nodvendigt at opbevare behandlingsresultatet. Ifolge
bemerkningerne til bestemmelsen, er det dog forudsat, at PNR-enheden
umiddelbart efter at have foretaget behandlingen af oplysningerne, under-
retter den relevante myndighed om behandlingsresultatet, hvorefter det ikke
leengere vil vere nedvendigt at opbevare resultatet, jf. Folketingstidende
2018-19 (1. samling), tilleg A, L 107 som fremsat, side 32.

Det foreslds 1 § &8, stk. 1, at »nr. 1-4,« @ndres til »nr. 1-3, og § 21 b, nr. 1-
3,«.

Det foresldede skal ses i sammenhang med de foresldede @ndringer af PNR-
lovens § 10 og den foresldede indsattelse af § 21 b, jf. lovforslagets § 1, nr.
14, 15 og 22.

Den foresldede @ndring vil indebare, at § 8 ogsa vil finde anvendelse for
behandling af PNR-oplysninger efter kapitel 5 a. Det vil sige, at PNR-enhe-
dens opbevaring af resultatet af behandlingen af oplysninger efter bade
PNR-lovens §§ 10 og 21 b vil blive regulere samlet af § 8. Der er ikke her-
udover tiltenkt en @ndring af geldende ret efter bestemmelsen.

Til nor. 14

PNR-lovens § 10 fastsatter udtemmende de formal, som giver PNR-enhe-
den mulighed for at behandle PNR-oplysninger. Efter PNR-lovens § 10, nr.
2, md PNR-enheden behandle PNR-oplysninger, hvis PET vurderer, at op-
lysningerne kan have betydning for varetagelsen af tjenestens opgaver ved-
rerende forebyggelse og efterforskning af overtraedelser af straffelovens ka-
pitel 12 og 13.
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I sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene ma behandles med henblik pé at
varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfelge terrorhandlinger eller grov
kriminalitet). En tilsvarende begraensning fremgar ikke af PNR-lovens reg-
ler om PET’s og FE’s adgang til PNR-oplysninger. Der henvises til punkt 2
og pkt. 3.4.1.2 i lovforslagets almindelige bemerkninger for yderligere

herom.

Det foreslas, at ophave § 10, nr. 2 og 3, og i stedet indsette et nyt nr. 2,
séledes at det fremgar, at PNR-enheden ma behandle PNR-oplysninger, jf.
bilag 1, for at reagere pd en begrundet anmodning fra en kompetent myn-
dighed, jf. bilag 3, Politiets Efterretningstjeneste eller Forsvarets Efterret-
ningstjeneste om at videregive PNR-oplysninger i konkrete sager, nar vide-
regivelsen kan have betydning for at forebygge, opdage, efterforske eller
retsforfolge terrorhandlinger eller grov kriminalitet, der kan straffes med
mindst 3 ars faengsel.

Den foresldede bestemmelse vil indebare, vil PNR-enheden ikke kunne be-
handle PNR-oplysninger, selvom PET vurderer, at oplysningerne kan have
betydning for varetagelsen af tjenestens opgaver vedrerende forebyggelse
og efterforskning af overtredelser af straffelovens kapitel 12 og 13. Kun nar
behandlingen beror pa et behov for at reagere pa en anmodning om videre-
givelse af oplysninger i1 konkrete sager, som kan have betydning for at fore-
bygge, opdage, efterforske eller retsforfolge terrorhandlinger eller grov kri-
minalitet, der kan straffes med mindst 3 ars faengsel, vil PNR-enheden kunne
behandle oplysningerne. Med »grov kriminalitet« forstis kriminalitetsty-
perne opregnet i bilag 2.

Herved vil PNR-oplysninger, der er indsamlet i overensstemmelse med de
regler 1 PNR-loven, hvis indhold svarer til PNR-direktivets, alene kunne be-
handles med henblik pd varetagelsen af de forméal, som er tilsvarende for-
malene oplistet i PNR-direktivets artikel 1, stk. 2.

Den foreslaede @ndring skal ses 1 lyset af lovforslagets § 1, nr. 18, hvorefter
det foreslas at nyaffatte PNR-lovens § 15 om videregivelse af PNR-oplys-
ninger. Det foreslds i den forbindelse, at PNR-enheden efter begrundet an-
modning vil skulle videregive PNR-oplysninger eller resultatet af behand-
lingen af sddanne oplysninger til en kompetent myndighed, jf. bilag 3, PET
eller FE, nér der er rimelig grund til at tro, at videregivelsen kan have
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betydning for at forebygge, opdage, efterforske eller retsforfalge terrorhand-
linger og grov kriminalitet, jf. bilag 2, der kan straffes med mindst 3 ars
feengsel.

PNR-enheden vil efter den foreslaede nyaffattelse af § 10, nr. 2, kunne be-
handle PNR-oplysninger med henblik pa at kunne reagere pa en sadan an-
modning. Den foresldede @ndring udger sidledes PNR-enhedens behand-
lingsgrundlag. For nermere om provelsen af, hvorvidt videregivelsen kan
have betydning, henvises til den foreslaede @ndring af § 15, jf. lovforslagets
§ 1, nr. 18 og bemaerkningerne hertil.

Den foresldede @ndring vil endvidere indebere, at PNR-enheden ikke vil
kunne behandle PNR-oplysninger, hvis FE vurderer, at oplysningerne kan
have betydning for varetagelsen af tjenestens virksomhed rettet mod forhold
1 udlandet. FE vil herefter skulle kunne begrunde anmodningen om videre-
givelse med, at videregivelsen kan have betydning for at forebygge, opdage,
efterforske elle retsforfolge terrorhandlinger eller grov kriminalitet, der kan
straffes med mindst 3 &rs faengsel.

Den foresldede @ndring vil endvidere skulle ses i forbindelse med den fore-
sldede indsattelse af § 21 b, hvorefter PNR-enheden ma behandle PNR-op-
lysninger, jf. bilag 1, efter reglerne i kapitel 5 a, hvis PET eller FE vurderer,
at oplysningerne kan have betydning for tjenesternes varetagelse af opgaver

vedrerende den nationale sikkerhed, jf. lovforslagets § 1, nr. 22.
Til nr. 15

PNR-lovens § 10 fastsetter udtommende de formal, som PNR-enheden ma
behandle PNR-oplysninger til.

Efter PNR-lovens § 10, nr. 4, md PNR-enheden behandle PNR-oplysninger
for at reagere pa en begrundet anmodning fra en kompetent myndighed, jf.
bilag 3, eller en kompetent myndighed eller en PNR-enhed i en anden EU-
medlemsstat, Europol, et tredjeland eller en international organisation om at
videregive PNR-oplysninger 1 konkrete sager, der er nedvendige for at fo-
rebygge, opdage, efterforske og retsforfelge terrorhandlinger eller grov kri-
minalitet, jf. bilag 2, der kan straffes med mindst 3 ars fengsel.

Det foreslds i § 10, nr. 4, at »en kompetent myndighed, der er angivet i bilag
3, eller« udgér.
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Den foresldede @ndring skal i lyset af, at hjemlen for PNR-enheden til at
kunne behandle PNR-oplysninger for at kunne reagere pd en begrundet an-
modning fra en kompetent myndighed, jf. bilag 3, fremover vil veere PNR-
lovens § 10, nr. 2, jf. lovforslagets § 1, nr. 14.

Der er ikke tilsigtet en @ndring i PNR-enhedens mulighed efter PNR-lovens
§ 10, nr. 4 (som bliver nr. 3), for i gvrigt at kunne behandle PNR-oplysninger
for at reagere pa en begrundet anmodning fra en kompetent myndighed eller
en PNR-enhed i en anden EU-medlemsstat, Europol, et tredjeland eller en
international organisation om at videregive PNR-oplysninger i konkrete sa-
ger, der er nodvendige for at forebygge, opdage, efterforske og retsforfolge
terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan straffes med

mindst 3 ars feengsel.
Til nr. 16

Modtager PNR-enheden PNR-oplysninger, jf. bilag 1, eller resultatet af be-
handlingen af oplysningerne fra andre EU-medlemsstaters PNR-enheder,
folger det af PNR-lovens § 12, at oplysningerne kun mé behandles med hen-
blik pa videregivelse til de kompetente myndigheder, der er angivet i bilag
3, eller til PET eller FE efter reglerne i kapitel 5.

Efter PNR-lovens § 16, stk. 3, nr. 1, kan PNR-enheden anmode en PNR-
enhed i1 en anden EU-medlemsstat om at videregive PNR-oplysninger eller
resultatet af behandlingen af oplysningerne, hvis oplysningerne er nedven-
dige 1 en konkret sag for at forebygge, opdage, efterforske eller retsforfalge
terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan straffes med
mindst 3 ars faengsel.

PNR-loven indeholder ikke 1 dag sarskilte regler for behandling af PNR-
oplysninger til brug for PET’s og FE’s varetagelse af opgaver vedrerende
den nationale sikkerhed.

Det foreslés at indsette et § 12, stk. 2, hvorefter PNR-oplysninger eller re-
sultatet af behandlingen af sddanne oplysninger, som PNR-enheden modta-
ger fra andre EU-medlemsstaters PNR-enheder, ikke mé& behandles efter
reglerne 1 kapitel 5 a.

Den foresldede bestemmelse skal ses 1 ssmmenhang med lovforslagets § 1,
nr. 22, om indsattelse af et nyt kapitel 5 a om efterretningstjenesternes ad-
gang til PNR-oplysninger til brug for opgaver vedrerende den nationale sik-
kerhed. Det foreslaede stk. 2 vil indebere, at PNR-oplysninger, som PNR-
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enheden modtager fra andre EU-medlemsstaters PNR-enheder, ikke ma be-
handles efter reglerne i det foreslaede kapitel 5 a.

Den foresldede bestemmelse vil séledes medfere, at modtager PNR-enheden
PNR-oplysninger eller resultatet af behandlingen af sadanne oplysninger fra
andre EU-medlemsstaters PNR-enheder, vil disse oplysninger ikke kunne
behandles efter reglerne i det foresldede kapitel 5 a, hvilket vil sige med
henblik pa PET’s og FE’s varetagelse af opgaver vedrerende den nationale
sikkerhed.

Modtager PNR-enheden oplysninger fra andre EU-medlemsstaters PNR-en-
heder, vil PNR-enheden fortsat i medfer af PNR-lovens galdende § 12
kunne behandle disse oplysninger med henblik pa videregivelse til de kom-
petente myndigheder, der er angivet i bilag 3, PET eller FE efter reglerne i
kapitel 5.

Tilnr. 17

Det fremgér af PNR-lovens § 13, stk. 1, at de kompetente myndigheder, der
er angivet i bilag 3, alene ma behandle PNR-oplysninger og resultatet af
behandlingen af oplysningerne med henblik pa at forebygge, opdage, efter-
forske eller retsforfolge terrorhandlinger eller grov kriminalitet, jf. bilag 2,

der kan straffes med mindst 3 ars feengsel.

Bestemmelsen indebarer ifolge bemerkningerne hertil, at de kompetente
myndigheder ikke ma anvende PNR-oplysninger, som myndighederne mod-
tager fra PNR-enheden med henblik pa det specifikke formél at imedega
andre kriminalitetsformer mv., der ikke udger terrorhandlinger eller grov
kriminalitet, jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som
fremsat, side 35.

Efter PNR-lovens § 13, stk. 3, finder PET-loven anvendelse for PET’s be-
handling af PNR-oplysninger og resultatet af behandlingen af oplysnin-
gerne, og efter PNR-lovens § 13, stk. 4, finder FE-loven anvendelse for FE’s
behandling af PNR-oplysninger og resultatet af behandlingen af oplysnin-
gerne.

I sin afgerelse af 21. juni 2022 1 sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene ma behandles med henblik pd at
varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfolge terrorhandlinger eller grov
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kriminalitet). En tilsvarende begrensning fremgér ikke af PNR-lovens reg-
ler om PET’s og FE’s adgang til PNR-oplysninger. Der henvises til pkt. 2,
3.4.1.4 og 3.4.2 1 lovforslagets almindelige bemarkninger for yderligere
herom.

Det foreslas, at 1 § 713, stk. 1, indsattes »Politiets Efterretningstjeneste og
Forsvarets Efterretningstjeneste« efter »De kompetente myndigheder, der er
angivet 1 bilag 3,«, og at »resultatet af behandlingen af oplysningerne med
henblik pé« @ndres til »resultatet af behandlingen af oplysningerne, der er
videregivet efter reglerne 1 kapitel 5, med henblik pa«.

Den foreslaede @ndring vil indebere, at PET og FE ogsa omfattes af § 13,
stk. 1, og at PET og FE séledes ikke mé& anvende PNR-oplysninger mv., som
tjenesterne modtager fra PNR-enheden efter reglerne i PNR-lovens kapitel
5 om videregivelse og udveksling af PNR-oplysninger, med henblik pa det
specifikke formal at imedega andre kriminalitetsformer mv., der ikke udger
terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan straffes med
mindst 3 ars faengsel.

Andringerne vil ikke @ndre pé, at PET-loven herudover fortsat finder an-
vendelse for PET’s behandling af PNR-oplysninger mv. efter modtagelsen
fra PNR-enheden, jf. PNR-lovens § 13, stk. 3. Bestemmelsen vil heller ikke
@ndre p4, at FE-loven herudover finder anvendelse for FE’s behandling af
PNR-oplysninger efter modtagelsen fra PNR-enheden, jf. § 13, stk. 4.

Til nr. 18

I medfer af PNR-lovens § 15, stk. 1, skal PNR-enheden snarest muligt vi-
deregive PNR-oplysninger, jf. bilag 1, eller resultatet af behandlingen af
PNR-oplysninger til en relevant kompetent myndighed, der er angivet i bi-
lag 3, eller PET, med henblik pé, at myndigheden kan undersege oplysnin-
gerne n@rmere.

Efter PNR-lovens § 15, stk. 2, skal PNR-enheden efter anmodning fra FE
snarest muligt videregive PNR-oplysninger eller resultatet af behandlingen
af oplysningerne til tjenesten, hvis tjenesten vurderer, at oplysningerne kan
have betydning for varetagelsen af tjenestens virksomhed rettet mod forhold
1 udlandet, jf. dog stk. 3.

I sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene ma behandles med henblik pd at
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varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfalge terrorhandlinger eller grov
kriminalitet). En tilsvarende begraensning fremgar ikke af PNR-lovens reg-
ler om PET’s og FE’s adgang til PNR-oplysninger. Der henvises til pkt. 2
og 3.3 i lovforslagets almindelige bemerkninger for yderligere herom.

Det foreslés, at § 15, stk. 1 og 2, ophaves, og at der i stedet indsattes nye
stk. 1-3.

Det foreslas i stk. 1, at PNR-enheden snarest muligt skal videregive PNR-
oplysninger, som er identificeret efter forhandsvurderingen i § 10, nr. 1, el-
ler resultaterne af behandlingen af disse oplysninger, til kompetente myn-
digheder eller Politiets Efterretningstjeneste med henblik pd, at myndighe-

den kan undersoge oplysningerne n@rmere.

Efter det foresldede stk. 1 vil PNR-enheden skulle videregive relevante
PNR-oplysninger, som PNR-enheden behandler som led i den forudgédende
vurdering af PNR-oplysninger (forhdndsvurderingen) efter PNR-lovens ek-
sisterende § 10, nr. 1. Selve udferelsen af PNR-enhedens forudgaende vur-
dering af PNR-oplysninger er n@rmere beskrevet under pkt. 3.3.1.1 i lov-

forslagets almindelige bemarkninger, hvortil der henvises.

Som led i forhdndsvurderingen efter PNR-lovens § 10, nr. 1, kan PNR-en-
heden sammenholde PNR-oplysninger med oplysninger i1 visse databaser,

eller behandle oplysningerne efter forud fastsatte kriterier.

Hvis PNR-enhedens forudgaende vurdering af PNR-oplysninger resulterer
i et hit, vil videregivelse efter det foreslaede nye stk. 1 vare betinget af, at
PNR-enheden har foretaget en individuel og manuel gennemgang af be-
handlingsresultatet med henblik pé at kontrollere, at der ikke er tale om et
falskt positivt resultat, men at der i realiteten er tale om en person, som kan
vare involveret 1 terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan
straffes med mindst 3 drs faengsel, og som der derfor er behov for, at en
kompetent myndighed eller PET undersgger nermere (et match). Med
»kompetent myndighed« forstds myndighederne oplistet i bilag 3.

Omvendt vil PNR-enheden skulle atholde sig fra et videregive oplysninger
efter den foresldede bestemmelse, nar den ikke rdder over oplysninger, der
1 tilstreekkelig grad kan begrunde en rimelig mistanke om, at personer, der
er identificeret i medfor af § 10, nr. 1, deltager i terrorhandlinger eller grov
kriminalitet, eller nar den rader over oplysninger, der tyder pa, at behand-
lingen har fort til diskriminerende resultater.
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Det foreslés, at der som et nyt stk. 2 indsa&ttes, at PNR-enheden efter be-
grundet anmodning skal videregive PNR-oplysninger og resultatet af be-
handlingen af sddanne oplysninger, til de kompetente myndigheder, Politi-
ets Efterretningstjeneste eller Forsvarets Efterretningstjeneste, nar videregi-
velsen kan have betydning for at forebygge, opdage, efterforske eller rets-
forfolge terrorhandlinger og grov kriminalitet, der kan straffes med mindst
3 ars fengsel, jf. dog § 15, stk. 4.

Det foresldede vil indebare, at PNR-enheden vil skulle videregive PNR-
oplysninger, jf. bilag 1, til kompetente myndigheder, jf. bilag 3, PET eller
FE pé baggrund af en begrundet anmodning fra en af disse, hvis betingel-
serne er opfyldt. Er der tale om PNR-oplysninger om fysiske personer, der
er hjemmehorende 1 Danmark, vil FE dog alene kunne anmode om sddanne
oplysninger, hvis oplysningerne angér bestemte personer, og tjenesten vur-
derer, at oplysningerne mé antages at have betydning for varetagelsen af
tjenestens virksomhed rettet mod forhold i udlandet, jf. § 15, stk. 4 (nu § 15,
stk. 3).

Videregivelse efter stk. 2 vil vere betinget af, at der er tale om en begrundet
anmodning om, at videregivelsen kan have betydning for at forebygge, op-
dage, efterforske eller retsforfolge terrorhandlinger eller grov kriminalitet,
jf. bilag 2, der kan straffes med mindst 3 ars faengsel. Det foresldede inde-
barer séledes, at der kun vil kunne videregives PNR-oplysninger i medfor
af den foreslaede bestemmelse i det omfang en sddan videregivelse sker med
henblik pa at tjene formal tilsvarende formalene angivet i PNR-direktivets
artikel 1, stk. 2, som fortolket af EU-Domstolen 1 sin dom af 21. juni 2022 1
sag C-817/19, Ligue des droits humains (premis 220, 233 og 237).

Heraf folger det ogsd, at PNR-oplysninger indsamlet med i relation til grov
kriminalitet ogsd kan videregives i sager, som vedrerer terrorhandlinger,
mens at PNR-oplysninger indsamlet af hensyn til bekampelse af terrorhand-
linger kun kan videregives i forhold til sager, som angér terrorhandlinger.

Begrundelsen skal vere baseret pa tilstrekkelige og rimelige grunde, hvilket
efter den foresldede bestemmelse vil sige, at videregivelsen kan have betyd-
ning forebygge, opdage, eller retsforfolge terrorhandlinger og grov krimi-
nalitet. Dette indebarer, at hvis der er tale om grov kriminalitet, vil videre-
givelse efter stk. 2 kunne ske, hvis der foreligger objektive forhold, som kan
begrunde en rimelig mistanke om, at den registrerede pa en eller anden made
er involveret i grov kriminalitet, der kan straffes med mindst 3 ars feengsel.
Hvis der er tale om terrorhandlinger, vil videregivelse kunne finde sted, hvis
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der foreligger objektive forhold, som ger det muligt at antage, at oplysnin-
gerne i en konkret sag vil kunne bidrage effektivt til bekeempelsen af terror-
handlinger. Sddanne »objektive forhold« kan f.eks. veare 1 form af efterret-
ninger fra igangverende efterforskninger, strategiske analyser, efterforsk-
ningsopleag eller analyser af PNR-oplysninger. Det vil for bade grov krimi-
nalitet og terrorhandlinger vaere et krav, at overtreedelserne har en som mi-
nimum »indirekte objektiv forbindelse med luftbefordring af passagerer«.
Det kan f.eks. vere tilfeeldet, hvis en person benytter fly som transportmid-
del til at komme til og fra et andet land i tiden op til eller efter en begéet
forbrydelse, eller der er mistanke om, at en gerningsperson vil forsege at
unddrage sig retsforfelgning ved at rejse til et andet land med fly. Dette vil
séledes adskille sig fra vurderingen efter den nugaldende bestemmelse,

hvor der foretages en generel relevansvurdering.

Videregivelsen vil vare betinget af, at der indhentes en forudgéende ken-
delse ved retten, jf. det foresldede nyaffattede § 21, stk. 1. Det vil herefter
vare retten, som er tillagt kompetence til at afgere, om videregivelsen kan
ske. Det bemaerkes, at hvis en sadan kendelse allerede er blevet indhentet,
vil den kunne udgere den begrundede anmodning efter det foresldede nye
stk. 2.

Séfremt der er tale om PNR-oplysninger, som er videregivet fra luftfartssel-
skabet til PNR-enheden tidligere end 6 méaneder for anmodningen om vide-
regivelse, og derfor er maskerede, men som fortsat opbevares, skal betingel-
serne i det foresldede nye § 15, stk. 3, vaere opfyldt, hvis de (afmaskerede)
oplysninger skal videregives.

Det foreslés, at der som et nyt stk. 3 indsattes, at afmaskerede PNR-oplys-
ninger efter § 7, stk. 2, efter begrundet anmodning skal videregives til de
kompetente myndigheder, Politiets Efterretningstjeneste, Forsvarets Efter-
retningstjeneste, Europol eller tredjelande og internationale organisationer,
ndr der er rimelig grund til at tro, at videregivelsen er nedvendig for at fore-
bygge, opdage, efterforske eller retsforfolge terrorhandlinger og grov krimi-
nalitet, der kan straffes med mindst 3 ars fengsel, jf. dog § 15, stk. 4.

Den foresldede bestemmelse indebarer en videreforelse den eksisterende
mulighed for at videregive afmaskerede PNR-oplysninger efter PNR-lovens
§ 21, som med lovforslagets § 1, nr. 21, foreslas nyaffattet.

Den foresldede nye bestemmelse vil sdledes medfore, at videregivelse af af-
maskerede PNR-oplysninger til en af de oplistede myndigheder vil skulle
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opfylde betingelserne i denne. Det bemaerkes, at vurderingen af, om de re-
levante PNR-oplysninger kan afmaskeres efter § 7, stk. 2, foretages serskilt
forud for vurderingen af, om betingelserne for videregivelse efter det fore-
sldede nye stk. 3 er opfyldt.

Ved »rimelig grund til at tro« forstas, at der skal foreligge tilstraekkelige
objektive forhold, som kan begrunde, at oplysningerne er »nedvendige« for
den enkelte myndigheds varetagelse af deres opgaver vedrerende terror-
handlinger eller grov kriminalitet. Der er séledes tale om en hgjere terskel
end efter det foresldede stk. 2. Sddanne »objektive forhold« kan f.eks. vere
1 form af efterretninger fra igangvarende efterforskninger, strategiske ana-
lyser, efterforskningsopleag eller analyser af PNR-oplysninger. [ nedvendig-
hedsbetingelsen ligger et krav om, at myndigheden efter en konkret vurde-
ring ma antages at have et reelt behov for oplysningerne for at kunne vare-
tage de pageldende opgaver. Der stilles dermed skarpede krav for videre-
givelse af afmaskerede PNR-oplysninger i forhold til videregivelse af PNR-
oplysninger, der ikke har veret maskerede, jf. det foreslaede stk. 2. Det vil
endvidere vere en betingelse, at de pagaeldende lovovertraedelser (terror-
handlinger eller grov kriminalitet) har en som minimum indirekte objektiv

forbindelse med luftbefordring af passagerer.

Videregivelsen vil vare betinget af, at der indhentes en forudgéende ken-
delse ved retten, jf. det foresldede nyaffattede § 21, stk. 1. Hvis en sddan
kendelse allerede er blevet indhentet, vil den kunne udgere den begrundede
anmodning efter det foresldede nye stk. 3.

Det bemarkes, at videregivelse af afmaskerede PNR-oplysninger til kom-
petente myndigheder eller PNR-enheder 1 andre EU-medlemsstater vil
skulle ske efter det foresladede nye § 16, stk. 3. Med »kompetent myndighed«
forstds myndighederne oplistet 1 bilag 3.

Det bemarkes endvidere, at PNR-oplysninger alene vil kunne videregives
fra PNR-enheden 1 medfer af videregivelsesbestemmelserne i PNR-lovens
kapitel 5 om videregivelse og udveksling af PNR-oplysninger og i det fore-
slaede kapitel 5 a, jf. lovforslagets § 1, nr. 22. Det foresldede @ndrer saledes
ikke pé, at politiet ikke kan indhente PNR-oplysninger fra PNR-enheden
efter retsplejelovens regler i kapitel 74 om beslaglaeggelse og edition. Poli-
tiet vil herudover som hidtil konkret kunne indhente PNR-oplysninger di-
rekte fra luftfartsselskaberne efter reglerne i retsplejelovens kapitel 74. Det
vil dog forudsatte, at luftfartsselskabet fortsat er i besiddelse af de relevante
PNR-oplysninger.
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Til or. 19

I medfer af PNR-lovens § 16, stk. 3, nr. 1, kan PNR-enheden anmode en
PNR-enhed i en anden EU-medlemsstat om at videregive PNR-oplysninger
eller resultatet af behandlingen af oplysningerne, hvis oplysningerne er nod-
vendige 1 en konkret sag for at forebygge, opdage, efterforske eller retsfor-
folge terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan straffes
med mindst 3 ars feengsel.

Efter PNR-lovens § 16, stk. 3, nr. 2 og 3, kan PNR-enheden endvidere an-
mode herom, hvis PET vurderer, at oplysningerne kan have betydning for
varetagelsen af tjenestens opgaver vedrerende forebyggelse og efterforsk-
ning af overtradelser af straffelovens kapitel 12 og 13, eller hvis FE vurde-
rer, at oplysningerne kan have betydning for varetagelsen af tjenestens virk-
somhed rettet mod forhold 1 udlandet, jf. dog § 15, stk. 3.

Det fremgar af PNR-lovens § 21, stk. 1, at afmaskerede PNR-oplysninger,
jf. bilag 1, efter § 7, stk. 2, nr. 1, kan videregives til de kompetente myndig-
heder, der er angivet i bilag 3, og til bl.a. kompetente myndigheder eller
PNR-enheder i andre EU-medlemsstater, hvis der er rimelig grund til at tro,
at videregivelsen er nodvendig for at forebygge, opdage, efterforske eller
retsforfolge terrorhandlinger og grov kriminalitet, jf. bilag 2, der kan straffes

med mindst 3 &rs feengsel.

Det foreslés, at § 16, stk. 3, oph@ves, og at der 1 stedet indsattes nye stk. 3
og 4, om PNR-enhedens udveksling af PNR-oplysninger med kompetente
myndigheder eller PNR-enheder 1 andre EU-medlemsstater.

Det foreslas i stk. 3, at PNR-enheden efter begrundet anmodning kan vide-
regive afmaskerede PNR-oplysninger efter § 7, stk. 2, til kompetente myn-
digheder eller PNR-enheder i andre EU-medlemsstater, hvis der er rimelig
grund til at tro, at videregivelsen er nedvendig for at forebygge, opdage,
efterforske eller retsforfolge terrorhandlinger eller grov kriminalitet, der kan
straffes med mindst 3 &rs faengsel.

Efter det foreslaede stk. 3 vil PNR-enheden herefter kunne videregive afma-
skerede PNR-oplysninger efter § 7, stk. 2, til kompetente myndigheder eller
PNR-enheder 1 andre EU-medlemsstater, hvis betingelserne i bestemmelsen
er opfyldt.

Med forslaget viderefores PNR-enhedens eksisterende mulighed i PNR-lo-
vens § 21, stk. 1, for at kunne videregive afmaskerede PNR-oplysninger til
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bl.a. kompetente myndigheder eller PNR-enheder i andre EU-medlemssta-
ter, hvis der er rimelig grund til at tro, at videregivelsen er nedvendig for at
forebygge, opdage, efterforske eller retsforfelge terrorhandlinger eller grov
kriminalitet, jf. bilag 2, der kan straffes med mindst 3 ars feengsel.

Det vil efter den foresldede § 21, stk. 4, vare en betingelse for at kunne
efterkomme en begrundet anmodning efter det foreslaede nye stk. 3, at an-
modningen er godkendt i den anmodende stat af en judiciel myndighed eller
en anden national myndighed, der i henhold til national ret er kompetent til
at kontrollere, om betingelserne for videregivelse er opfyldt, og hvis den
databeskyttelsesansvarlige 1 den anmodende myndighed er blevet underret-
tet herom, jf. for neermere herom 1 bemaerkningerne til lovforslagets § 1, nr.
21. Det vil dermed ikke vere en betingelse, at PNR-enheden i Danmark ind-
henter en retskendelse for at kunne imedekomme anmodningen, hvilket ad-
skiller sig fra, hvad der gaelder i dag efter PNR-lovens § 21, stk. 4. PNR-
enheden vil skulle pase, at den anmodende myndighed eller PNR-enhed on-
sker at modtage de indsamlede PNR-oplysninger med det samme formal,
som oplysningen er indsamlet af hensyn til.

De »kompetente myndigheder 1 andre EU-medlemsstater« vil, som det ogsa
er tilfeldet 1 dag, skulle forstas 1 overensstemmelse med PNR-direktivets
artikel 7, stk. 3, som listen over kompetente myndigheder, som medlems-

staterne har meddelt Kommissionen.

Det foreslas i stk. 4, at PNR-enheden kan anmode en PNR-enhed i en anden
EU-medlemsstat om at videregive PNR-oplysninger eller resultatet af be-
handlingen af oplysningerne, hvis oplysningerne er nodvendige i en konkret
sag for at forebygge, opdage, efterforske eller retsforfelge terrorhandlinger
eller grov kriminalitet, der kan straffes med mindst 3 ars feengsel.

Den foreslaede bestemmelse vil med sproglige justeringer udgere en vide-
reforelse af den galdende § 16, stk. 3, nr. 1, hvorefter PNR-enheden kan
anmode en PNR-enhed 1 en anden EU-medlemsstat om at videregive PNR-
oplysninger eller resultatet af behandlingen af oplysningerne, hvis oplysnin-
gerne er ngdvendige 1 en konkret sag for at forebygge, opdage, efterforske
eller retsforfolge terrorhandlinger eller grov kriminalitet, jf. bilag 2, der kan
straffes med mindst 3 rs feengsel.

Det bemarkes, at videregivelse til den danske PNR-enhed vil kunne ske ef-
ter reglerne fastsat i de respektive medlemslande i medfer af retshandhee-
velsesdirektivet eller reglerne om overfersel af oplysninger til tredjelande i
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PNR-direktivet. Det skyldes, at PNR-direktivet ikke er bindende for eller
finder anvendelse i Danmark som folge af det danske retsforbehold, jf. ogsa
bemarkningerne til nugeldende § 16, stk. 3, nr. 1, jf. Folketingstidende
2018-19 (1. samling), tilleg A, L 107 som fremsat, side 39.

Det bemarkes endvidere, at for sa vidt angar slettefrister mv. for de PNR-
oplysninger, som PNR-enheden modtager fra PNR-enheder 1 andre med-
lemsstater, finder reglerne i lov om retshdndhavende myndigheders be-
handling af personoplysninger anvendelse, jf. PNR-lovens § 2, stk. 2.

PNR-enheden vil for fremsendelse af en anmodning om videregivelse af
PNR-oplysninger skulle indhente en kendelse ved retten efter den foreslaede
§ 21, jf. lovforslagets § 1, nr. 21. Retten vil 1 den forbindelse alene skulle
tage stilling til, om de nationale betingelser i PNR-loven er opfyldt for, at

anmodningen kan fremsendes.
Til nr. 20

PNR-lovens § 18, stk. 2, nr. 1-3, regulerer en raekke tilfaelde, hvorefter PNR-
enheden kan anmode en PNR-enhed i en anden EU-medlemsstat om at ind-
hente og videregive PNR-oplysninger pé ikke fastlagte leveringstidspunkter
1 overensstemmelse med lovens § 4, stk. 3, herunder nar det er nedvendigt

af hensyn til efterretningstjenesternes opgaver og virksomhed.

I sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene méa behandles med henblik pé at
varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfolge terrorhandlinger eller grov
kriminalitet). En tilsvarende begraensning fremgar ikke af PNR-lovens reg-
ler om PET’s og FE’s adgang til PNR-oplysninger. Der henvises til pkt. 3.4
1 lovforslagets almindelige bemarkninger for yderligere herom.

Det foreslas, at nyaffatte § /8, stk. 2, saledes, at PNR-enheden kan anmode
en PNR-enhed i en anden EU-medlemsstat om at indhente og videregive
PNR-oplysninger pé ikke fastlagte leveringstidspunkter i overensstemmelse
med § 4, stk. 3, nr. 1, hvis det er nedvendigt at f& adgang til oplysningerne
for at reagere pé en konkret og reel trussel relateret til terrorhandlinger eller
grov kriminalitet, der kan straffes med mindst 3 ars feengsel.

Den foreslaede bestemmelse vil indebare, at PNR-enheden vil kunne an-
mode en PNR-enhed i en anden EU-medlemsstat om at indhente og
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videregive PNR-oplysninger, jf. bilag 1, pd ikke fastlagte leveringstidspunk-
ter i overensstemmelse med § 4, stk. 3, nr. 1, hvis det er nedvendigt at fa
adgang til oplysningerne for at reagere pa en reel og aktuel eller forudsigelig
trussel relateret til terrorhandlinger eller grov kriminalitet, jf. bilag 2, der
kan straffes med mindst 3 ars faengsel.

Den foreslaede @ndring vil indebeare, at PNR-enheden fremover ikke vil
kunne anmode en PNR-enhed i en anden EU-medlemsstat om PNR-oplys-
ninger, nir PET vurderer, at oplysningerne kan have betydning for vareta-
gelsen af tjenestens opgaver vedrerende forebyggelse og efterforskning af
overtredelser af straffelovens kapitel 12 og 13 eller nar FE vurderer, at op-
lysningerne kan have betydning for varetagelsen af tjenestens virksomhed
rettet mod forhold i1 udlandet, jf. de nugeldende § 18, stk. 2, nr. 2 og 3.

Derudover vil henvisningen til PNR-lovens § 4, stk. 3, blive specificeret til
§ 4, stk. 3, nr. 1. Som folge af lovforslagets § 1, nr. 21, vil PNR-enheden for
fremsendelse af en anmodning efter det foresldede nyaffattede § 18, stk. 2,
skulle indhente en kendelse ved retten. Retten vil i den forbindelse alene
skulle tage stilling til, om de nationale betingelser i PNR-loven er opfyldt,
for anmodningen kan fremsendes. Der henvises til den foresldede @ndring i

§ 1, nr. 21, og bemarkningerne hertil.

Der vil herudover vare tale om uandret videreforelse af gaeldende ret efter
§ 18, stk. 2, nr. 1.

Til nr. 21

I medfer af PNR-lovens § 21, stk. 1, kan afmaskerede PNR-oplysninger, jf.
bilag 1, efter § 7, stk. 2, videregives til de kompetente myndigheder, der er
angivet 1 bilag 3, og til kompetente myndigheder eller PNR-enheder 1 andre
EU-medlemsstater, Europol, tredjelande og internationale organisationer,
hvis der er rimelig grund til at tro, at videregivelsen er nedvendig for at
forebygge, opdage, efterforske eller retsforfalge terrorhandlinger og grov
kriminalitet, jf. bilag 2, der kan straffes med mindst 3 érs feengsel.

Det folger af PNR-lovens § 21, stk. 4, at afgarelse om videregivelse efter
stk. 1 traeffes efter PNR-enhedens eller politiets begering af retten ved ken-
delse.

Efter § 21, stk. 6, skal luftfartsselskabet, som PNR-oplysningerne er ind-
samlet hos, gives adgang til at udtale sig, inden retten traeffer afgerelse om,
hvorvidt videregivelse kan godkendes.
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EU-Domstolen tog i sin afgerelse af 21. juni 2022 i sag C-817/19, Ligue des
droits humains, bl.a. stilling til, hvordan betingelserne for videregivelse af
PNR-oplysninger efter PNR-direktivets artikel 6 skal forstas. EU-Domsto-
len skelnede 1 den forbindelse mellem PNR-enhedens forudgédende vurde-
ring af PNR-oplysninger efter PNR-direktivets artikel 6, stk. 2, litra a, og
PNR-enhedens efterfolgende videregivelse af PNR-oplysninger efter PNR-
direktivets artikel 6, stk. 2, litra b, pd baggrund af en beherigt begrundet
anmodning. I forhold til sidstnevnte fandt EU-Domstolen, at der skal ske
en forudgéende kontrol for videregivelse af PNR-oplysninger, uanset om
anmodningen til PNR-enheden om videregivelse af PNR-oplysninger ind-
gives for eller efter udlebet af den indledende opbevaringsperiode pé 6 ma-
neder. Der henvises til de almindelige bemarkninger i1 lovforslagets pkt.
3.3.2 for yderligere herom og til pkt. 3.3.1.1 for en nermere beskrivelse af
PNR-enhedens forudgiaende vurdering af PNR-oplysninger (forhdndsvurde-

ringen).
Det foreslés, at § 21 nyaffattes.

Det foreslés, at stk. 1, 1. pkt., affattes séledes, at afgarelse om videregivelse
efter § 15, stk. 2 0g 3, § 19 og § 20, stk. 1, og afgerelse om anmodning efter
§ 16, stk. 4, og § 18, stk. 2, treeffes efter PNR-enhedens, Politiets Efterret-

ningstjenestes eller politiets begaring af retten ved kendelse.

Den foresldede @ndring vil medfere krav om forudgéende kontrol forud for
PNR-enhedens videregivelse af PNR-oplysninger pad baggrund af en be-
grundet anmodning til de kompetente myndigheder, jf. lovens bilag 3, PET
eller FE i medfer af de foresldede § 15, stk. 2 og 3, jf. lovforslagets § 1, nr.
18. Det foreslaede krav om retskendelse vil gelde, uanset om anmodningen
vedrerer PNR-oplysninger, der er videregivet til PNR-enheden for kortere
eller leengere tid siden end 6 maneder fra anmodningen om videregivelse.
Der vil efter det foresldede ogsd gaelde et krav om retskendelse ved videre-
givelse af PNR-oplysninger efter PNR-lovens nuvarende § 19 og § 20, stk.
1, til henholdsvis Europol eller en myndighed 1 et tredjeland eller en inter-

national organisation.

Det foresldede vil indebare, at det ikke blot vil vare ved PNR-enhedens
videregivelse af afmaskerede PNR-oplysninger, hvor der stilles krav om for-
udgéende kontrol, men ogsa ved PNR-enhedens videregivelse af PNR-op-
lysninger pé baggrund af en begrundet anmodning, som endnu ikke er blevet
maskerede, idet de er blevet videregivet fra luftfartsselskaberne til PNR-en-
heden for mindre end 6 maneder siden. Det bemarkes, at der med PNR-
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enhedens efterfolgende videregivelse af PNR-oplysninger pa baggrund af
en begrundet anmodning forstds bdde anmodninger om videregivelse af
PNR-oplysninger om en eller flere konkrete passagerer bagud i tid, og an-
modninger om videregivelse af PNR-oplysninger fremadrettet om en eller
flere passagerer eller pa baggrund af politiets watchlister mv.

Bestemmelsen vil ogsd medfere krav om forudgdende kontrol forud for
PNR-enhedens fremsendelse af anmodninger om PNR-oplysninger til PNR-
enheder i andre EU-medlemsstater efter det foresldede § 16, stk. 4, og den
foresldede nyaffattelse af § 18, stk. 2, hvilket der ikke stilles krav om efter
PNR-loven i dag. Det foreslas saledes, at der vil blive stillet krav om forud-
gaende kontrol forud for PNR-enhedens fremsendelse af anmodninger om
videregivelse af PNR-oplysninger til PNR-enheder i andre EU-medlemssta-
ter. Det forudsattes 1 den forbindelse, at retten kan traeffe en samlet kendelse
om, at PNR-enheden kan anmode en PNR-enhed i en anden EU-medlems-
stat om videregivelse af PNR-oplysninger, og at PNR-enheden efterfol-
gende vil kunne videregive de (eventuelt) modtagne oplysninger til den re-
levante myndighed, som oplysningerne er til brug for. Retten vil i den for-
bindelse skulle foretage en fuldsteendig undersogelse af, om anmodningen
er velbegrundet, og navnlig kontrollere, om de oplysninger, der er fremlagt
til stotte for denne, kan godtgere opfyldelsen af den materielle betingelse
vedrorende spergsmdlet om, hvorvidt betingelserne 1 de pagaldende be-

stemmelser er opfyldte.

Det vil veere PNR-enheden, PET eller politiet, 1 praksis anklagemyndighe-
den hos den lokale politikreds, som vil skulle begare, at retten treffer ken-
delse efter stk. 1.

Retten vil herefter skulle tage stilling til, om PNR-enhedens videregivelse
af eller fremsendelse af anmodning om videregivelse af PNR-oplysninger
kan finde sted. Retten vil i den forbindelse skulle vurdere, om betingelserne
i de oplistede bestemmelser i1 det foreslédede § 21, stk. 1, er opfyldt.

Det er med lovforslaget forudsat, at retten vil kunne afsige kendelse om vi-
deregivelse af PNR-oplysninger om flere passagerer pa én gang og ogsa om
videregivelse af PNR-oplysninger om en eller flere passagerer 1 en afgren-
set periode fremadrettet. Det vil sige, at hvis PNR-enheden modtager en be-
grundet anmodning om videregivelse af f.eks. alle PNR-oplysninger pa to
personer det seneste ar, vil det vere tilstreekkeligt for at kunne imedekomme
anmodningen, at der indhentes en samlet kendelse. Det vil ligeledes sige, at
hvis PNR-enheden modtager en begrundet anmodning om fremadrettet at
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videregive alle PNR-oplysninger pé en raekke konkrete personer eller ud fra
visse nermere fastsatte, afgraensede kriterier i en vis periode (en watchliste),
vil PNR-enheden kunne videregive sddanne PNR-oplysninger i medfer af
en samlet kendelse. Der er altsa ikke tale om, at det i kendelsen skal fremga,
hvilke konkrete PNR-oplysninger der vil kunne videregives. P4 samme
made vil retten kunne afsige en samlet kendelse om, at PNR-enheden kan
anmode en PNR-enhed i en anden EU-medlemsstat om at videregive alle
PNR-oplysninger pa flere personer.

Det er med den foresldede @ndring forudsat, at der ikke leengere vil vaere
behov for, at Rigspolitiet foretager en efterfelgende kontrol af hver 20. vi-
deregivelse fra PNR-enheden til politiet, som det var forudsat ved nugeal-
dende § 21, jf. Folketingstidende 2018-19 (1. samling), tilleg A, L 107 som
fremsat, side 36. Kontrollen ved PNR-enhedens videregivelse af PNR-op-
lysninger erstattes séledes af kravet om indhentelse af en forudgdende ken-
delse ved retten.

Det foreslas i stk. 1, 2. og 3. pkt., at videregivelse af PNR-oplysninger ind-
samlet i medfor af § 1 a, stk. 5, og af oplysninger opbevaret i medfer af
regler fastsat efter § 5, stk. 3, kun kan ske, hvis videregivelsen angar fore-
byggelse, opdagelse, efterforskning eller retsforfelgning af terrorhandlin-
ger. Det samme gelder for oplysninger, som henholdsvis er indsamlet og
opbevaret i medfer af § 1 a, stk. 3, og § 5, stk. 2, for sd vidt at indsamlingen
eller opbevaringen alene er sket af hensyn til at forebygge, opdage, efterfor-
ske eller retsforfalge terrorhandlinger.

Det foreslaede indeberer, at videregivelse af PNR-oplysninger, som enten
er indsamlet eller opbevaret i laengere tid end 6 méneder under henvisning
til en terrortrussel, der mé anses for at vaere reel og aktuel eller forudsigelig,
kun vil kunne videregives, hvis videregivelsen angér forebyggelse, opda-
gelse, efterforskning eller retsforfelgning af terrorhandlinger. Angér videre-
givelsen f.eks. efterforskning af grov kriminalitet, herunder vold, voldtagt,
roveri, drag, bandekriminalitet mv., vil PNR-oplysninger ikke kunne vide-
regives. Det samme gelder for PNR-oplysninger, som henholdsvis er ind-
samlet og opbevaret efter § 1 a, stk. 3, og § 5, stk. 2, for s vidt at indsam-
lingen eller oplysningen er sket alene af hensyn til at forebygge, opdage,
efterforske eller retsforfolge terrorhandlinger. Det foresldede indebarer
samtidig, at oplysninger indsamlet eller opbevaret af hensyn til at forebygge,
opdage, efterforske eller retsforfalge grov kriminalitet, der kan straffes med
3 ars feengsel, vil kunne videregives, ndr videregivelsen angér terrorhand-

linger.
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Den foreslaede bestemmelse @ndrer ikke pa, at der i medfor af de forskellige
bestemmelser opregnet i det foreslaede 1. pkt., geelder sarskilte betingelser
for, hvornar videregivelse kan ske. Disse betingelser vil saledes fortsat

skulle péses opfyldt af retten.

Det foreslés i stk. 2, at vil videregivelsens eller anmodningens gjemed for-
spildes, hvis retskendelse skulle afventes, kan PNR-enheden traffe beslut-
ning om videregivelse eller anmodning efter stk. 1. I sa fald skal PNR-en-
heden, Politiets Efterretningstjeneste eller politiet, snarest muligt og inden
24 timer fra videregivelsen eller anmodningen finder sted, forelaegge sagen
for retten, der ved kendelse afger, om videregivelsen eller anmodningen kan
godkendes.

Det foresldede stk. 2 forudsattes at have et snaevert anvendelsesomrade og
vil kun kunne finde anvendelse i situationer, hvor videregivelsens eller an-
modningens gjemed ville forspildes, hvis retskendelse skulle afventes. Det
er ikke tilstreekkeligt, at de almindelige betingelser i de bestemmelser, som
er nevnt i stk. 1, er opfyldte, idet der i tilleeg hertil mé foreligge et serligt
tidsmaessigt eller operationelt hensyn. Den foreslaede bestemmelse skal i
ovrigt forstds 1 overensstemmelse med reglerne om gjemeds forspildelse og

praksis herom i retsplejelovens kapitel 69-74.

Med »politiet« menes i denne sammenhang den politikreds, som PNR-op-
lysningerne er videregivet til, eller som anmodningen om videregivelse af
PNR-oplysninger er sket pa vegne af.

Finder retten efterfolgende frem til, at videregivelsen af PNR-oplysninger
ikke kan godkendes, skal PNR-enheden anmode den modtagende myndig-
hed om at slette oplysningerne straks.

Finder retten efterfolgende frem til, at PNR-enhedens anmodning til en
PNR-enhed i en anden EU-medlemsstat om videregivelse af PNR-oplysnin-
ger ikke kan godkendes, skal anmodningen straks traekkes tilbage af PNR-
enheden. Hvis anmodningen allerede er blevet imedekommet, skal de mod-
tagne oplysninger straks slettes af PNR-enheden.

Det bemarkes, at fristen pd 24 timer vil gelde for PNR-enhedens eller po-
litiets foreleeggelse, men ikke for rettens afgerelse.

Det foreslas i stk. 3, at kendelser efter stk. 1 og stk. 2, 2. pkt. behandles af
retten pa skriftligt grundlag.
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Det folger af det foresldede stk. 1 og stk. 2, 2. pkt., at kompetencen til at
beslutte, om videregivelse af PNR-oplysninger kan finde sted, er henlagt til
retten. Afgorelse herom vil efter det foreslaede stk. 3 skulle traeffes pa skrift-
ligt grundlag og ledsages af grunde i overensstemmelse med den alminde-
lige bestemmelse i retsplejelovens § 218, stk. 1, 1. pkt. Det bemarkes end-
videre, at kaeremal efter den foresldede ordning vil felge de almindelige reg-
ler herom.

Det foreslés i stk. 4, at PNR-enheden kan efterkomme en anmodning efter §
16, stk. 2 og 3, § 17 og § 18, stk. 1, nadr anmodningen er godkendt i den
anmodende stat af en judiciel myndighed eller en anden national myndig-
hed, der i henhold til national ret er kompetent til at kontrollere, om betin-
gelserne for videregivelse er opfyldt, og hvis den databeskyttelsesansvarlige

1 den anmodende myndighed er underrettet herom.

Den foresldede @ndring vil indebare, at PNR-enheden som udgangspunkt
alene vil kunne efterkomme en anmodning om videregivelse af PNR-oplys-
ninger fra kompetente myndigheder eller PNR-enheder i andre EU-med-
lemsstater efter de foresldede § 16, stk. 2 og 3, samt § 17, og § 18, stk. 1,
hvis den anmodende myndighed har indhentet den nedvendige forudgéende
godkendelse forud for fremsendelsen af anmodningen. Det vil vere tilfzl-
det, uanset om anmodningen vedrerer PNR-oplysninger, der er videregivet
fra luftfartsselskaberne til den danske PNR-enhed for mere eller mindre end

6 maneder siden.

Det foreslas dermed, at det vil vare op til den anmodende kompetente myn-
dighed eller PNR-enhed 1 en anden EU-medlemsstat at sikre kravet om for-
udgéende kontrol forud ved videregivelse af PNR-oplysninger, idet det vur-
deres at vaere den anmodende myndighed, som vil vaere nermest til at kva-

lificere behovet for oplysningerne.

Bestemmelsen vil dermed ogsd indebare, at hvis den danske PNR-enhed
modtager en anmodning om videregivelse af PNR-oplysninger, som er god-
kendt efter betingelserne 1 stk. 4, vil PNR-enheden skulle anerkende dette.
PNR-enheden forudsattes saledes ikke at foretage sin egen, selvstendige
provelse pd baggrund af reglerne i den anmodende myndigheds stat af, om
anmodningen kan godkendes, men vil skulle l&gge oplysningen om god-
kendelse af en judiciel myndighed eller anden national myndighed til grund.

Det foreslas 1 stk. 5, at vil anmodningens gjemed forspildes, hvis godken-
delse skulle afventes, kan PNR-enheden efterkomme en begrundet
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anmodning efter § 16, stk. 2 og 3, § 17 og § 18, stk. 1. I sa fald skal PNR-
enheden hurtigst muligt sikre, at den modtagende myndighed herefter ind-
henter den fornedne godkendelse.

PNR-enheden vil f.eks. kunne sikre dette ved at anmode den modtagende
myndighed om at sende den relevante godkendelse, nér denne foreligger.

Med den foreslaede nye affattelse af PNR-lovens § 21 vil den gaeldende be-
stemmelses stk. 6, hvorefter luftfartsselskabet, som PNR-oplysningerne er
indsamlet hos, gives adgang til at udtale sig, inden retten treffer afgerelsen
om, hvorvidt videregivelse af afmaskerede PNR-oplysninger kan godken-
des, udga. Om baggrunden for denne a&ndring henvises til pkt. 3.3.3 1 de

almindelige bemarkninger.
Til nr. 22

Der er i PNR-loven 1 dag en reekke bestemmelser, som regulerer PET’s og
FE’s adgang til PNR-oplysninger og PNR-enhedens behandling af PNR-op-
lysninger i den forbindelse.

Bestemmelserne findes hovedsageligt i PNR-lovens kapitel 3-5, og det fol-
ger overordnet af disse, at PNR-enheden ma behandle og videregive PNR-
oplysninger til PET og FE, hvis PET vurderer, at oplysningerne kan have
betydning for varetagelsen af tjenestes opgaver vedrerende forebyggelse og
efterforskning af overtraedelser af straffelovens kapitel 12 og 13, henholds-
vis FE vurderer, at oplysningerne kan have betydning for varetagelsen af
tjenestes virksomhed rettet mod forhold i udlandet. PNR-enhedens behand-
ling og videregivelse af PNR-oplysninger til PET og FE er saledes ikke i
dag begranset til at vedrere forebyggelse, opdagelse, efterforskning og rets-
forfolgning af terrorhandlinger og grov kriminalitet.

Der henvises til pkt. 3.4.1 i lovforslagets almindelige bemerkninger for en
narmere beskrivelse af efterretningstjenesternes adgang til PNR-oplysnin-
ger efter gaeldende ret.

I sin afgerelse af 21. juni 2022 1 sag C-817/19, Ligue des droits humains,
fastslog EU-Domstolen bl.a., at PNR-oplysninger, som er indsamlet i over-
ensstemmelse med PNR-direktivet, alene ma behandles med henblik pé at
varetage de formal, som er oplistet i PNR-direktivets artikel 1, stk. 2 (at
forebygge, opdage, efterforske eller retsforfolge terrorhandlinger eller grov
kriminalitet). En tilsvarende begrensning fremgér ikke af PNR-lovens reg-
ler om PET’s og FE’s adgang til PNR-oplysninger.
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Det foreslas pd den baggrund at indsette et nyt kapitel 5 a, som skal om-
handle efterretningstjenesternes adgang til PNR-oplysninger til brug for op-
gaver vedrerende den nationale sikkerhed.

Det foresldede kapitel skal overordnet medfere, at PET’s og FE’s nuve-
rende adgang til PNR-oplysninger sikres ved at udtage og regulere tjene-
sternes adgang til PNR-oplysninger til brug for opgaver vedrerende den na-
tionale sikkerhed. Behandling af PNR-oplysninger efter reglerne heri vil ske
uathangigt af behandlingen af PNR-oplysninger efter kapitel 3-5 i PNR-
loven og vil saledes ikke vaere omfattet anvendelsesomradet for de regler i
PNR-loven, som svarer til PNR-direktivets regler.

Der er ikke med lovforslaget tilteenkt @ndringer i, hvordan PET’s og FE’s
adgang til PNR-oplysninger konkret vil skulle administreres 1 forhold til 1
dag. PNR-enheden vil sdledes fortsat kunne have en serlig afdeling hos
PET, ligesom PNR-enhedens personale fortsat vil kunne bestd af udstatio-
nerende medarbejdere, jf. PNR-lovens § 2, stk. 1, fra PET eller FE. Det er
med lovforslaget forudsat, at PET’s adgang til PNR-oplysninger efter kapi-
tel 5 a som i dag vil ske ved hjelp af PET’s indstationerede medarbejdere
eller forbindelsesofficerer i PNR-enheden. Derudover vil FE — ligesom i dag
— ogsa efter behov have mulighed for at have medarbejdere udstationeret til
PNR-enheden.

Bestemmelserne i det foreslaede kapitel 5 a vil i meget vidt omfang svare til
reglerne 1 PNR-lovens kapitel 3-5. Den vasentligste forskel vil vare, at det
ikke efter kapitel 5 a vil vere en betingelse for PNR-enhedens videregivelse
af PNR-oplysninger til PET og FE, at der forinden er hentet en retskendelse,
jf. den foresldede § 21 f. I stedet vil afgerelse om videregivelse af PNR-
oplysninger til PET eller FE skulle treffes af enten chefen for PET eller
chefen for FE eller personer, som bemyndiges dertil.

(Til § 21 a)

Det foreslds i § 21 a, at PNR-enheden behandler PNR-oplysninger indsam-
let og opbevaret 1 medfor af § 1 b 1 overensstemmelse med reglerne i kapitel
Sa.

Den foresldede bestemmelse indebarer, at det alene er PNR-oplysninger, jf.
lovens bilag 1, som er indsamlet efter den foreslaede § 1 b, dvs. oplysninger,
som er indsamlet med henblik pd PET’s og FE’s varetagelse af opgaver
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vedrerende den nationale sikkerhed, som PNR-enheden vil kunne behandle
efter reglerne 1 kapitel 5 a.

Bestemmelsen vil medfere, at PNR-oplysninger, som PNR-enheden ind-
samler efter den foreslaede § 1 b, og som derfor vil skulle opbevares adskilt
fra oplysninger indsamlet i medfer af den foreslaede § 1 a, jf. det foreslaede
§ 1 ¢, skal behandles efter reglerne 1 kapitel 5 a. Det bemarkes dog, at en-
kelte bestemmelser i kapitel 3-5, §§ 6, 8,9, § 13, stk. 3 og 4, og § 15, stk. 4,
som i dag er § 15, stk. 3, ogsa vil finde anvendelse for behandling af PNR-
oplysninger indsamlet efter § 1 b, jf. herved det foresldede § 1 b, stk. 1, 2.
pkt. Der henvises 1 ovrigt til det foresldede § 1 b, stk. 1, jf. lovforslagets §
1, nr. 1, og bemerkningerne hertil.

Den foresldede bestemmelse @ndrer ikke pd, at den efterfolgende behand-
ling af PNR-oplysninger hos PET og FE reguleres af henholdsvis PET-loven
og FE-loven, jf. PNR-lovens § 13, stk. 3 og 4.

(Til § 21 b)

Det foreslas i § 21 b, at PNR-enheden mé behandle PNR-oplysninger efter
reglerne i kapitel 5 a i de tilfelde, der er neevnt i nr. 1-3.

Det foreslds i nr. 1, at PNR-enheden mé behandle PNR-oplysninger for at
foretage en forhandsvurdering af passagerer forud for deres planlagte an-
komst til eller afrejse fra Danmark for at identificere personer, som det krae-
ves, at Politiets Efterretningstjeneste eller Forsvarets Efterretningstjeneste
underseger nermere, idet sddanne personer kan vaere involveret i handlinger
af betydning for varetagelsen af tjenesternes opgaver vedrerende den natio-
nale sikkerhed.

Den foresldede bestemmelse vil medfere, at PNR-enheden udover mulighe-
den efter PNR-lovens nuvarende § 10, nr. 1, ogsd vil kunne foretage en
forudgaende vurdering af PNR-oplysninger (forhdndsvurdering) for at iden-
tificere personer, som ber vare genstand for yderligere undersogelser af
PET eller FE af hensyn til tjenesternes varetagelse af opgaver vedrerende
den nationale sikkerhed.

Ved »opgaver vedrerende den nationale sikkerhed« forstds bl.a. PET’s op-
gaver 1 forbindelse med at forebygge, efterforske og modvirke forbrydelser
mod statens selvstendighed og sikkerhed samt forbrydelser mod statsforfat-
ningen og de overste statsmyndigheder mv., jf. straffelovens kapitel 12 og
13, og i forbindelse med at tilvejebringe det efterretningsmaessige grundlag
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for varetagelsen af tjenestens opgaver, jf. PET-lovens § 1, stk. 1, og for
dansk sikkerhedspolitik. Der forstds endvidere FE’s opgaver i forbindelse
med tjenestens virksomhed rettet mod forhold i udlandet, jf. FE-lovens § 1,
stk. 1, hvorefter FE har til opgave at tilvejebringe det efterretningsmeaessige
grundlag for dansk udenrigs-, sikkerheds- og forsvarspolitik samt forebygge
og modvirke trusler mod Danmark og danske interesser, og i den forbindelse
indsamle, indhente, bearbejde, analysere og formidle oplysninger om for-
hold i udlandet af betydning for Danmark og danske interesser, herunder for
danske enheder mv. i udlandet. Der vil séledes i hoj grad vaere tale om en
efterretningsfaglig vurdering og sken, som athanger af en raekke operative
hensyn og omstendigheder.

Bestemmelsen vil skulle ses i sammenhang med det foreslaede § 21 f, stk.
1, hvorefter PNR-enheden snarest muligt vil skulle videregive PNR-oplys-
ninger, som er identificeret efter forhdndsvurderingeni § 21 b, nr. 1, og re-
sultatet af behandlingen af disse oplysninger, til PET med henblik p&, at
tjenesten kan undersege oplysningerne nermere. PET vil herefter kunne
tage stilling til, om der er behov for at ivaerksatte foranstaltninger som f.eks.
at en eller flere passagerer skal moniteres, anholdes mv. FE vil kunne mod-
tage sadanne oplysninger efter § 21 f, stk. 3, hvis betingelserne herfor er
opfyldt.

Det foreslds i nr. 2, at PNR-enheden ma behandle PNR-oplysninger efter
reglerne 1 kapitel 5 a, hvis Politiets Efterretningstjeneste eller Forsvarets Ef-
terretningstjeneste vurderer, at oplysningerne kan have betydning for tjene-
sternes varetagelse af opgaver vedrerende den nationale sikkerhed.

Ved »kan have betydning« menes i denne sammenhang, at det ikke pa for-
hénd kan udelukkes, at PNR-oplysningerne, jf. bilag 1, vil have relevans for
PET’s eller FE’s varetagelse af opgaver vedrerende den nationale sikkerhed.
Der vil dermed vare tale om en generel relevansbetingelse, der skal forstés
1 overensstemmelse med § 3 1 PET-loven og § 3, stk. 1, 1 FE-loven. Det vil
vaere PET og FE, der konkret vurderer, om denne betingelse er opfyldt.

Bestemmelsen vil skulle ses i ssmmenhang med den foresladede § 21 f, stk.
2 og 3, hvorefter PNR-enheden skal videregive PNR-oplysninger, jf. bilag
1, og resultatet af behandlingen af sddanne oplysninger, til PET eller FE,
hvis det vurderes, at videregivelsen kan have betydning for tjenesternes va-
retagelse af opgaver vedrerende den nationale sikkerhed.
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Det foreslas i nr. 3, at PNR-enheden ma behandle PNR-oplysninger for at
analysere PNR-oplysninger med henblik pé at ajourfere eller fastsatte nye
kriterier, jf. § 21 ¢ nr. 2, der skal anvendes i1 forbindelse med PNR-enhedens
forudgaende vurdering af PNR-oplysninger (forhandsvurderingen), som fo-
retages 1 medfer af nr. 1, med henblik pé at identificere personer, som det
kraeves, at Politiets Efterretningstjeneste eller Forsvarets Efterretningstjene-
ste undersgger nermere, idet sidanne personer kan vere involveret i hand-
linger af betydning for varetagelsen af tjenesternes opgaver vedrerende den
nationale sikkerhed.

Den foresldede bestemmelse vil medfere, at PNR-enheden har mulighed for
at gennemga de indsamlede PNR-oplysninger, jf. bilag 1, for at forbedre
udvalgelsen af de forud fastsatte kriterier, jf. det foresldede § 21 c, nr. 2,
som kan anvendes i forbindelse med PNR-enhedens forudgaende vurdering
af PNR-oplysninger (forhdndsvurderingen) efter det foreslaede nr. 1. Be-
stemmelsen skal ses i lyset af PNR-lovens nuvarende § 10, nr. 5, hvorefter
PNR-enheden i dag har samme mulighed for at behandle PNR-oplysninger,
ndr behandlingen vedrerer bekampelsen af terrorhandlinger eller grov kri-

minalitet, jf. bilag 2, der kan straffes med mindst 3 ars fengsel.

Der er ved de foresldede nr. 1-3 tale om en udtemmende opregning.

(Til § 21 ¢)

Det foreslés, at indsatte en ny § 2/ ¢, hvorefter PNR-enheden som led i en
forhandsvurdering efter § 21 b, nr. 1, kan foretage visse behandlingsskridt
opregnetinr. 1 og 2.

Den foresléede bestemmelse vil sdledes regulere, hvordan PNR-enheden
kan behandle PNR-oplysninger, ndr PNR-enheden foretager den forudgé-
ende vurdering af PNR-oplysninger (forhdndsvurderingen), som er navnt i
§ 21 b, nr. 1. Der er tale om en udtemmende opregning af behandlingsméder.

Det foreslds i nr. 1, at som led i en forhandsvurdering, jf. § 21 b, nr. 1, kan
PNR-enheden sammenholde PNR-oplysninger med oplysninger 1 databaser,
der er relevante, med henblik pa Politiets Efterretningstjenestes og Forsva-
rets Efterretningstjenestes varetagelse af opgaver vedrerende den nationale
sikkerhed.

PNR-enheden vil efter den foresldede bestemmelses nr. 1 kunne sammen-
holde PNR-oplysninger, jf. bilag 1 med oplysninger 1 relevante databaser,
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som bade kan vare nationale og internationale, f.eks. Schengen Information
System (SIS), der eksempelvis vil kunne identificere personer, der er efter-
lyst 1 andre EU-medlemsstater og muliggere en verifikation af de relevante
oplysninger. Formélet er at identificere personer, der allerede er kendt i for-
bindelse PET’s og FE’s varetagelse af opgaver vedrerende den nationale
sikkerhed.

Det foreslés i nr. 2, at som led i en forhandsvurdering, jf. § 21 b, nr. 1, kan
PNR-enheden behandle PNR-oplysninger efter forud fastsatte kriterier, der
er malrettede og star i rimeligt forhold til mélet, og som er konkrete.

PNR-enheden vil efter den foresldede bestemmelses nr. 2 kunne behandle
PNR-oplysninger, jf. bilag 1, pd baggrund af forud fastsatte kriterier, som
skal vaere méilrettede, proportionelle og konkrete. Kriterierne vil kunne vaere
fastsat efter udarbejdede risikoprofiler, menstre eller algoritmer, der f.eks.
kan omfatte detaljer om destination, rute, betalingsmetode, bagage mv. Kri-
terierne vil endvidere kunne vaere fastsat efter f.eks. de typiske indikationer
pa terrorhandlinger. PNR-oplysningerne kan séledes sammenholdes med de
udarbejdede risikoprofiler, der kan vaere behjelpelige 1 forhold til at identi-
ficere personer, der kreves undersagt neermere af PET eller FE. Dermed kan
de forud fastsatte kriterier gore det muligt at identificere rejsende, der ikke
allerede er kendt 1 forbindelse med PET’s og FE’s varetagelse af deres op-

gaver vedrerende den nationale sikkerhed.
(Til § 21 d)
Det foreslés at indsette enny § 27 d.

Den foreslaede bestemmelse vil regulere PNR-enhedens opbevaring af de
PNR-oplysninger, som behandles efter reglerne 1 kapitel 5 a.

Det foreslas 1 stk. 1, at PNR-enheden opbevarer PNR-oplysninger i en peri-
ode pd 6 maneder efter videregivelse til PNR-enheden, hvorefter oplysnin-
gerne slettes, jf. dog stk. 2 og 3.

Den foresldede bestemmelse vil indebare, at PNR-oplysninger, jf. bilag 1,
der behandles efter reglerne 1 kapitel 5 a, og som derfor opbevares separat,
jf. den foresldede § 1 ¢, som udgangspunkt vil skulle slettes efter 6 maneder
videregivelsen til PNR-enheden fra luftfartsselskaberne.

Det foreslés i stk. 2, at er der grund til at antage, at én eller flere passagerer
kan frembyde en risiko for den nationale sikkerhed, kan PNR-enheden
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opbevare PNR-oplysninger om de pagaldende personer sa lenge, det er
nedvendigt af hensyn til denne risiko, dog hejest i 5 &r.

Opbevaringen af PNR-oplysninger, jf. bilag 1, efter det foreslaede stk. 2 vil
kraeve, at der er grund til at antage, at konkrete passagerer vil kunne frem-
byde en risiko i forbindelse med den nationale sikkerhed. Dette vil 1 almin-
delighed kunne vare tilfeldet for passagerer, som har udlest et verificeret
hit som led i PNR-enhedens forudgdende vurdering af PNR-oplysninger
(forhandsvurderingen), eller for passagerer, som har udlest et verificeret hit
pa baggrund af en anmodning fra PET eller FE om videregivelse af PNR-
oplysninger.

Den fortsatte opbevaring skal vere begrundet i risikoen for den nationale
sikkerhed, som den eller de konkrete passagerer frembyder. Frembyder de
konkrete passagerer sdledes ikke laengere en risiko for den nationale sikker-
hed, vil PNR-enheden ikke kunne fortsette med at opbevare PNR-oplysnin-
gerne af andre hensyn.

Det vil veere PNR-enheden, som vurderer, om betingelserne for fortsat at
opbevare PNR-oplysninger efter det foreslaede stk. 2 er opfyldt. Det forud-
settes, at det vil vaere udstationerede medarbejdere fra PET til PNR-enhe-

den, som vil foretage denne vurdering.

Det foreslas 1 stk. 3, at justitsministeren kan fastsatte regler om, at PNR-
oplysninger opbevares i en l&ngere periode end fastsat i stk. 1, nar der fore-
ligger tilstreekkeligt konkrete omstandigheder, der giver anledning til at an-
tage, at Danmark star over for en alvorlig trussel mod den nationale sikker-
hed, der ma anses for at vaere reel og aktuel eller forudsigelig. Regler om
opbevaringsperioden fastsat 1 medfer af 1. pkt. kan fastsattes for en periode
pd hejst 1 &r ad gangen. Opbevaringen kan dog hejest ske 1 5 4r.

Den foresldede bestemmelse vil indebzre, at justitsministeren ved bekendt-
gorelse vil kunne fastsatte regler om, at PNR-oplysninger kan opbevares i
mere end 6 maneder, hvis truslen mod Danmark nedvendigger det.

Det forudsattes, at justitsministeren vil skulle foretage vurderingen af, om
der foreligger tilstreekkeligt konkrete omstaendigheder til at antage, at Dan-
mark star over for en trussel mod den nationale sikkerhed, der ma anses for
at vere reel og aktuel eller forudsigelig, under inddragelse af flere forskel-
lige elementer. Vurderingen vil skulle ske under inddragelse af forskellige
elementer, og forudsettes at ske under inddragelse af de samme kriterier
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som efter det foresldede § 1 b, stk. 5, idet vurderingen angér spergsmaélet
om, hvorvidt der foreligger en trussel mod den nationale sikkerhed.

Som et vaesentligt element vil Vurderingen af Terrortruslen mod Danmark,
som arligt udarbejdes af Center for Terroranalyse (CTA), dog ogsé her
kunne indgé. I vurdering fastsatter CTA det nationale terrortrusselsniveau

og beskriver terrortruslen mod Danmark og danske interesser i udlandet.

Vurderingen af Terrortruslen mod Danmark indeholder en samlet vurdering
af terrortruslen mod Danmark og vurderinger af truslen fra specifikke kate-
gorier som f.eks. militant islamisme, hejreekstremisme og venstreekstre-
misme. Som led heri vurderes det bl.a., om det er sandsynligt, at en eller
flere aktorer har kapacitet til og/eller intention om at begé et terrorangreb,

og om planlegning af et terrorangreb i det kommende ar er sandsynlig.

Oplysninger fra en reekke uklassificerede analyseprodukter udgivet af f.eks.
PET, FE eller Styrelsen for Samfundssikkerhed vil ogsa kunne indgé i vur-
deringen af, om truslen er pé et niveau, som nedvendigger opbevaring af
PNR-oplysninger i en leengere periode end fastsat i stk. 1.

Derudover kan oplysninger om antallet og karakteren af verserende eller af-
gjorte straffesager om overtredelse af straffelovens kapitel 12 og 13 indgé i
vurderingen. Det vil sdledes kunne indgd som et moment ved vurderingen,
om der er foretaget sigtelser, sket varetegtsfengsling eller rejst tiltale for
forhold omfattet af straffelovens kapitel 13, ligesom domfaldelser, hvorved
der er domt for overtraedelse af de bestemmelser, der herer under straffelo-
vens kapitel 13, vil kunne tillegges betydelig vegt ved vurderingen.

Det foreslas, at regler fastsat i medfer af den foresldede bestemmelse kan
fastsattes for en periode pa hojst 1 ar ad gangen. Langden af opbevarings-
perioden vil dog under alle omstendigheder skulle begranses til det strengt
nedvendige, ligesom det forudsattes, at ministeren lebende vurderer beho-
vet for regler fastsat 1 medfor af bestemmelsen 1 lobet af perioden. Opbeva-
ringen vil hegjst kunne ske i 5 ér.

Det forudsattes endvidere, at justitsministeren inddrager forsvarsministeren
forud for udstedelsen af bekendtgerelser 1 situationer, som er relevante for
myndigheder underlagt forsvarsministeren, herunder FE.

(Til § 21 e)

Det foreslés at indsztte enny § 2/ e.
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Bestemmelsen vil fastlegge rammerne for maskering og afmaskering af
PNR-oplysninger, som behandles efter reglerne i kapitel 5 a, og som opbe-
vares hos PNR-enheden i mere end 6 maneder.

Det foreslas 1 stk. 1, at 6 méneder efter videregivelsen af PNR-oplysninger
har fundet sted maskerer PNR-enheden folgende oplysninger:

1) Passagerens navn, herunder medpassagerers navne og antal rejsende, der
rejser sammen.

2) Adresse og kontaktoplysninger.

3) Alle former for betalingsoplysninger, herunder faktureringsadresse.

4) Oplysninger om bonusprogrammer.

5) Generelle bemarkninger.

6) Eventuelt indsamlede API-oplysninger, der er omfattet af punkt 18 i bilag
1.

Ved »maskering« forstas en teknisk proces, der gor de opregnede oplysnin-
ger utilgaengelige for uautoriserede brugere. Efter en maskering er det ikke
leengere muligt for de brugere, der har adgang til at tilgé oplysningerne, di-
rekte at identificere fysiske personer, jf. ogsa Folketingstidende 2018-19 (1.
samling), tilleg A, L 107 som fremsat, side 29. Ved »PNR-oplysninger«

forstds oplysningerne opregnet i lovens bilag 1.

Efter PNR-direktivets artikel 3, nr. 10, defineres »at anonymisere ved hjelp
af maskering af dataclementer« som at gere de dataelementer, der kan tjene
til direkte at identificere den registrerede, utilgengelige for en bruger. Da
det fulde sat af PNR-oplysninger imidlertid skal vare tilgaengeligt for at
understotte behandlinger af anmodninger om afmaskering, jf. det foresldede
stk. 2, vil der ikke i1 databeskyttelsesretlig forstand vaere tale om, at oplys-
ningerne anonymiseres over for den dataansvarlige myndighed, idet de op-
lysninger, der er nedvendige for at gore PNR-oplysningerne personhenfor-
bares, alene er maskeret og dermed fortsat behandles.

Det foreslés videre i stk. 2, at oplysninger, der er maskeret efter stk. 1, ikke
ma afmaskeres, medmindre 1) de afmaskerede oplysninger ma antages at
have betydning for Politiets Efterretningstjenestes varetagelse af opgaver
vedrerende den nationale sikkerhed, og afmaskeringen er godkendt af che-
fen for Politiets Efterretningstjeneste eller den, som bemyndiges hertil, eller
2) de afmaskerede oplysninger mé antages at have betydning for Forsvarets
Efterretningstjenestes varetagelse af opgaver vedrerende den nationale
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sikkerhed, jf. dog § 15, stk. 4, og afmaskeringen er godkendt af chefen for
Forsvarets Efterretningstjeneste eller den, som bemyndiges hertil.

Ved »ma antages at have betydning« forstés, at der skal vaere en mere kon-
kret formodning for, at oplysningerne vil have betydning for PET eller FE’s
varetagelse af opgaver vedrerende den nationale sikkerhed. Vurderingen
heraf vil skulle vaere baseret pa objektive holdepunkter, og det ma ikke frem-
std som en fjern mulighed, at oplysningerne kan have betydning for vareta-
gelsen af tjenesternes opgaver vedrerende den nationale sikkerhed. Det vil
veere PET eller FE, der vurderer, om dette er tilfaeldet.

Det vil vaere chefen for PET eller FE, eller den, som bemyndiges hertil, som
vil skulle treeffe selve beslutningen om, at afmaskering efter stk. 2 kan finde
sted. Det forudsettes, at cheferne for efterretningstjenesterne vil udpege en
eller flere jurister til at varetage denne opgave.

I praksis vil beslutningerne om afmaskering kunne foretages ud fra standar-
diserede kriterier og processer, mens mere omfattende eller principielle an-
modninger vil underkastes en mere intensiv provelse af de dertil bemyndi-
gede. Sidstnevnte tilfelde kan navnlig teenkes, hvis en anmodning omfatter
afmaskering af et storre antal flyafgange eller alene hviler pd mere umiddel-
bare efterretninger om f.eks. et foranstaende terrorangreb, hvor oplysninger
om rejsende er nedvendige for sagens efterforskning mv. Det bemerkes i
ovrigt, at det med lovforslaget er forudsat, at beslutninger om afmaskering
af PNR-oplysninger vil foretages pd samme made, som efter PNR-lovens
geldende § 7, stk. 2, nr. 2 og 3.

Det bemarkes, at PET’s (efterfolgende) behandling af afmaskerede PNR-
oplysninger er underlagt TET’s kontrol, jf. PET-lovens § 18, stk. 1, og at
FE’s (efterfolgende) behandling af afmaskerede PNR-oplysninger vedre-
rende danske og udenlandske statsborgere, der er omfattet af begrebet »i
Danmark hjemmeherende fysiske personer«, er underlagt TET’s kontrol, jf.
FE-lovens § 15, stk. 1.

(Til § 21 1)
Det foreslas at indsatte en ny § 21 f.

Bestemmelsen vil angd PNR-enhedens videregivelse af PNR-oplysninger
indsamlet efter § 1 b til PET og FE.
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Den foreslaede bestemmelse vil — ligesom de ovrige regler i det foreslaede
kapitel 5 a og reglerne i kapitel 5 — alene vedrere den videregivelse, der
finder sted 1 forbindelse med PNR-enhedens opgaver i medfer af PNR-lo-
ven. PNR-lovens regler finder ikke anvendelse for PET’s eller FE’s efter-
folgende behandling af PNR-oplysninger, der er videregivet til PET eller FE
1 forbindelse med f.eks. en efterforskning. PET’s og FE’s efterfolgende be-
handling af PNR-oplysninger vil i stedet veere reguleret af henholdsvis PET-
loven og FE-loven, jf. PNR-lovens § 13, stk. 3 og 4.

Det foreslas i stk. 1, at PNR-enheden snarest muligt videregiver PNR-oplys-
ninger, som er identificeret efter forhandsvurderingeni § 21 b, nr. 1, og re-
sultatet af behandlingen af disse oplysninger, til Politiets Efterretningstjene-

ste med henblik p4, at tjenesten kan undersoge oplysningerne na@rmere.

PNR-enheden vil efter bestemmelsen skulle videregive PNR-oplysninger,
jf. bilag 1, til PET, som PNR-enheden har behandlet efter det foreslaede §
21 b, nr. 1, hvorefter PNR-enheden kan behandle PNR-oplysninger for at
foretage en forudgdende vurdering af passagerer (forhdndsvurdering) forud
for deres planlagte ankomst til eller afrejse fra Danmark for at identificere
personer, som det kraeves, at PET undersoger nermere, idet sidanne perso-
ner kan vare involveret 1 handlinger af betydning for varetagelsen af tjene-

stens opgaver vedrerende den nationale sikkerhed.

Som led i forhandsvurderingen efter § 21 b, nr. 1, kan PNR-enheden sam-
menholde PNR-oplysninger med oplysninger 1 databaser, der er relevante,
eller behandle oplysningerne efter forud fastsatte kriterier, jf. den foreslaede
§21c.

Hvis PNR-enhedens forhandsvurdering af PNR-oplysninger resulterer i et
hit, vil videregivelse efter det foresldede stk. 1 vaere betinget af, at PNR-
enheden har foretaget en individuel og manuel gennemgang af behandlings-
resultatet med henblik pa at kontrollere, at der ikke er tale om et falskt po-
sitivt resultat, men at der i realiteten er tale om en person, som kan vare
involveret 1 handlinger af betydning for varetagelsen af PET’s opgaver ved-
rerende den nationale sikkerhed, og som der derfor er behov for, at PET
undersoger nermere (et match). Omvendt vil PNR-enheden skulle atholde
sig fra at videregive oplysninger, hvis der foreligger oplysninger, der tyder
p4, at behandlingen af PNR-oplysninger efter den foresladede § 21 b, nr. 1,
har fort til diskriminerende resultater.
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Det foreslas 1 stk. 2, at PNR-enheden videregiver PNR-oplysninger og re-
sultatet af behandlingen af sddanne oplysninger, til Politiets Efterretnings-
tjeneste, hvis det vurderes, at videregivelsen kan have betydning for tjene-
stens varetagelse af opgaver vedrerende den nationale sikkerhed. Afmaske-
rede PNR-oplysninger efter § 21 e, stk. 2, nr. 1, skal videregives til Politiets
Efterretningstjeneste, hvis videregivelsen ma antages at have betydning for
tjenestens videregivelse af opgaver vedrerende den nationale sikkerhed.

Med den foresldede viderefores PET’s nuvaerende adgang til at modtage
bade endnu ikke maskerede PNR-oplysninger, jf. bilag 1, og afmaskerede
PNR-oplysninger, efter PNR-lovens gaeldende § 15, stk. 1, og § 21, stk. 2.

Det bemerkes, at det med lovforslaget er forudsat, at det — ligesom 1 dag —
vil veere udstationerede medarbejdere fra PET hos PNR-enheden, som vil
videregive PNR-oplysningerne til PET. PNR-enheden vil ogsa fortsat skulle
logge bl.a. videregivelse af PNR-oplysninger efter PNR-lovens § 24, stk. 1,
nr. 4, som skal gere det muligt at fastleegge formélet med samt datoen og
tidspunktet for videregivelsen. PNR-enheden skal efter anmodning til disse
oplysninger til radighed for tilsynsmyndigheden, jf. PNR-lovens § 24, stk.
5, hvilket i dette tilfelde vil veere TET, jf. PNR-lovens § 22, stk. 2. TET vil
saledes have mulighed for at efterprave, om videregivelsen skete pa et be-
rettiget grundlag.

Ved »kan have betydning« forstés, at videregivelse vil kunne finde sted,
hvis det ikke pa forhand kan udelukkes, at oplysningerne kan have relevans
for PET’s varetagelse af opgaver vedrerende den nationale sikkerhed.

Ved »opgaver vedrerende den nationale sikkerhed« forstis bl.a. PET’s op-
gaver 1 forbindelse med at forebygge, efterforske og modvirke forbrydelser
mod statens selvstendighed og sikkerhed samt forbrydelser mod statsforfat-
ningen og de overste statsmyndigheder mv., jf. straffelovens kapitel 12 og
13, og 1 forbindelse med at tilvejebringe det efterretningsmaessige grundlag
for varetagelsen af tjenestens opgaver, jf. PET-lovens § 1, stk. 1, og for
dansk sikkerhedspolitik.

Ved »ma antages at have betydning« forstas, at oplysningerne vil kunne vi-
deregives, hvis der er en mere konkret formodning for, at disse vil have be-
tydning for PET’s varetagelse af opgaver vedrerende den nationale sikker-
hed. Vurderingen heraf vil skulle vaere baseret pa objektive holdepunkter,
og det mé ikke fremstd som en fjern mulighed, at oplysningerne kan have
betydning for varetagelsen af tjenesternes opgaver vedrerende den nationale
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sikkerhed. Betingelserne for videregivelse af afmaskerede PNR-oplysninger
vil sdledes vare skerpede i forhold til videregivelse af PNR-oplysninger,
der ikke er @ldre end 6 méneder.

Det vil veere PET, der vurderer, om betingelserne for videregivelse er op-
fyldt.

Det bemarkes, at afgerelse om videregivelse efter den foresldede bestem-
melse vil skulle treeffes af chefen for PET eller den, som bemyndiges hertil,
jf. det foreslaede stk. 4.

Det foreslas i1 stk. 3, at PNR-enheden efter anmodning videregiver PNR-
oplysninger, jf. bilag 1, og resultatet af behandlingen af sddanne oplysnin-
ger, til Forsvarets Efterretningstjeneste, hvis det vurderes, at videregivelsen
kan have betydning for tjenestens varetagelse af opgaver vedrerende den
nationale sikkerhed, jf. dog § 15, stk. 4. Afmaskerede PNR-oplysninger ef-
ter § 21 e, stk. 2, nr. 2, skal efter anmodning videregives til Forsvarets Ef-
terretningstjeneste, hvis videregivelsen ma antages at have betydning for
tjenestens videregivelse af opgaver vedrerende den nationale sikkerhed, jf.
dog § 15, stk. 4.

Den foresldede bestemmelse vil indebare en videreforelse FE’s nuvarende
adgang til endnu ikke maskerede PNR-oplysninger, jf. lovens bilag 1, og
afmaskerede PNR-oplysninger efter PNR-lovens geldende § 15, stk. 2, og
§ 21, stk. 3, som med lovforslaget ophaves. Hvis der er tale om PNR-op-
lysninger om fysiske personer, der er hjemmehorende 1 Danmark, vil FE —
pa samme made som efter geldende ret — alene kunne anmode PNR-enhe-
den om sédanne oplysninger, hvis oplysningerne angar bestemte personer,
og tjenesten vurderer, at oplysningerne ma antages at have betydning for
varetagelsen af tjenestens virksomhed rettet mod forhold i1 udlandet, jf.
PNR-lovens § 15, stk. 4, som i dag er § 15, stk. 3.

Ved »kan have betydning« forstés, at videregivelse vil kunne finde sted,
hvis det ikke pa forhand kan udelukkes, at oplysningerne kan have relevans
for FE’s varetagelse af opgaver vedrerende den nationale sikkerhed.

Ved »opgaver vedrerende den nationale sikkerhed« forstas bl.a. FE’s opga-
ver 1 forbindelse med tjenestens virksomhed rettet mod forhold i udlandet,
jf. FE-lovens § 1, stk. 1, hvorefter FE har til opgave at tilvejebringe det ef-
terretningsmeessige grundlag for dansk udenrigs-, sikkerheds- og forsvars-
politik samt forebygge og modvirke trusler mod Danmark og danske
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interesser, og 1 den forbindelse indsamle, indhente, bearbejde, analysere og
formidle oplysninger om forhold i udlandet af betydning for Danmark og

danske interesser, herunder for danske enheder mv. i udlandet.

Ved »ma antages at have betydning« forstas, at oplysningerne vil kunne vi-
deregives, hvis der er en mere konkret formodning for, at disse vil have be-
tydning for FE’s varetagelse af opgaver vedrerende den nationale sikkerhed.
Vurderingen heraf vil skulle vaere baseret pa objektive holdepunkter, og det
ma ikke fremstd som en fjern mulighed, at oplysningerne kan have betyd-
ning for varetagelsen af tjenesternes opgaver vedrerende den nationale sik-
kerhed.

Det vil vaere FE, der vurderer, om betingelserne for videregivelse er opfyldt.

Det bemarkes, at afgerelse om videregivelse efter den foresldede bestem-
melse vil skulle treeffes af chefen for FE eller den, som bemyndiges hertil,
jf. det foreslaede stk. 4.

Det foreslas i stk. 4, at afgerelse om videregivelse efter stk. 2 traeffes af che-
fen for Politiets Efterretningstjeneste eller den, som bemyndiges hertil. Af-
gorelse om videregivelse efter stk. 3 traeffes af chefen for Forsvarets Efter-

retningstjeneste eller den, som bemyndiges hertil.

Det foreslaede stk. 4 vil have til formal at sikre en forudgaende kontrol ved
videregivelse af PNR-oplysninger til PET og FE, som dog ikke vil finde
anvendelse ved videregivelse af PNR-oplysninger mv. som resultat af PNR-
enhedens forhdndsvurdering efter det foreslaede § 21 b, nr. 1.

Den foreslaede bestemmelse vil indebare, at de dertil bemyndigede perso-
ner vil skulle vurdere, om betingelserne for videregivelse af PNR-oplysnin-
ger til PET eller FE efter henholdsvis stk. 2 og 3 er opfyldt.

Det forudsettes, at cheferne for efterretningstjenesterne vil udpege en eller
flere jurister til at varetage denne opgave, og at der vil kunne traeffes afgo-
relse om videregivelse af PNR-oplysninger om flere passagerer pa én gang
og ogsd om videregivelse af PNR-oplysninger i en afgranset periode frem-
adrettet. Beslutninger om videregivelse af PNR-oplysninger vil endvidere
kunne foretages ud fra standardiserede kriterier og processer, mens mere
omfattende eller principielle anmodninger vil underkastes en mere intensiv
provelse, hvilket f.eks. kan vare tilfeldet, hvis der er tale om videregivelse
af PNR-oplysninger om et storre antal personer eller alene hviler pd mere
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umiddelbare efterretninger om f.eks. et foranstdende terrorangreb, hvor

PNR-oplysninger om rejsende er nadvendige for sagens efterforskning mv.
(Til § 21 g)

Det foreslas 1 § 21 g, at PNR-oplysninger eller resultatet af behandlingen af
sadanne oplysninger, som PNR-enheden modtager fra andre EU-medlems-
staters PNR-enheder, ikke ma behandles efter reglerne i kapitel 5 a.

Den foresldede bestemmelse vil indebare, at PNR-oplysninger, som PNR-
enheden matte modtage fra andre EU-medlemsstaters PNR-enheder, ikke
vil kunne behandles efter reglerne i kapitel 5 a.

Den foresldede bestemmelse vil medfere, at PNR-oplysninger, som PNR-
enheden métte modtage fra andre EU-medlemsstaters PNR-enheder efter at
have anmodet herom efter reglerne i kapitel 5, ikke vil kunne behandles efter
reglerne 1 kapitel 5 a. Det vil sdledes alene vere PNR-oplysninger, som
PNR-enheden selv har indsamlet og opbevaret i medfor af den foreslaede §
1 b, som vil kunne behandles efter kapitel 5 a. Det skyldes, at PNR-enheden
efter reglerne i kapitel 5 a vil kunne behandle PNR-oplysninger til brug for
PET’s og FE’s varetagelse af opgaver vedrerende den nationale sikkerhed,
hvorimod PNR-enhedens anmodninger om videregivelse af PNR-oplysnin-
ger efter det foresldede § 16, stk. 4, og det foresldede nyaffattede § 18, stk.
2, vil ske med henblik pa at forebygge, opdage, efterforske eller retsforfolge
terrorhandlinger eller grov kriminalitet.

Til § 2

Det foreslas i stk. I, at justitsministeren fastsatter tidspunktet for lovens
ikrafttreeden. Ministeren kan fastsatte, at de @ndringer, der folger af § 1,
kan seettes kraft pa forskellige tidspunkter.

Det foreslaede skal ses 1 lyset af, Rigspolitiets eksisterende it-system (POL-
PAX) til brug for PNR-enhedens indsamling og behandling af PNR-oplys-
ninger ikke er indrettet til at kunne overholde navnlig lovforslagets krav om
behandling og opbevaring af to forskellige st af PNR-oplysninger efter to
forskellige regelsat.

Det forudsettes, at justitsministeren ved bekendtgerelse vil sette loven 1
kraft, sa snart den nedvendige it-understottelse hos Rigspolitiet, herunder
eventuelt 1 en s&rlig afdeling hos PET, er etableret og klar til at blive sat i
drift.
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Det foreslas i stk. 2, at PNR-lovens § 1 a, stk. 3, 0og § 1 b, stk. 3, som affattet
ved denne lovs § 1, nr. 1, ikke finder anvendelse for PNR-oplysninger ind-
samlet pa flyvninger inden for EU med tilknytning til Danmark, som ikke
er indsamlet, fordi det har veret nedvendigt af hensyn til at forebygge, op-
dage, efterforske eller retsforfolge terrorhandlinger eller grov kriminalitet,
der kan straffes med mindst 3 ars feengsel samt af hensyn til den nationale
sikkerhed. For sddanne oplysninger vil PNR-enheden skulle foretage en vur-
dering af, om oplysningerne alligevel kan opbevares, jf. PNR-lovens § 5,
stk. 2, og regler udstedt i medfor af stk. 3, og § 21 d, stk. 2, og regler udstedt
1 medfor af stk. 3, som @ndret og affattet ved denne lovs § 1, nr. 8 og 22.

Det foreslaede vil indebare, at oplysninger, som pa tidspunktet for lovens
ikrafttreeden opbevares og som er indsamlet af hensyn, som ikke omfattes
af de foresldede andringer af PNR-loven, ikke vil skulle slettes under hen-
visning hertil, men at PNR-enheden vil skulle foretage en vurdering af, om
oplysningerne alligevel kan opbevares.

Vurderingen af videre opbevaring af de allerede indsamlede PNR-oplysnin-
ger 1 forhold til den nationale sikkerhed forudsettes foretaget i forbindelse
med fastsattelsen af regler 1 medfor af det foreslaede § 21 d, stk. 3, jf. lov-
forslagets § 1, nr. 22.

Vurderingen efter det henholdsvis foresldede § 5, stk. 2, og § 21 d, stk. 2,
vil indebare, at det pases, om oplysningerne indsamlet de seneste 6 méneder
for lovens ikrafttreeden kan opbevares under henvisning til, at den fortsatte
opbevaring er konkret begrundet af hensyn til at forebygge, opdage, efter-
forske eller retsforfalge terrorhandlinger eller grov kriminalitet, der kan
straffes med mindst 3 drs faengsel samt af hensyn til den nationale sikkerhed.
Er oplysningerne ikke indsamlet af hensyn hertil, og er en fortsat opbevaring
ikke konkret begrundet efter de foresldede bestemmelser i § 5, stk. 2 og §
21 d, stk. 2, vil de ikke kunne opbevares og vil skulle slettes.

Foruden disse tilfeelde vil PNR-enheden som folge af lovens ikrafttreden
skulle slette PNR-oplysninger, som hidrerer fra flyvninger inden for EU
med tilknytning til Danmark.

Det foreslas i stk. 3, at PNR-lovens § 5, stk. 1, og § 21 d, stk. 1, som a&ndret
og affattet ved denne lovs § 1, nr. 7 og 22, ikke finder anvendelse for PNR-
oplysninger, som pa tidspunktet for lovens ikrafttreeden har veret opbevaret
1 6 maneder eller lengere. For sddanne oplysninger vil PNR-enheden skulle
foretage en vurdering af opbevaringens fortsatte nedvendighed efter PNR-
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lovens § 5, stk. 2, 1. pkt., og regler udstedt i medfor af stk. 3, og § 21 d, stk.
2, og regler udstedt i medfer af stk. 3, som affattet ved denne lovs § 1, nr. 8
og 22.

Den foreslaede bestemmelse indebarer, at det ved lovens ikrafttraeden skal
vurderes, om PNR-oplysninger, der aktuelt opbevares, og som er modtaget
tidligere end den foreslaede tidsgraense i de respektive bestemmelser, vil
skulle undergives en vurdering af, om det er nedvendigt fortsat at opbevare
det padgaeldende oplysninger i medfer af de foresldede bestemmelser og reg-
ler udstedt i medfer heraf.

Til § 3
Bestemmelsen vedrarer lovens territoriale gyldighed.

Det foreslés, at loven ikke geelder for Faergerne og Grenland, men ved kon-
gelig anordning helt eller delvis kan settes i kraft for Fereerne og Grenland
med de @ndringer, som de henholdsvis fereske og grenlandske forhold til-
siger. Lovens bestemmelser kan sattes i kraft pa forskellige tidspunkter.
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Geeldende formulering

Lovforslaget

§1
I PNR-loven, lov nr. 1706 af 27.
december 2018, som andret ved §
18 i lov nr. 2601 af 28. december
2021, foretages folgende @ndrin-
ger:

1. Efter § 1 indsattes:

»§ 1 a. PNR-oplysninger indsamlet
fra luftfartsselskaberne af PNR-en-
heden efter stk. 2, 3 og regler fastsat
i medfer af stk. 4 og 5 behandles ef-
ter reglerne i denne lovs kapitel 3-
5.

Stk. 2. PNR-enheden indsamler
PNR-oplysninger pd alle flyvninger
uden for EU med tilknytning til
Danmark.

Stk. 3. PNR-enheden indsamler
PNR-oplysninger pa flyvninger in-
den for EU med tilknytning til Dan-
mark, nar det er strengt nedvendigt
af hensyn til at forebygge, opdage,
efterforske eller retsforfolge terror-
handlinger og grov kriminalitet, der
kan straffes med mindst 3 ars feng-
sel, jf. dog regler udstedt i medfor
stk. 5.

Stk. 4. Justitsministeren fastsatter
naermere regler for udvalgelsen af
flyvninger efter stk. 3.

Stk. 5. Justitsministeren kan fast-
sette regler, som palegger PNR-
enheden at indsamle PNR-oplys-
ninger pa alle flyvninger inden for
EU med tilknytning til Danmark,
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ndr der foreligger tilstraekkeligt
konkrete omstendigheder, der gi-
ver anledning til at antage, at Dan-
mark star over for en terrortrussel,
der ma anses for at vare reel og ak-
tuel eller forudsigelig. Regler om
indsamling fastsat i medfer af 1.
pkt. kan fastsettes for en periode pa
hejst 1 ar ad gangen.

§ 1 b. PNR-oplysninger indsamlet
fra luftfartsselskaberne af PNR-en-
heden efter stk. 2, 3 og regler fast i
medfor af stk. 4 og 5 behandles ef-
ter reglerne i denne lovs kapitel 5 a.
Bestemmelserne 1 §§ 6, 8, 9, § 13,
stk. 3 og 4, og § 15, stk. 4, finder
anvendelse for oplysninger omfat-
tet af 1. pkt.

Stk. 2. PNR-enheden indsamler
PNR-oplysninger pa alle flyvninger
uden for EU med tilknytning til
Danmark.

Stk. 3. PNR-enheden indsamler
PNR-oplysninger pa flyvninger in-
den for EU med tilknytning til Dan-
mark, ndr det er strengt nodvendigt
af hensyn til den nationale sikker-
hed, jf. dog regler udstedt i medfer
af stk. 5.

Stk. 4. Justitsministeren fastsatter
naermere regler for udvalgelsen af
flyvninger efter stk. 3.

Stk. 5. Justitsministeren kan fast-
sette regler om, at PNR-enheden
kan indsamle PNR-oplysninger pé
alle flyvninger inden for EU med
tilknytning til Danmark, nar der fo-
religger tilstrekkeligt konkrete om-
stendigheder, der giver anledning
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til at antage, at Danmark star over-
for en alvorlig trussel mod den na-
tionale sikkerhed, der méa anses for
at veere reel og aktuel eller forudsi-
gelig. Regler om indsamling fastsat
i medfor af 1. pkt. kan fastsattes for
en periode pa hejst 1 &r ad gangen.

§ 1 c. PNR-enheden opbevarer
PNR-oplysninger indsamlet efter §
1 b separat fra PNR-oplysninger
indsamlet efter § 1 a.«

§ 4. PNR-oplysninger, jf. bilag 1,
skal videregives

1) mellem 24 og 48 timer for den
planlagte flyafgang, og

2) straks efter at luftfartejets dere
er lukkede og det ikke lengere er
muligt for passagerer at g om bord
1 luftfartojet eller forlade det.

Stk. 2. Videregivelse 1 henhold til
stk. 1, nr. 2, er begraenset til ajour-
foring af de oplysninger, der er
nevnt i stk. 1, nr. 1.

Stk. 3. Luftfartsselskaber skal end-
videre efter konkret anmodning fra
PNR-enheden videregive PNR-op-
lysninger til PNR-enheden pa andre
tidspunkter end dem, der er nevnt i
stk. 1, nar

1) det er nedvendigt at f4 adgang
til oplysningerne for at reagere pa
en konkret og reel trussel relateret

2.1§ 4, stk. 1, nr. 1, udgér »og«.

3. 184, stk. 1, indsattes efter nr. 1
som nyt nummer:

»2) mellem 4 og 6 timer for den
planlagte flyafgang, og«.

Nr. 2 bliver herefter nr. 3.

4.1 4, stk. 2, endres »stk. 1, nr. 2«
til: »stk. 1, nr. 2 og 3«.

5.1§ 4, stk. 3, nr. 1, indsettes efter

»3 ars fengsel,«: »eller«.
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til terrorhandlinger eller grov kri-
minalitet, jf. bilag 2, der kan straf-
fes med mindst 3 ars feengsel,

2) Politiets Efterretningstjeneste
vurderer, at det kan have betydning
for varetagelsen af tjenestens opga-
ver vedrerende forebyggelse og ef-
terforskning af overtredelser af
straffelovens kapitel 12 og 13, eller

3) Forsvarets Efterretningstjene-
ste vurderer, at det kan have betyd-
ning for varetagelsen af tjenestens
virksomhed rettet mod forhold i ud-
landet, jf. dog § 15, stk. 3.

6. § 4, stk. 3, nr. 2 og 3, ophaves,
og 1 stedet indsettes:

»2) Politiets Efterretningstjeneste
eller Forsvarets Efterretningstjene-
ste vurderer, at det kan have betyd-
ning for varetagelsen af tjenester-
nes opgaver vedrerende den natio-
nale sikkerhed.«

§ 5. PNR-oplysninger, jf. bilag 1,
fra luftfartsselskaber opbevares i en
periode pa 5 ar efter videregivelsen
til PNR-enheden, hvorefter oplys-

ningerne slettes.

7.1 5 @ndres »5 ar« til: »6 mane-
der«, og »slettes.« @ndres til »slet-
tes, jf. dog stk. 2 og regler fastsat 1
medfor af stk. 3.«

8.1 5 indsattes som stk. 2 og 3:

»Stk. 2. Er der grund til at antage,
at én eller flere passagerer kan
frembyde en risiko 1 forbindelse
med terrorhandlinger eller grov kri-
minalitet, der kan straffes med
mindst 3 rs faeengsel, kan PNR-en-
heden opbevare PNR-oplysninger
om de pdgeldende personer, sa
leenge det er nedvendigt. Perioden
for opbevaring af oplysninger efter
1. pkt. kan ikke overstige 5 ar.

Stk. 3. Justitsministeren kan fast-
sette regler om, at PNR-oplysnin-
ger kan opbevares i1 en l&ngere pe-
riode end 6 méneder, jf. stk. 1, nér
der foreligger tilstrekkeligt kon-
krete omstendigheder, der giver
anledning til at antage, at Danmark
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star over for en terrortrussel, der ma
anses for at vere reel og aktuel eller
forudsigelig. Regler om opbeva-
ringsperioden fastsat i medfor af 1.
pkt. kan fastsattes for en periode pa
hgjst 1 &r ad gangen. Opbevaringen
kan dog hejest ske i 5 ar.«

§ 6. Modtager PNR-enheden PNR-
oplysninger, jf. bilag 1 der indehol-
der andre oplysninger end navnt i
1, slettes

bilag oplysningerne

straks.

9. I § 6 @&ndres »PNR-enheden
PNR-oplysninger« til: »PNR-enhe-
den, jf. §§ 1 a og 1 b, PNR-oplys-
ninger«, og »jf. bilag 1 der« @ndres
til: »jf. bilag 1, der«.

§ 7. 6 méneder efter at videregivel-
sen af PNR-oplysninger, jf. bilag 1,
har fundet sted, maskeres folgende
oplysninger:

1-6) -

Stk. 2. Oplysninger, der er maske-
ret efter stk. 1, ma ikke afmaskeres,

medmindre

1) det er nedvendigt for at fore-
bygge, opdage, efterforske eller
retsforfolge terrorhandlin-ger og
grov kriminalitet, jf. bilag 2, der
kan straffes med mindst 3 ars feeng-
sel, og afmaskeringen er godkendt
af rigspolitichefen eller den, som
bemyndiges hertil,

2) de afmaskerede oplysninger
ma antages at have betydning for
varetagelsen af Politiets Efterret-
ningstjenestes opgaver vedrorende
forebyggelse og efterforskning af

10. 1§ 7, stk. 1, @ndres »6 maneder
efter at videregivelsen af PNR-op-
lysninger, jf. bilag 1, har fundet
sted, maskeres folgende oplysnin-
ger:« til: »Folgende PNR-oplysnin-
ger, der efter § 5, stk. 2 og 3, ikke
er slettet, maskeres 6 maneder efter,
videregivelsen til PNR-enheden har
fundet sted:«

11. § 7, stk. 2, affattes séledes:
»Stk. 2. Oplysninger, der er ma-
skeret efter stk. 1, ma ikke afmaske-
res, medmindre det er nedvendigt
for at forebygge, opdage, efterfor-
ske eller retsforfolge terrorhandlin-
ger og grov kriminalitet, der kan
straffes med mindst 3 ars faengsel,
og afmaskeringen er godkendt af
politiet, chefen for Politiets Efter-
retningstjeneste, chefen for Forsva-
rets Efterretningstjeneste eller per-
soner, som bemyndiges hertil.«

Side 115/127



UDKAST

overtraedelser af straffelovens kapi-
tel 12 og 13 og afmaskeringen er
godkendt af chefen for Politiets Ef-
terretningstjeneste eller den, som
bemyndiges hertil, eller

3) de afmaskerede oplysninger
md antages at have betydning for
varetagelsen af Forsvarets Efterret-
ningstjenestes virksomhed rettet
mod forhold 1 udlandet, jf. dog § 15,
stk. 3, og afmaskeringen er god-
kendt af chefen for Forsvarets Ef-
terretningstjeneste eller den, som
bemyndiges hertil.

Stk. 3. Rigspolitiets databeskyttel-
sesradgiver, jf. § 25, stk. 1, under-
rettes om afmaskering efter stk. 2,
nr. 1, og foretager en efterfolgende
kontrol af, om betingelserne for af-
maskering er opfyldt. --

12. 1§ 7, stk. 3, 1. pkt., udgér », nr.

1,«.

§ 8. PNR-enheden opbevarer resul-
tatet af behandlingen af oplysnin-
gerne, der har fundet sted 1 medfer
af § 10, nr. 1-4, sé leenge det er ned-
vendigt for at underrette de kompe-
tente myndigheder, der er angivet 1
bilag 3, samt Politiets Efterret-
ningstjeneste og Forsvarets Efter-
retningstjeneste eller kompetente
myndigheder eller PNR-enheder 1
andre EU-medlemsstater om et hit.

13. 1 § 8, stk. 1, @endres »nr. 1-4,«
til: »nr. 1-3, 0g § 21 b, nr. 1-3,«.

§ 10. PNR-enheden mé behandle
PNR-oplysninger, jf. bilag 1,

1) --
2) hvis Politiets Efterretningstje-
neste vurderer, at oplysningerne

kan have betydning for

14. § 10, nr. 2 og 3, ophaeves, og i
stedet indsattes:
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varetagelsen af tjenestens opgaver
vedrerende forebyggelse og efter-
forskning af over-traedelser af straf-
felovens kapitel 12 og 13,

3) hvis Forsvarets Efterretnings-
tjeneste vurderer, at oplysningerne
kan have betydning for varetagel-
sen af tjenestens virksomhed rettet
mod forhold i udlandet, jf. dog § 15,
stk. 3,

4) for at reagere péd en begrundet
anmodning fra en kompetent myn-
dighed, der er angivet i bilag 3, eller
en kompetent myndighed eller en
PNR-enhed i en anden EU-med-
lemsstat, Europol, et tredjeland el-
ler en international organisation om
at videregive PNR-oplysninger i
konkrete sager, der er nedvendige
for at forebygge, opdage, efterfor-
ske og

5) --

»2) for at reagere pa en begrundet
anmodning fra en kompetent myn-
dighed, jf. bilag 3, Politiets Efter-
retningstjeneste eller Forsvarets Ef-
terretningstjeneste om at videregive
PNR-oplysninger i konkrete sager,
ndr videregivelsen kan have betyd-
ning for at forebygge, opdage, ef-
terforske eller retsforfolge terror-
handlinger eller grov kriminalitet,
der kan straffes med mindst 3 ars
feengsel. «

Nr. 4 og 5 bliver herefter nr. 3 og 4.

15.1§ 10, nr. 4, der bliver nr. 3, ud-
gér »en kompetent myndighed, der
er angivet i bilag 3, eller«.

§12.

16. 1§ /2 indsattes som stk. 2:
»Stk. 2. PNR-oplysninger eller re-
sultatet af behandlingen af sddanne
som PNR-enheden
modtager fra andre EU-medlems-
staters PNR-enheder, ma ikke be-
handles efter reglerne 1 kapitel 5 a.«

oplysninger,

§ 13. De kompetente myndigheder,
der er angivet i bilag 3, ma alene be-
handle PNR-oplysninger, jf. bilag
1, og resultatet af behandlingen af
oplysningerne med henblik péd at
forebygge, opdage, efterforske eller
retsforfolge terrorhandlinger eller

17. 1 § 13, stk. 1, indsattes efter
»De kompetente myndigheder, der
er angivet 1 bilag 3,«: »Politiets Ef-
terretningstjeneste og Forsvarets
Efterretningstjeneste«, og »resulta-
tet af behandlingen af oplysnin-
gerne« @ndres til: »resultatet af
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grov kriminalitet, jf. bilag 2, der
kan straffes med mindst 3 ars faeng-
sel.

Stk. 2. --

Stk. 3. --

behandlingen af oplysningerne, der
er videregivet efter reglerne i kapi-
tel 5,«.

§ 15. PNR-enheden skal snarest
muligt videregive PNR-oplysnin-
ger, jf. bilag 1, eller resultatet af be-
handlingen af oplysningerne til en
relevant kompetent myndighed, der
er angivet i bilag 3, eller Politiets
Efterretningstjeneste, med henblik
pa at myndigheden kan undersoge

oplysningerne na@rmere.

Stk. 2. PNR-enheden skal efter an-
modning fra Forsvarets Efterret-
ningstjeneste snarest muligt videre-
give PNR-oplysninger eller resulta-
tet af behandlingen af oplysnin-
gerne til tjenesten, hvis tjenesten
vurderer, at oplysningerne kan have
betydning for varetagelsen af tjene-
stens virksomhed rettet mod for-
hold 1 udlandet, jf. dog stk. 3.

Stk. 3. --

18. § 15, stk. 1 og 2, ophaves, og i
stedet indsattes:

»PNR-enheden skal snarest muligt
videregive PNR-oplysninger, som
er identificeret efter forhdndsvurde-
ringen i § 10, nr. 1, eller resulta-
terne af behandling af disse oplys-
ninger, til kompetente myndighe-
der eller Politiets Efterretningstje-
neste med henblik pa, at myndighe-
den eller tjenesten kan undersoge

oplysningerne na@rmere.

Stk. 2. PNR-enheden skal efter be-

grundet anmodning videregive
PNR-oplysninger og resultatet af
behandlingen af oplysningerne, til
de kompetente myndigheder, Poli-
tiets Efterretningstjeneste eller For-
svarets Efterretningstjeneste, nar
videregivelsen kan have betydning
for at forebygge, opdage, efterfor-
ske eller retsforfolge terrorhandlin-
ger og grov kriminalitet, der kan
straffes med mindst 3 drs faengsel,

jf. dog stk. 4.

Stk. 3. Afmaskerede PNR-oplys-
ninger efter § 7, stk. 2, skal efter be-
grundet anmodning videregives til
de kompetente myndigheder, Poli-
tiets Efterretningstjeneste, Forsva-
rets Efterretningstjeneste, Europol
eller tredjelande og internationale

organisationer, ndr der er rimelig
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grund til at tro, at videregivelsen er
nedvendig for at forebygge, op-
dage, efterforske eller retsforfolge
terrorhandlinger og grov kriminali-
tet, der kan straffes med mindst 3
ars feengsel, jf. dog stk. 4.«

Stk. 3 bliver herefter stk. 4.

§ 16. -

Stk. 2. —

Stk. 3. PNR-enheden kan anmode
en PNR-enhed i en anden EU-med-
lemsstat om at videregive PNR-op-
lysninger eller resultatet af behand-

lingen af oplysningerne, hvis

1) oplysningerne er nedvendige i
en konkret sag for at forebygge, op-
dage, efterforske eller retsforfolge
terrorhandlinger eller grov krimina-
litet, jf. bilag 2, der kan straffes med

mindst 3 ars feengsel,

2) Politiets Efterretningstjeneste
vurderer, at oplysningerne kan have
betydning for vare-tagelsen af tje-
nestens opgaver vedrerende fore-
byggelse og efterforskning af over-
traedel-ser af straffelovens kapitel
12 og 13, eller

3) Forsvarets Efterretningstjene-
ste vurderer, at oplysningerne kan
have betydning for varetagelsen af
tjenestens virksomhed rettet mod
forhold i udlandet, jf. dog § 15, stk.
3.

19. § 16, stk. 3, ophaves, og i stedet
indsattes:

»Stk. 3. PNR-enheden kan efter
begrundet anmodning videregive
afmaskerede PNR-oplysninger ef-
ter § 7, stk. 2, til kompetente myn-
digheder eller PNR-enheder i andre
EU-medlemsstater, hvis der er ri-
melig grund til at tro, at videregi-
velsen er nedvendig for at fore-
bygge, opdage, efterforske eller
retsforfolge terrorhandlinger eller
grov kriminalitet, der kan straffes
med mindst 3 ars faengsel.

Stk. 4. PNR-enheden kan anmode
en PNR-enhed i en anden EU-med-
lemsstat om at videregive PNR-op-
lysninger eller resultatet af behand-
lingen af oplysningerne, hvis oplys-
ningerne er nedvendige i en kon-
kret sag for at forebygge, opdage,
efterforske eller retsforfelge terror-
handlinger eller grov kriminalitet,
der kan straffes med mindst 3 ars
feengsel.«

§18. -
Stk. 2. PNR-enheden kan anmode
en PNR-enhed i en anden EU-med-

lemsstat om at indhente og

20. § 18, stk. 2, affattes saledes:
»Stk. 2. PNR-enheden kan an-
mode en PNR-enhed 1 en anden
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videregive PNR-oplysninger pa
ikke fastlagte leveringstidspunkter i
overens-stemmelse med § 4, stk. 3,
hvis

1) det er nedvendigt at f4 adgang
til oplysningerne for at reagere pa
en konkret og reel trussel relateret
til terrorhandlinger eller grov kri-
minalitet, jf. bilag 2, der kan straf-
fes med mindst 3 ars feengsel,

2) Politiets Efterretningstjeneste
vurderer, at oplysningerne kan have
betydning for vare-tagelsen af tje-
nestens opgaver vedrerende fore-
byggelse og efterforskning af over-
traedel-ser af straffelovens kapitel
12 og 13, eller

3) Forsvarets Efterretningstjene-
ste vurderer, at oplysningerne kan
have betydning for varetagelsen af
tjenestens virksomhed rettet mod
forhold 1 udlandet, jf. dog § 15, stk.
3.

EU-medlemsstat om at indhente og
videregive PNR-oplysninger pa
ikke fastlagte leveringstidspunkter i
overensstemmelse med § 4, stk. 3,
nr. 1, hvis det er nedvendigt at fa
adgang til oplysningerne for at rea-
gere pa en reel og aktuel eller for-
udsigelig trussel relateret til terror-
handlinger eller grov kriminalitet,
der kan straffes med mindst 3 ars
feengsel. «

§ 21. Afmaskerede PNR-oplysnin-
ger, jf. bilag 1, efter § 7, stk. 2, nr.
1, kan videregives til de kompe-
tente myndigheder, der er angivet 1
bilag 3, og til kompetente myndig-
heder eller PNR-enheder 1 andre
EU-medlemsstater, Europol, tred-
jelande og internationale organisa-
tioner, hvis der er rimelig grund til
at tro, at videregivelsen er nedven-
dig for at forebygge, opdage, efter-
forske eller retsforfelge terrorhand-
linger og grov kriminalitet, jf. bilag

21. § 21 affattes sdledes:

»§ 21. Afgorelse om videregivelse
efter § 15, stk. 2 0g 3, § 19 og § 20,
stk. 1, og afgerelse om anmodning
om videregivelse efter § 16, stk. 4,
og § 18, stk. 2, treeffes efter PNR-
enhedens, Politiets Efterretnings-
tjenestes eller politiets begaring af
retten ved kendelse. Videregivelse
af PNR-oplysninger indsamlet i
medfor af regler fastsat efter § 1 a,
stk. 5, og af oplysninger opbevaret
1 medfer af regler fastsat efter § 5,
stk. 3, ske, hvis

kan kun
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2, der kan straffes med mindst 3 ars
faengsel.

Stk. 2. Afmaskerede PNR-oplys-
ninger efter § 7, stk. 2, nr. 2, kan vi-
deregives til Politiets Efterretnings-
tjeneste, hvis videregivelsen ma an-
tages at have betydning for vareta-
gelsen af Politiets Efterretningstje-
nestes opgaver vedrerende fore-
byggelse og efterforskning af over-
treedelser af straffelovens kapitel 12
og 13, og efter forudgdende god-
kendelse af chefen for Politiets Ef-
terretningstjeneste eller den, som

bemyndiges hertil.

Stk. 3. Afmaskerede PNR-oplys-
ninger efter § 7, stk. 2, nr. 3, kan vi-
deregives til Forsvarets Efterret-
ningstjeneste, hvis videregivelsen
mé antages at have betydning for
varetagelsen af Forsvarets Efterret-
ningstjenestes virksomhed rettet
mod forhold 1 udlandet, jf. dog § 15,
stk. 3, og efter forudgdende god-
kendelse af chefen for Forsvarets
Efterretningstjeneste eller den, som
bemyndiges hertil.

Stk. 4. Afgerelse om videregivelse
efter stk. 1 traeffes efter PNR-enhe-
dens eller politiets begering af ret-
ten ved kendelse.

Stk. 5. Ville videregivelsens gje-
med forspildes, hvis retskendelse
skulle afventes, kan PNR-enheden
treffe beslutning om videregivelse.
I sa fald skal PNR-enheden, snarest

videregivelsen angér forebyggelse,
opdagelse, efterforskning eller rets-
forfolgning af terrorhandlinger. Det
samme galder for oplysninger, som
henholdsvis er indsamlet og opbe-
varet i medfor af § 1 a, stk. 3, og §
5, stk. 2, for sa vidt at indsamlingen
eller opbevaringen alene er sket af
hensyn til at forebygge, opdage, ef-
terforske eller retsforfolge terror-
handlinger.

Stk. 2. Vil videregivelsen eller an-
modningens ojemed forspildes,
hvis retskendelse skulle afventes,
kan PNR-enheden traeffe beslut-
ning om videregivelse eller anmod-
ning efter stk. 1. I sa fald skal PNR-
enheden, Politiets efterretningstje-
neste eller politiet, snarest muligt
og senest inden 24 timer fra videre-
givelsen eller anmodningen finder
sted, forelaegge sagen for retten, der
ved kendelse afger, om videregi-
velsen eller anmodningen kan god-

kendes.

Stk. 3. Kendelser efter stk. 1 og
stk. 2, 2. pkt., behandles af retten pa
skriftligt grundlag.

Stk. 4. PNR-enheden kan efter-
komme en anmodning efter § 16,
stk.20g 3,§ 17, 0g § 18, stk. 1, nér
anmodningen er godkendt i den an-
modende stat af en judiciel myndig-
hed eller en anden national myndig-
hed, der 1 henhold til national ret er
kompetent til at kontrollere, om be-

tingelserne for videregivelse er
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muligt og senest inden 24 timer fra
videregivelsen finder sted, fore-
leegge sagen for retten, der ved ken-
delse afger, om videregivelsen kan
godkendes.

Stk. 6. Inden retten treffer afgorel-
sen om, hvorvidt videregivelse kan
godkendes, skal luftfartsselskabet,
som PNR-oplysningerne er ind-
samlet hos, gives adgang til at ud-
tale sig.

opfyldt, og hvis den databeskyttel-
sesansvarlige 1 den anmodende

myndighed er underrettet herom.

Stk. 5. Vil anmodningens gjemed
forspildes, hvis godkendelse skulle
afventes, kan PNR-enheden efter-
komme en begrundet anmodning
efter § 16, stk. 2 og 3, § 17, § 18,
stk. 1. I sa fald skal PNR-enheden
hurtigst muligt sikre, at den modta-
gende myndighed herefter indhen-

ter den fornedne godkendelse.«

22. Efter kapitel 5 indsettes:

»Kapitel 5 a
Efterretningstjenesternes adgang
til PNR-oplysninger til brug for
opgaver vedrorende den nationale

sikkerhed

§ 21 a. PNR-enheden behandler
PNR-oplysninger indsamlet og op-
bevaret i medfer af § 1 b 1 overens-
stemmelse med reglerne 1 dette ka-
pitel.

§ 21 b. PNR-enheden mé behandle
PNR-oplysninger efter reglerne i1
dette kapitel

1) for at foretage en forhandsvur-
dering af passagerer forud for deres
planlagte ankomst til eller afrejse
fra Danmark for at identificere per-
soner, som det kraeves, at Politiets
Efterretningstjeneste eller Forsva-
rets Efterretningstjeneste underse-
ger nermere, idet sddanne personer

kan vare involveret 1 handlinger af
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betydning for varetagelsen af tjene-
sternes opgaver vedrerende den na-
tionale sikkerhed,

2) hvis Politiets Efterretningstje-
neste eller Forsvarets Efterretnings-
tjeneste vurderer, at oplysningerne
kan have betydning for tjenesternes
varetagelse af opgaver vedrerende
den nationale sikkerhed, eller

3) for at analysere PNR-oplysnin-
ger med henblik pé at ajourfere el-
ler fastsatte nye kriterier, jf. § 21 c,
nr. 2, der skal anvendes 1 forbin-
delse med forhdndsvurderingen,
som foretages i medfer af nr. 1,
med henblik pa at identificere per-
soner, som det kraeves, at Politiets
Efterretningstjeneste eller Forsva-
rets Efterretningstjeneste underse-
ger nermere, idet sddanne personer
kan vere involveret i handlinger af
betydning for varetagelsen af tjene-
sternes opgaver vedrerende den na-
tionale sikkerhed.

21 ¢. Som led i en forhandsvurde-
ring, jf. § 21 b, nr. 1, kan PNR-en-
heden

1) sammenholde PNR-oplysnin-
ger, med oplysninger 1 databaser,
der er relevante, med henblik pa
Politiets Efterretningstjenestes og
Forsvarets  Efterretningstjenestes
varetagelse af opgaver vedrorende
den nationale sikkerhed, eller
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2) behandle PNR-oplysninger ef-
ter forud fastsatte kriterier, der er
malrettede og star 1 rimeligt forhold

til mélet, og som er konkrete.

§ 21 d. PNR-enheden opbevarer
PNR-oplysninger i en periode pd 6
méneder efter videregivelse til
PNR-enheden, hvorefter oplysnin-
gerne slettes, jf. dog stk. 2 og regler
fastsat 1 medfor af stk. 3.

Stk. 2. Er der grund til at antage, at
én eller flere passagerer kan frem-
byde en risiko for den nationale sik-
kerhed, kan PNR-enheden opbe-
vare PNR-oplysninger om de pa-
gaeldende personer sa leenge, det er
neodvendigt af hensyn til denne ri-

siko, dog hejest 1 5 ar.

Stk. 3. Justitsministeren kan fast-
sette regler om, at PNR-oplysnin-
ger opbevares 1 en lengere periode
end fastsat i stk. 1, nér der forelig-
ger tilstreekkeligt konkrete omstan-
digheder, der giver anledning til at
antage, at Danmark star over for en
alvorlig trussel mod den nationale
sikkerhed, der ma anses for at veere
reel og aktuel eller forudsigelig.
Regler om opbevaringsperioden
fastsat 1 medfer af 1. pkt. kan fast-
settes for en periode péd hejst 1 ar
ad gangen. Opbevaringen kan dog
hgjest ske 1 5 ar.

§ 21 e. 6 méneder efter videregi-
velsen af PNR-oplysninger har
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fundet sted maskeres folgende op-
lysninger:

1) Passagerens navn, herunder
medpassagerers navne og antal rej-

sende, der rejser sammen.

2) Adresse og kontaktoplysnin-
ger.

3) Alle former for betalingsoplys-
ninger, herunder fakturerings-
adresse.

4) Oplysninger om bonuspro-
grammer.

5) Generelle bemerkninger.

6) Eventuelt indsamlede API-op-
lysninger, der er omfattet af punkt
18 ibilag 1.

Stk. 2. Oplysninger, der er maske-
ret efter stk. 1, ma ikke afmaskeres,

medmindre

1) de afmaskerede oplysninger
ma antages at have betydning for
Politiets Efterretningstjenestes va-
retagelse af opgaver vedrerende
den nationale sikkerhed, og afma-
skeringen er godkendt af chefen for
Politiets Efterretningstjeneste eller
den, som bemyndiges hertil, eller

2) de afmaskerede oplysninger
ma antages at have betydning for
Forsvarets  Efterretningstjenestes
varetagelse af opgaver vedrerende
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den nationale sikkerhed, jf. dog §
15, stk. 4, og afmaskeringen er god-
kendt af chefen for Forsvarets Ef-
terretningstjeneste eller den, som
bemyndiges hertil.

§ 21 f. PNR-enheden videregiver
snarest muligt PNR-oplysninger,
som er identificeret efter forhands-
vurderingeni § 21 b, nr. 1, og resul-
tatet af behandlingen af disse oplys-
ninger, til Politiets Efterretningstje-
neste med henblik pd, at tjenesten
kan undersoge oplysningerne ner-

mere.

Stk. 2. PNR-enheden videregiver
PNR-oplysninger og resultatet af
behandlingen af sddanne oplysnin-
ger til Politiets Efterretningstjene-
ste, hvis det vurderes, at videregi-
velsen kan have betydning for tje-
nestens varetagelse af opgaver ved-
rorende den nationale sikkerhed.
Afmaskerede PNR-oplysninger ef-
ter § 21 e, stk. 2, nr. 1, skal videre-
gives til Politiets Efterretningstje-
neste, hvis videregivelsen md anta-
ges at have betydning for tjenestens
varetagelse af opgaver vedrerende
den nationale sikkerhed.

Stk. 3. PNR-enheden videregiver
efter anmodning PNR-oplysninger
og resultatet af behandlingen af sd-
danne oplysninger til Forsvarets
Efterretningstjeneste, hvis det vur-
deres, at videregivelsen kan have
betydning for tjenestens vareta-
gelse af opgaver vedrerende den
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nationale sikkerhed, jf. dog § 15,
stk. 4. Afmaskerede PNR-oplysnin-
ger efter § 21 e, stk. 2, nr. 2, skal
efter anmodning videregives til
Forsvarets  Efterretningstjeneste,
hvis videregivelsen méd antages at
have betydning for tjenestens vare-
tagelse af opgaver vedrerende den
nationale sikkerhed, jf. dog § 15,
stk. 4.

Stk. 4. Afgerelse om videregivelse
efter stk. 2 treeffes af chefen for Po-
litiets Efterretningstjeneste eller
den, som bemyndiges hertil. Afgo-
relse om videregivelse efter stk. 3
treeffes af chefen for Forsvarets Ef-
terretningstjeneste eller den, som

bemyndiges hertil.

§ 21 g. Modtager PNR-enheden
PNR-oplysninger eller resultatet af
behandlingen af sddanne oplysnin-
ger fra andre EU-medlemsstaters
PNR-enheder, m& oplysningerne
ikke behandles efter reglerne i dette

kapitel.«

Side 127/127



